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Introduction

eScan Corporate for Windows — Cloud is a corporate line security solution based on SaaS platform.
With this, company’s network administrator can deploy robust and layered security to the connected
endpoints within the organization’s network system via Cloud environment.

This new cloud solution strengthens the cyber-security capabilities of the businesses by providing
multi-layered protection to the IT infrastructure from complex threats and secures critical business
information effectively without constraining business growth. It is an excellent combination of
advanced and futuristic technologies that provides protection to Windows, Mac and Linux-based
endpoints in the network.

Web Console Login

The web console login page can be accessed via this method:

1. Launch a web browser.
2. Enter the following URL.: cl.escanav.com.
3. Web console login page appears.

Corporate for Windows - Management Console

WEB CONSOLE LOGIN

Please type the Company ID/Partner ID/Email ID, username and password to access
the Web console.

Company ID/Partner | |
IDYEmail ID*

Username:™

Password:* Login

Forgot password? Register here

4. Enter the login credentials defined during installation.
5. Click Login.
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Main Interface

About eScan
Clicking About eScan opens MircoWorld's homepage in a new tab.

Username

Clicking Username allows you to edit User Login details like Full name, Password and email address
that you use to Login in the eScan Management Console.

E Help

Edit User

Enable this account

Account Type and Information

Custom Account

Username: root

Full Mame*: | |

New
Password:

Confirm
Password:

Email

Address:

For Example! user@yourcompany.com

Account Role

Rala®:

[*) Mandatory Fields

HJ
]
8]
3

Log off ]
Clicking Log off logs you out of the eScan Management Console.

Company Name
This option displays user and company information.

www.escanav.com
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Navigation Panel

DashBoard
Managed Computers
Report Templates
Report Scheduler
Events & Computers
Asset Management
User Activity
Motifications
Settings
Administration

License

www.escanav.com
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Dashboard

The Dashboard module displays charts showing Deployment status, Protection status, Protection
Statistics, Summary Top 10 and Asset Changes. The monitoring is done by Management Console of
the computers for virus infections and security violations. To learn more, click here.

Managed Computers

The Managed Computers module lets you define/configure Policies for computers. It provides you
various options for creating groups, adding tasks, moving computers from one group to another and
vice versa. To learn more, click here.

Report Templates

The Report Templates module lets you create and view customized reports based on a given template,
for a given period; sorted by date, computer, or action taken; and for a selected condition or target
group. It also provides options for configuring or scheduling reports, viewing report properties, and
refreshing or deleting existing reports. To learn more, click here.

Report Scheduler
The Report Scheduler module lets you schedule a new reporting task, run an already created reporting
schedule, or view its properties. To learn more, click here.

Events and Computers

The Events and Computers module lets you monitor various activities performed on client's computer.
You can view log of all events based on Event Status, Computer Selection or Software/ Hardware
Changes on that client computer. Using the Settings option on the screen you can define settings as
desired. To learn more, click here.

Asset Management

The Asset Management module provides you the entire Hardware configuration and list of software
installed on computers. Using this module, you can easily keep a track of all the Hardware as well as
Software resources installed on all the Computers connected to the Network. Based on different
search criteria you can easily filter the information as per your requirement. It also lets you export the
entire system information available through this module in PDF, Microsoft Excel or HTML formats.
To learn more, click here.

User Activity
The User Activity module lets you monitor different tasks/activities like printing, session login time
or actions on files in the client computers. To learn more, click here.

Notifications

The Notifications module provides you the options to enable different notifications for different
actions/incidents on the endpoints. You may choose to be notified or not to be notified based on the
significance of these actions in your business. To learn more, click here.

Settings
The Settings module lets you configure eScan Console timeout settings, dashboard setting, exclude
client settings for eScan. To learn more, click here.
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Administration

The Administration module lets you create User Accounts and allocate them Admin rights for using
eScan Management Console. It is helpful in a large organization where installing eScan client on large
number of computers in the organization may consume lot of time and efforts. By using this module,
you can allocate rights to the other employees which will allow them to install eScan Client and
implement Policies and tasks on other computers. To learn more, click here.

License

The License module lets you manage licenses of users. You can add, activate, and view the total
number of licenses available for deployment, number of licenses deployed, and number of licenses
remaining with their corresponding values. You can also move the licensed computers to non-licensed
computers and vice-versa. To learn more, click here.

0O Icons on every status Label denotes that the status is displayed for the computers having
NOTE | operating system as Windows, MAC OS X or Linux.
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Dashboard

The Dashboard module displays statistics and status of eScan Client installed on computers in pie
chart format. It consists of following tabs:

* Deployment Status

* Protection Status

* Protection Statistics

*  Summary Top 10

* Asset Changes

Deployment Status

This tab displays information about eScan Client installed on computers, active licenses, and current
eScan version number in use.

Configure Dashboard Display

Deployment Status Protection Status Protecti: isti y Top 10 Asset Changes Live Status

Deployment Status
== a ‘, License == a ‘

W 1nstalled

M Mot Installed

M Unknowin
Total

-
[
"

License in Use 134
M License Remaining 266
Totzl License Size 400

14 |~.||

"
IF
i

[ Manage License ]

eScan Version =AK

11.0. 55368 20
14.0.
M 14.0.
M 14.0.
14.0.

]
e
=]

14.0.
M 14.0.
M 14.0.
M 14.0.
M 14.0.

14.0.

14.0.
M 14.0.
M 14.0.

14.0.

(S ol LS

=]

14.0.
M 14.0.
M 14.0.
W7o
M unknown
Total

|: [N |5 [ I S S [ |g |

EEREREREREEREEREREER:EE

e e
U

s |
I
i
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eScan Status

eScan Status

=AR

B installed

B Mot Installed

M Unknown
Total

L
]
tn

|5 I e R e
[ud]
Ln

Installed — It displays the number of computers on which eScan Client is installed.
Not Installed - It displays the number of computers on which eScan Client is not installed.

Unknown - It displays the number of computers on which Client installation status is unknown.

(eScan Cloud is unable to receive information from the computers for a long time)

License

License — a ‘
License in Use 385
. License Remaining 14620
Totzl License Size 15005
27 day(s) remaini...

[ Manage License ]

License in Use - It displays the number of licenses that are active.
Licenses Remaining - It displays the number of remaining licenses.

www.escanav.com
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eScan version

The eScan Version chart shows the total number of eScan versions installed on the computers on the

network.
eScan Version = AL
C 2
i
o 10
[ 2
1
10
o 25
8 1
O 1
O 2
2z
10
=] 1
[ | 3
]
15
O 1
O 1
O 20
Total 123

Click on the numbers on the right-side of the each version, you can view the details of the computers.

Deployment Status == eScan Version = A ",
Client OS5 Type[all ~| Print
Machine Name Version Group
%2 14.0.1400. i Managed Computersagramamig anias
& s o 14.0.1400.5 5 8% Managed ComputersiiSgammung aaine
| 14.0,1400 i Managed Computers) & ages Sees
- 3 14.0.1400. ] Managed Computers! S sgs Saas
14,0,1400. : Managed Computers)&ages Sees
= —— 14.0.1400.55 8 Managed Computers\Suages Sean
-] 14,0,1400, 3 Managed Computers\Seages Sees
¥ == 14.0,1400. 2 Managed Computers\he “sas
o= 14,0,1400, 3 Managed Computers) & “ses
Close

Clicking underlined numerical displays detailed information for computers.

NOTE | The == Windows, i Mac, < Linux Icons at the top of every chart denote that the
information is displayed for the respective Operating Systems (OS).
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Protection Status

This tab displays the status of eScan Client's modules along with the Update and Scan status since last
7 days.

Protection Status
Since Last 3 Days
Update Status Y EAK
M updated 2 M Scanned [1}
M Not Updated 10 M Not Scanned 4
Total 12 M Unknowin 8
Total 12
[ Groupwise Details. .. ]
Protection Status
File Anti-Viras EAL Proactive =
M started 1 M Started u
W stopped 1 M Stopped [
Unavailsble 0 Unavailable 1
M unknown o M unknown 0
Total 12 Total 12
‘Mail Anti-Virus (1] Anti-Spam (1]
M started 2 M started 2
M stopped E] M stopped 8
Unavailable 1 Unavailable 1
M Unknown [ M Unknown [
Total 12 Total 12

001 Certified Company www.escanav.com



Update Status

Update Status = ﬂ ‘;
M Updated 57
M Mot Updated &7
Total 124

[ Groupwise Details... ]

Updated — It displays the number of computers on which virus signature database is updated.
Not Updated - It displays the number of computers on which virus signature database is not updated.

Clicking Groupwise Details displays Groupwise Update Status window.

€ S{_M
t eScan Management Console

Groupwise Update Status

&[] Managed Computers ) Include Sub Groups ¥ Groupwise Details Print

Group: Managed Computers {Include Sub Groups)

Group Name Updated Not Updated License in Use EP (EO |CP (CO |IL (NA
Managed Computers 0 382 382 0 ) 1 0 0 |381
Sample Group 0 3 3 1 |0 1 0 0 |1
Test 2 o 2 2 0 1 0 o |0

It displays the number of computers on which virus database is Updated, Not Updated and Licenses in
Use as per the group. Selecting Include Sub Groups checkbox will display the subgroups containing
computers.
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Scan Status

AL
B Scannead 49
M Mot Scanned 59
B Unknown 16
Total 124

Scanned - It displays the number of computers that have been scanned in last 30 days for viruses and
malware infections.

Not Scanned - It displays the number of computers that have not been scanned in last 30 days for
viruses and malware infections.

File Anti-Virus

File Anti-Virus tH ﬁ ‘;
M started 4
M Stopped 27
Unavailable o
M Unknown iz
Total 124

Started — It displays the number of computers on which the File Anti-Virus module is in Started state.
Stopped — It displays the number of computers on which the File Anti-Virus module is in Stopped
state.

Unavailable — It displays the number of computers where the File Anti-Virus module is unavailable.

Unknown — It displays the number of computers where the File Anti-Virus module status is
unknown.

An 1SO 27001 Certified Company

www.escanav.com



»] [
ODRLD
Proactive
Proactive —
M started 105
N sStopped 2
Unavailable 1
M Unknown 16
Tikal 124

Started - It displays the number of computers on which Proactive scanning service is running.
Stopped - It displays the number of computers on which Proactive scanning service is stopped.
Unavailable — It displays the number of computers where Proactive scanning service is unavailable.
This module is available only in computers with Windows OS.

Unknown - It displays the number of computers on which the Proactive scanning service status is
unknown.

Mail Anti-Virus

Mail Anti-Virus —
B started o
M stopped 3
Unavailable o
M Unknown 383
Total 386

Started — It displays the number of computers on which the Mail Anti-Virus module is in Started
state.

Stopped — It displays the number of computers on which the Mail Anti-Virus module is in Stopped
state.

Unavailable — It displays the number of computers on which the Mail Anti-Virus module is
unavailable.

Unknown — It displays the number of computers on which the Mail Anti-Virus module status is
unknown.
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Anti-Spam

Anti-Spam —
B started o
M stopped 3
Unavailable o
M Unknown 283
Total 386

Started — It displays the number of computers on which the Anti-Spam module is in Started state.
Stopped - It displays the number of computers on which the Anti-Spam module is in Stopped state.
Unknown — It displays the number of computers on which the Anti-Spam module status is Unknown.
Unavailable — It displays the number of computers on which the Anti-Spam module is Unavailable.

Firewall
FireWall —
M Started o
B sStopped 4
Unavailable o
M Unknown 282
Total 38e

Started - It displays the number of computers on which the Firewall module is in Started state.
Stopped - It displays the number of computers on which the Firewall module is in Stopped state.
Unavailable - It displays the number of computers on which the Firewall module is unavailable.
Unknown - It displays the number of computers on which the Firewall module status is unknown.

Endpoint Security

Endpoint Security 5= ﬁ ‘;
M Started 4
M sStopped o
Unavailable o
M Unknown 282
Total izl

[ Other Devices... |
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Started - It displays the number of computers on which the Endpoint Security module is in Started
state.

Stopped - It displays the number of computers on which the Endpoint Security module is in Stopped
state.

Unavailable — It displays the number of computers on which the Endpoint Security module is
unavailable.

Unknown - It displays the number of computers on which the Endpoint Security module status is
unknown.

Clicking Other Devices displays details about other devices.

Other Devices Status
Other Devices... Allowed| Blocked | Unzwailzble| Unknown | Total
5D Card 3 0 0 242 388
Web Czm 3 A 0 242 388
Blustooth 1 o [v] 382 248
USE Modem 3 A 0 242 388
Composite Devices B o o 3az2 388
CO/OVD 3 A 0 282 288
Imaging Devices B o o 3az 388
WI-FI 3 A 0 282 288
Printer B o o 3az 388
Close
Anti - Ransomware —

M Started 92

M Stopped 25

B Unknown 4

Total 123

Started - It displays the number of computers on which the Anti — Ransomware module is in Started
state.

Stopped - It displays the number of computers on which the Anti — Ransomware module is in
Stopped state.

Unavailable — It display the number of computers on which the Anti — Ransomware module
unavailable to system.

Unknown - It displays the number of computers on which the Anti — Ransomware module status is
unknown.
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Protection Statistics

This tab displays activity statistics and action taken by all modules of eScan Client since last seven
days in pie chart format.

Configure Dashboard Display

Reset Counter
Since Last 7 Days
File Anti-Virus =R Mail Anti-Virus 8
M Disinfected &8 . M Quarantined o
Quarantinad E576 ) Daleted o
Daleted 4382 Disinfected o
M Access Denied 928 Total ]
Total 12064
[ More ] \ .
m | Web Protection 8
Dalsted 0 M Allovwed 56830
M Quarantinad 7 M Blocked 4615
Totzl 7 Totzl £1445
Suspected Phishing Site
Mumber of systems 23
Endpaoint Security-USB =AL Endpoint Security-Application i
M use allowed 507 M Applications Allowed 1170822
M usB Blocked 226 W Applications Blocked 54
Totzl 1133 Totzl 1170886

Reset Counter
Clicking Reset Counter resets all the statistics to zero. This option proves useful after you have taken

an action on infected files and want to scan for residual infection presence.

www.escanav.com
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File Anti-Virus

File Anti-Virus =AK
M Disinfected (2=
Quarantinad EGSTE
Deleted 4382
M Access Denied 2B
Total 12064
[ Mare ]

Disinfected — It displays the number of files disinfected by File Anti-Virus module.
Quarantined — It displays the number of files quarantined by File Anti-Virus module.
Deleted - It displays the number of files deleted by File Anti-Virus module.

Access Denied - It displays the number of files to which access was denied by File Anti-Virus
module.

Clicking underlined numerical displays action taken on infected files amongst different computers and
the group that computer belongs to.

eS5can Management Console

0& August 2020

Protection Statistics == File Anti-Virus == Quarantined e
Client OS Type Print
Machine Hame Status Group

-— Quarantined (1) Managed Computers\Escan

Close
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Clicking the Status link further displays the detection date and time, file path, infection description

and computer's

username.

[® eScan Management Console - Google Chrome

® Not secure |

eScan Management Console

(= [ &l

Protection Statistics >> File Anti

-Virus >> Quarantined { #9 5 )

Tuesday, September 10, 2019

Print
Date/Time File Name Description User name
06/05/19 13:22:28 C:\Users) Infactad by Virus: EICAR-Test-File (DB)
06/09/19 13:22:30 C\Users\f Infacted by Virus: EICAR-Test-File (DB) ]
06/05/19 13:22:21 C:\Users) Infected by Virus: EICAR-Test-File (DB) ]
06/09/19 13:22:33 C:\Users\ Infactad by Virus: EICAR-Test-File (DB) ]
06/09/19 13:22:32 Ci\Usersy Infacted by Virus: EICAR-Test-File (DB) ]
06/05/19 13:22:22 C:\users\f Infactad by Virus: EICAR-Tast-File (DB) ]
06/09/19 13:22:38 C:\Users\ Infectad by Virus: EICAR-Test-File (DB} ]
06/09/19 13:22:39 Ci\Users) Infacted by Virus: EICAR-Test-File (DB) ]
05/09/19 13:22:40 Ci\usersy Infactad by Virus: EICAR-Test-File (D8) ]
06/05/19 13:22:41 C\Users\y Infected by Virus: EICAR-Test-File (DB} ]

Clicking [More] displays additional protection statistics.

Additional protection statistics

Malware URL Block

Autorun Block

Exacutable Block USE
Executable Block Metwork
Exacutable Block User based
Proactive Statistics: Allow
Proactive Statistics: Block
Exploit Statistics Block

Ransomware Statistics Block

Total
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Anti-Spam

Delated
M Quarantined
Total

I

Deleted — It displays the number of files deleted by Anti-Spam module.
Quarantined — It displays the number of files quarantined by Anti-Spam module.

Web Protection

Web Protection EE |
M Allowed 56830
M Blocked 4615
Total £1445

Suspected Phishing Site

Mumber of systems 23

Allowed — It displays the number of websites to which access was allowed by Web Protection
module.
Blocked — It displays the number of websites to which access was blocked by Web Protection
module.

Suspected Phishing Site — It displays the number of systems on which suspected phishing sites were
blocked. After clicking the numerical, Suspected Phishing Site window appears displaying System
Name, Site Status, and Computer Group. Clicking Site Status further displays Date, Time, Website
name and action taken.
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Endpoint Security-USB

Endpoint Security-USE = ﬁ ‘;

M use allgwed s07
I UsE Blocked 2265
Total 1133

USB Allowed — It displays the number of USB access allowed along with the details for the same by

Endpoint Security-USB module.
USB Blocked — It displays the number of USB access blocked along with the details for the same by

Endpoint Security-USB module.

Endpoint Security-Application

Endpoint Security-Application —
M Applications Allowed 1965
M Applications Blocked Nia
Total 1965

Applications Allowed — It displays the number of applications allowed by Endpoint Security-
Application module.
Applications Blocked — It displays the number of applications blocked by Endpoint Security-
Application module.
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Summary Top 10

This Tab displays top 10 Summary of various actions taken by eScan on all computers since last
seven days along with bar chart and graph. This tab can be configured by clicking Configure
Dashboard Display.

Configure Dashboard Display]|
Deployment Status Protection Status Protection Statistics Summary Top 10 Asset Changes Live Status
Since Last 7 Days
Top 10 Virus Blocked =N T
» Virus Name Percentage of Viruses
& EICAR-Test-File (DB) 23.08% =
Hits 5| i Trojan.GenerickKD. 4432111 7.69% =
41 i eScan.Cloud.Suspicious.Dro... 7.69% 5
! el eScan.Cloud.Suspicious.Diro... 7.69% B
§ § § eScan.Cloud.Suspicious.Dro... 7.69% 5
S % g Attachment:Blocked (ES) 7.69% B
- - = Gen:Variant.Ursw, 2988396 |... 7.69% 5
Tt -Ca0r Trojan.Generic.19086882 (.. F.E9% =
Trojan.Agent.EYOTIZP]_(DB) 7.69% 5
Trojan.GenerickD. 4427257 7.69% s
Top 10 Computer Infected Count =AL
4 ¥ ] Computer Name Computer Infacted in %
as| et DESKTOP-FGHBNC] 30.77% B
Hitz 3 e } SUPPORT-REG-713 30.77% =
25 S DESKTOP-BS3879H 15.38% =
] " } SUPPCRT-REG-712 7.69% B
=] a8 ] COomMP32 7.69% 5
E S g MET-732 7.69% ]
bitt-DD -

The tab displays the summary for following parameters:
e Top 10 Virus Blocked
o Top 10 Computer Infected Count
e Top 10 USB Blocked Count
e Top 10 Application Blocked Count by Computer Name
e Top 10 Application Allowed Count by Computer Name
o Top 10 Websites Blocked Count by Computer Name
e Top 10 Websites Allowed Count by Computer Name
e Top 10 Infected Emails(Mail AV)
o Top 10 Websites Blocked Count by Username
e Top 10 Websites Allowed Count by Username
e Top 10 Exploit Blocked Count
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Asset Changes

This tab displays all hardware and software changes carried out on the endpoints since last seven

days.

Deployment Status Protection Status Protection Statistics Summary Top 10

Since Last 7 Days

Asset Changes Live Status

Hardware Changes

Description Machine Count
RAM 1]
CchPu o
MOTHERBOARD 1]
HARD DISK 1
Software Changes
New
Uninstalled
Machine Name Installed Softw
ares
Softwares
3 0
I 1 2
1 2
1 a
1 1
1 1

18]

(=]

Configure Dashboard Display

Clicking the underlined machine names displays softwares installed on the computers since last seven
days. Clicking the underlined numerical displays installed / uninstalled softwares on computers since

last seven days.

An ISO 27001 Certified Company
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Configure the Dashboard Display

To configure the Dashboard display
1. Inthe Dashboard screen, at the upper right corner, click Configure Dashboard Display.
Configure Dashboard Display window appears displaying tabs and their parameters.

Configure Dashboard Display

r— Deployment Status

eScan Status eScan Version

License Summary

— Protection Status

Update Status Scan Status

Fila Anti-Virus Proactive

Mail Anti-Virus Anti-Spam
Firewwall D Mail Anti-Phishing
D Web Protection |:| Web Anti-Phishing
Endpaoint Security O Privacy

Anti-Ransomware

— Protection Statistics

File Anti-Virus D Mail Anti-Virus
Anti-Spam Web Protection
Endpaint Security-USB Endpoint Security-Application

— Summary Top 10

Machine Infected{Real-Time Scan) USE Blocked

Application Allowed by Computer Application Blocked by Computer
Website Blocked by Computer Website Allowed by Computer
I:l Application Blocked by App Mame I:l Application Allowed by App Hame
D Website Blocked by Sites Website Allowed by Sites
Website Blocked by Username Website Allowed by Username
Infected Emails I:l Spam Emails

Virus Blocked Exploit Blocked

Machine Infected{COn Demand Scan)

| ok | | Cancel |

2. Select the parameters' checkboxes to be displayed in the respective tabs.
3. Click OK.
The tabs will be updated according to the changes.
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For example, the following figure gives the summary of the virus report:

-
EDR DashBoard & Refresh [ Help

Incident - EDR | [ESEEHSCE I

A Filter Griteria A Export Option

Filtar
Report Type VIRUE ~

Computer Name B .
™ o —r
(=) View All Ttems

Trojan.GenerickD. 46159122 (DB): 7.3%

Trojan.GenerickD.46156042 (DB): 4.9%

Trojan.GenerickD, 46037815 (DB): 17.1%
EICAR-Test-File (DB): 43,

Trojan.GenerickD.46033768 (DB): 5.8%

Trojan.GenerickD. 26774438 (DB): 4.9%

GeniVariant.Application.Propresser.A.1 (DB): 2.4%
Trojan. Autoruns.GenericKDS. 46106404 (DB}: 9.8%

1-100f41 i({page| 1 |of 5 b b Rows per page:

win - 152, win- Infactd by Virus: EICAR-Test-File (0B) File Quarantined
6/3 win - 192, 48 WIN- Infected by Virus: Gen:Variant.Application. Propresser.A.1 (D8] File Quarantined
62 wIN - 152 win- Infactad by Virus: EICAR-Test-File (0B} File Quarantined
62 wIN - 192. 44 win- Infacted by Virus: EICAR-Tast-File (0B) File Quarantined
62 wIN - 152 win- Infactad by Virus: EICAR-Test-File (0B} File Quarantined
6/2 Esc - 192. 44 Esca Infacted by Virus: EICAR-Tast-File (0B) File Quarantined
&z Esc - 152 ssca Infactad by Virus: Trojan. Autoruns. GenaricKDS 46106404 (DB) Accass Denied
6/2 Esc - 192. 44 Esca Infacted by Virus: Trojan. Autoruns. GensricKDS.46106404 (DB) File Delated

62 wIN - 152 win- Infactad by Virus: Trojan. GenerickD.46156042 (DB) File Quarantined
&2 wiN - 182,04 WIH- Infected by Virus: Trojan,GenericKD, 26774438 (DB) Fila Quarantinad

To get the detailed investigation report for a specific incident, click the hyperlink under Client Date
and Time, as shown below:

[re———— & meresn [ mete

Windows Events | LRI

o Finer crnace [ Export Optin

1-10cf42 1 page of 3 ~

Computer Name/Ip I Event Description

/30 wIN - 152, WIN-ESCA cted by Virus: EICAR-Test-File (08) File Qua
win - 192/ wan-gsca infacted by Vinus: Gen:Variant.Apglication.Proprassar.a.1 (D8) File Quarantined
WK - 192 WIN-ESCA Infacted by Virus: File Quarantined

win - 192, win-esca Infacted by Virus: File Quarantined

WIN-ESCA

ctad by Virus Fils Quarantined

I R gscan G ifscted b virgg: Fils Ougrantingd

The detailed report will be generated.
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Windows Events eScan Events Network Incidents

# Filter Criteria # Export Option
1-2aof2 {page 1 of 1 ) »l Rows per page: -

Client Date and Time |Computer Name/Ip Event Description Action Taken

07/05/2021 10:34:17 WInESiaEEsuEr BF | 192, 5 WIeEs sosss sR\Administrator | A logon was attempted using explicit credentials | Logged

07/05/2021 10:34:15 WINESTaEESUER =8 192, 08l 0 08 | WInES aEESuER \Administrator | A logon was attempted using explicit credentials | Logged
==

Windows Events: It displays the Windows event for the filtered time frame.
eScan Events: It displays the eScan events for the filtered time frame.
Network Incident: It displays the Network Incident events for the filtered time frame.
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Managed Computers

To secure, manage, and monitor computers, it is necessary to add them in a group. The Managed
Computers module lets you create computer groups, add computers to a group, define policy
templates for the created groups and computers.

Based on the departments, user roles and designations, you can create multiple groups and assign
them different policies. This lets you secure and manage computers in a better way.

In the navigation panel, click Managed Computers. The Managed Computers screen appears on the
right pane.

Managed Computers

Ip Search IE‘:‘Updabe Agent I

[ Action List »| [ Client Action List v| [Z}? Policy Templates

Name Send Client Setup Link

u:] Policy

.]:_l Client Computers

Group Information

Total Subgroups

Total Computers

The screen consists of following buttons:

» Search
* Update Agent
* Action List

* Client Action List
* Policy Templates

An I1SO 27001 Certified Company
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Search

The Search feature lets you find any computer added in Managed Computers. After clicking Search,
Search for Computers window appears.

Search for Computers u Helg

Filter
Computer Name / IP:

User's name:

Find Now

{J Client Action List +

|Comguter Name Groups IP Address User name eScan Status Wersion Last Connection Installed Directory Monitor Status Anti-Spam  Mail Anti-Virus Web E

There are no items to show in this

The Filter section displays following fields:
Computer Name/IP
Enter a computer name or IP address.

Username
Enter a username.

Click Find Now.
The console will display the result.
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Update Agent

eScan lets you use a client computer as an update agent to deploy updates on groups of computers.
By default, eScan server distributes the virus definitions and policies to all the clients added in the
web console. But, if you want to reduce server's workload, you can create an Update Agent for the
respective group(s). The Update Agent will receive virus definitions and policies from server and
distribute it to the assigned group(s). For more details, please see eScan Update Agents.

In Managed Computers screen, clicking Update Agent displays a list of computers that are acting as
Update Agents for other computers in the group. The window also lets you Add or Remove Update
Agents from this list. You can set an Update Agent for multiple groups.

Adding an Update Agent

To add an Update Agent, follow the steps given below:
1. In Managed computers screen, click Update Agent. Update Agent window appears.

Update Agent E Help
—Select Group Mame and Update Agent
Update Agent: I:I
Group Mame: I:I
Add

Update Agent 1P Address Assigned to Group(s)

2. Click |_| icon next to Update Agent field, to select the computer.
Select Computer window appears.

Select Compuber - i Help

= |_| Managed Computears

|_| Roaming Users

Ok || Cancel

* Nake: Update Agent cannot be sat il Hostname excesd 15 characters.

« WWW.escanav.com
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3. Select a computer and click OK.

4. Click |_| next to Group Name field, to select the Group Name. This is the group to which
the selected computer will act as an Update Agent and provide updates.

5. Select the Group and click OK.

6. Click Add.
The Update Agent will be set for the selected group.

Delete an Update Agent

To delete an Update Agent, follow the steps given below:
1. In Managed computers screen, click Update Agent.
Update Agent window appears.

Update Agent E Help

—Select Group Name and Update Agent I

Update Agent: | |

Group Mame: | |

Add | I

Update Agent IP Address Assigned to Group(s)

Managed Computers\Laptop ﬁ

Clos=

2. Inthe Assigned to Group(s) column, click .
A confirmation prompt appears.
3. Click OK. The Update Agent will be deleted.
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Action List

The Action List takes you action for a group. The drop-down contains following options:
* New Subgroup
* Remove a Group

«  Create Client Setup =
* Properties

New Subgroup

To create a group, follow the steps given below:
1. Click Action List > New Subgroup.
Creating New Group window appears.

Creating New Group 4 Help

— Create New Group

New Group Mame : |

Group Type : Marmal User L
Folicy Templates @ Group Default Policy v
Ok || Cancel

2. Enter a name for the group.
Click the Policy Templates drop-down and select a policy for the group.
4. Click OK.

A new group will be created under the Managed Computers.

w
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Removing a Group

To remove a group, follow the steps given below:

1. Select a group.
2. Click Action List > Remove Group.
A confirmation prompt appears.

Remove Group

Do you really want to remove the group "Sample Group” 7

| Ok || Cancel |

3. Click OK.
The group will be removed.

NOTE A group will be removed only if it contains no computers.

Create Client Setup

To create a Client setup, follow the steps given below:
1. Inthe Managed Computers folder tree, select a group.
2. Click Action List > Create Client Setup.
Create Client Setup window appears.

Create Client Setup E Help

Setup for

Windows I:l Linux/MAC

Setup Settings

Add Policy

Auto add to group

| Create Sstup || Cancel |

2. Select the necessary settings.
3. Click Create Setup. The Client setup will be created and a download link will be displayed in
right pane.
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MName

|_'£] Palicy
@ Group Tasks

.i_l Client Computers

Download Client Setup |7

Group Information

AD Sync Mot Configured

Total Subgroups 1

Total Computers

3

Properties of a group
To view the properties of a group, follow the steps given below:

1. Select a group.

2. Click Action List > Properties.

Properties window appears.
Properties (Managed Computers) E Help
General
Mame :

| Managed Computers |

Parent Group : | |

Group Type : Mormal User W

Contains @ 54 Groups , 124 Computers

Created : 03/23/2015 10:37:25 PM

In Properties, General tab displays following details:
e Group Name
e Parent Group

e Contains — Sub Groups or Number of Computers in that Group
o Creation date of the Group
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Assigning a Policy to the group

To assign a Policy to the group, follow the steps given below:
1. Inthe Managed Computers folder tree, select a group.
2. Under the group name, click Policy.
Policy pane appears on the right side.

Managed Computers

Ip Search ”'E:‘Updabe Agent I

[[J) Action List »| []]) Client Action List | [=}* Policy Templates

Ellj Managed Computers -

[_':] Policy

- iyl Client Computers (5)
|:] Linux / Mac

|:] Sup Laptop

|:] Account

|:] marketing

|:] Claud Server eScan
F-[) vM Lab

#-[] HR Dept

Policy

= Select Template

Assigned Template

pune
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3. Toassign a Policy Template to group, click Select Template. New policy window appears.

E Help

New Policy

Policy Template Selection

Group Default Policy
QA
SAMPLES

| Select | | Cancel |

4. Select a policy template and then click Select.
5. To assign criteria to group, click Select Criteria.
Select Policy Criteria window appears.

E Help

Select Policy Criteria

[_] Set this criteria 25 a default criteria in case of conflict

Policy Template Selection

Group Default Policy

Criteria Template Selection

dasiies

| Select | | Cancel |

6. If a computer falls under both conditions created by you, it will create a conflict. To avoid
such conflict, select the checkbox Set this criteria as a default criteria in case of conflict.
Then select the Policy Template and Criteria Template to be used in case of conflict.

7. Click Select. The default Policy Template and Criteria Template for group will be saved

and updated.

www.escanav.com
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Client Action List

Client Action List lets you take action for specific computer(s) in a group. To enable this button,

select computer(s) and then click Client Action List. The drop-down consists of following options:

Move to Group

Remove from Group

Refresh Client

Show Critical Events

Export

Show Installed Softwares
Forensic/Port Communication
Create OTP

Properties

The Client Action List contains few options similar to Action List. These options perform same,
except they perform the action only for selected computer(s).

An ISO 27001 Certified Company
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Move to Group

To move computers from one group to other, follow the steps given below:

1. Go to Managed Computers.

2. Select the desired computers present in a group.

3. Click Client Action List > Move to Group.

4. Select the group in the tree to which you wish to move the selected computers and click

OK. The computers will be moved to the selected group.

Remove from Group

To remove computers from a group, follow the steps given below:
1. Go to Managed Computers.
2. Select the desired computers for removal.
3. Click Client Action List > Remove from Group. A confirmation prompt appears.
4. Click OK. The computers will be removed from the group.

Refresh Client

To refresh status of any client computer, follow the steps given below:
1. Under any group, click Client Computers. A list of computers appears on the right pane.
2. Select a computer.
3. Click Refresh Client. The Client will be refreshed.

Show Critical Events

To show critical events of specific computer, follow the steps given below:
1. Go to Managed Computers.
2. Select the client computer which you want to assign policy template.
3. Click Client Action List > Show Critical Events.
This will display the list of all the critical events of the computer that can also be exported as
a report.

Export

To export a client computer's data, follow the steps given below:
1. Inthe Managed Computers folder tree, select a group and then click Client Computers.
The right pane displays the list of computers in the group and their detailed information.
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Managed Computers

Ip Search II":‘:‘ Update Agent I

[ Action Listw| [T Client Action Listv| [} Policy Templates

-

Name Send Client Setup Link
L’:] Paolicy

.i_l Client Computers

Group Information

Total Subgroups

Total Computers

2. Select a client computer and the click Client Action List > Export.

Export Selected Columns window appears displaying export options and a variety of columns
to be exported.

Export Selected Columns E Help
r— Export Option
® el ) pDF
- . Select All Columns
Computer Mame IP Address 1P Address of the connection Mac Address
User name Lacal Administrator User(s) eScan Status Wersion
Last Connection Installed Directory Monitor Status Anti-Spam
Mail Anti-Virus Wieb Protection Endpoint Security Firewazll
Last Update Update Server Client OS5 Status
Last Policy Applied Last Policy Applied Time Last eBackup Status
| Export || Cancel |

3. Select the preferred export option.
Select the preferred report columns.
5. Click Export.
The report will be exported as per your preferences.

e

50 27001 Certified Company

www.escanav.com



Wielt{H»

Show Installed Softwares

This feature displays a list of installed softwares on a computer. To view the list of installed
softwares, follow the steps given below:

1. Inthe Managed Computers folder tree, select a group and then click Client Computers.
The right pane displays the list of computers in the group and their detailed information.

[ Action List [ Client Action List v| A& Anti-Theft v| [f])Select Columns

| @] IE' eScan Instzlled (] E =

Computer Mame

0000 S

B E R B

2. Select a client computer and then click Client Action List > Show Installed Softwares.

Installed Softwares window appears displaying list of installed softwares and in the top right
corner displays total number of installed softwares.

Installed Softwares u Help

Computer Name: Total Mo.Of Installed Programs: 65

Currently Installed Programs
Active Directory Authentication Library for SQL Server
Adobe Reader XI (11.0.10)
Advanced 1P Scanner 2.5
AnyDesk
Apple Application Support {32-bit)
Apple Application Support (64-bit)
Apple Mobile Device Support
Apple Software Update
Bonjour

Canon CAPT Print Monitor 1.51
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Create OTP

The password protection restricts user access from violating a security policy deployed in a network.
For example, the administrator has deployed a security policy to block all USB devices, but a user
needs USB access for a genuine reason. In such situation, One Time Password (OTP) can be
generated for that disables USB block policy on specific computer. The administrator can define
policy disable duration ranging from 10 minutes to an hour without violating existing policy.

Generating an OTP
To generate an OTP, follow the steps given below:
1. Inthe Managed Computers screen, select the client computer for which you want to

generate the OTP.
2. Click Client Action List > Create OTP. Password Generator window appears.

‘Generate One Time Password

Computer Name:* [win-11-ga

valid for:*

~ Select Option

File Anti-\irus 5 + to Change Ip §
O Fil Ty Y [ Allow ta ch =
D Web Protection 2 @ D Firewzll 25

() Eps App Controlzg [Jepsusese ;&

D Mail Anti-Virus & Anti-Spam 23 D DLP 25

~ Mew Password

Password @ |

Generate Password Close (*) Mandatory Fields

3. Inthe Valid for drop-down, select the preferred duration to bypass the protection module.
4. In Select Option section, select the module you want to disable.
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5. Click Generate Password. An OTP will be generated and displayed in Password field.

Entering an OTP

To enter an OTP, follow the steps given below:
1. In the Taskbar, right-click the eScan icon @. An option list appears.

% Open eScan Protection Center

L Pausze Protection

Q Scan My Computer
# Update Now

& View Current Network Activity
F5 System Information

(= Virtual Keyboard

B) eScan Remote Support

El =5canRMM Started

m About e5can

2. Click Pause Protection. eScan Protection Center window appears.

e5can Protection Center

E nter eScan Adminigtrator Pazsword
So0000000000|

Druration
15 minutes

3. Enter the OTP in the field.
4. Click OK.
The selected module will be disabled for set duration.

ﬂ eScan Enterprise EDR % X
OTP: Protection paused for 10 minutes...
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Properties of Selected Computer

To view the properties of a selected computer, follow the steps given below:

1. Select a computer.

2. Click Client Action List > Properties. Properties window appears displaying details.

u Help

Properties

——

General

Computer Name
IF Address

User name
Qperating System

AV-Status

Anti-Virus Installed
Version
Installed Directory

Update Server

eScan installation aborted

14.0.1400.

C:\Program Files (x86)\eScan’,

Firewall

Endpoint Security

Last Update 2019/09/18 09:31
Protection

File Anti-Virus Enabled

Mail Anti-Virus Disabled

Anti-Spam Disabled

Web Protection Disabled

Disabled {Allow all)

Enabled

NOTE

If multiple computers are selected, the Properties option will be disabled.

www.escanav.com



Wielt{H»

Understanding the eScan Client Protection
Status

This status is displayed when the File anti-virus module of
eScan Client is enabled and eScan was updated in last 2 days.

|E| Protected

This status is displayed when either eScan is not installed on

Mot Installed / Critical . . . . .
5 ot tnstalled / Critica any computer or File AV/Real Time Protection is disabled.

This status is displayed when communication is broken between

Unknown status )
- Server and Client due to unknown reason.

This status is displayed when a computer is defined as an
Update Agent for the group.

= Update Agent

= Tvio-Fa This status is displayed when a computer is added to 2FA
- license.
& owe This status is displayed when a computer is added to DLP
license.
& Ebackup This status is displayed when a computer is added to eBackup
¢ license.
©) Anti-Theft This status is displayed when a computer is added to Anti-Theft
A =
Portal.
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Anti-Theft

The Anti-Theft module lets you remotely locate and lock a device. This module also lets you wipe
data available on a device.

@ Action List v EED Client Action List - & Anti-Theft = |jDSelect Columns
| O lil eScan Installed O IZ' =
I:l Computer Mame
4 eHEN | wEEE 5 '
O =
O e
O =
O =
Anti-Theft Options
To add computers in an Anti-theft, follow the steps given below:
1. Go to Managed Computers.
2. Select the desired computers to add in Anti-theft Portal.
3. Click Anti-Theft > Anti-Theft Options.
4. Enter the Email ID then Click OK.
The computer will add in Anti-Theft Portal.

Following is Email Id which will be use to Enable Anti-Theft on
client Computer. If wvou want vou can change Email Id.

Ermnail ID : | fessnans@assiss com|

| Ok | | Cancel |

5. A confirmation prompt appears.

192,168 Wl | says

This will enable Anti-Theft and redirect to Anti-Theft options, do you

want to proceed?

6. Click OK. This will redirect to Anti-Theft options.

An I1SO 27001 Certified Company
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Devicelost  Reset  Configure Datawipe

My eScan

Locate
View Details ©

Action Features

Data wipe

Lock Scream = Data wipe
View Details @ View Details @ Vie ails View Details @

Anti-Theft Portal

1. It will display the anti-theft features that you can activate in case your system is lost or stolen.

Devicelost ~ Reset  Configure Data wipe

My eScan

Locate
View Details ©

Action Features

Data wipe

Lock Scream e Data wipe
View Details © View Details © View Details View Details ©

2. Incase of loss or theft, click on the system name that has been lost or stolen, the status bar
under it will display the system name again and when it was last seen.
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3. Click Device Lost and this will allow you to enable the features locate, screenshot and take
photo by selecting the desired options.

Device Lost Reset Configure Data wipe

Locate
View Details ©

4. Click Confirm to confirm that your system has been lost and to execute the commands
Locate, Screenshot, and Camera.

Set Device as lost

If you set your device as stolen, below command will be sent to the device.

9 Gal 0

Locate Screen Shot [ Take photo [

Are you sure you want to set this device as lost?

e Locate: This option will allow you to locate the system in case of loss/theft. Click on
the Locate option on the anti-theft portal and the last known location of the system
will be displayed on the map. Procedure to Locate the system:

A. Click Locate, the status will change to Request Pending; the status will be
updated as soon as the system is synced with the server. Request pending
indicates that your request to locate the system is in progress.

B. View Details displays the Last Location of your system on a map. It also
shows details of last two successful executions of the Locate command.

e Screenshot: This option will take a screen shot of the system whenever it is synced to
the server.

A. Click Screenshot, the status will change to Request Pending; the status will
be updated as soon as the system is synced with the server. Request pending
indicates that your request to take a screenshot is in progress.
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B. View Details displays the last two screenshots from the successful execution
of the screenshot command.

e Take Photo: This option will allow you to take a snapshot of the current user of the
system from the webcam on clicking the camera option on the anti-theft portal.

A. Click Camera, the status will change to Request Pending; the status will be
updated as soon as the system is synced with the server. Request pending
indicates that your request to take a snapshot is in progress.

B. View Details displays the last two snapshots taken from your system. Click
Reset to reset the Action Features on the system; these actions can be
performed on the system when it has been lost or stolen.

Action Features

Data wipe

Lock o Scream i Alert Data wipe
View Details @ View Details @ View Details © View Details ©

There are following action features:

e Lock: The Lock feature will block the system from any further access. You will have to
unblock the system by entering the pin provided on the anti-theft portal. On the anti-theft
portal, select your System Alias name and then click Lock to remotely block your system, to
unblock your system you will have to enter the Secret Code provided at the time of executing
the lock command.

e Scream: Scream will allow you to raise a loud alarm on the system; this will allow you to
trace the system if it is in the vicinity. Click Scream option to remotely raise a loud alarm on
your system.

e Alert: This option will allow you to send an alert message (up to 200 characters) to the lost
system. This alert message will be displayed on the screen; you can write and send any
message for example: Request a call back or send your address or any kind of message to the
current holder of your system. With this option there will be higher chance of your lost
system being returned. Click Alert option to remotely send a message to your lost system.
Type in your message in the send message section and click confirm.

o Data wipe: The Data wipe feature will delete all the selected files and folders that have been
added to the list to be deleted from the portal. Click data wipe option to remotely wipe all the
selected files and folders or only delete the cookies and click confirm. Select the Delete
Cookies checkbox to delete cookies or select the Datawipe checkbox to wipe the data and
click on Confirm.

Disable Anti-Theft

To Disable Anti-Theft, follow the steps given below:
1. Go to Managed Computers.

An 1SO 27001 Certified Company www.escanav.com



2. Select the desired computers in Anti-theft Portal.
3. Click Anti-Theft > Disable Anti-Theft.

Select Columns

You can customize the view regarding the details of devices, according to the requirement.

I D Salect All Columns

Computer Name IP Address
] f:z::ed;nssn of the Mac Address
User name Local Administrator User(s)
eScan Status ‘ersion
Last Connection Installed Directory
Last Update Anti-Spam
Mail Anti-Virus Web Protection
Endpoint Security Firewall
Monitor Status Update Sarver
Client OS5 Status
Installation Status Last Policy Applied
Last Paolicy Applied Time Last eBackup Status

To configure this, select the computer and click Select/Add Columns option. You can select and
configure the required columns accordingly.
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Policy Template

This button allows you to add different security baseline policies for specific computer or group.

Managing Policies
With the policies you can define rule sets for all modules of eScan client to be implemented on the

Managed Computer groups. The security policies can be implemented for Windows, Mac, and
Linux computers connected to the network.

Defining Policies for Windows Computers

On Windows OS policies can be defined for following eScan Client modules:

File Anti-virus

The File Anti-Virus module scans all the existing files and folders for any infection. It also lets you
report/disinfect/quarantine/delete infected objects. Moreover, it saves a copy of the report file for
future reference, and displays attention messages. To learn more, click here.

Mail Anti-Virus

The Mail Anti-Virus module scans all the incoming emails. It scans the emails by breaking them into
three sections the header, the subject and the body. After scanning, the module combines the sections
and sends it to your mailbox. To learn more, click here.

Anti-Spam
The Anti-Spam module blocks spam emails by checking the content of outgoing and incoming mails
and guarantines advertisement emails. To learn more, click here.

Web Protection
The Web Protection module lets you block websites. You can allow/block websites with time-based
access restrictions. To learn more, click here.

Firewall

The Firewall module lets you put up a restriction on incoming and outgoing traffic and hacking. You
can define the firewall settings here. You can define the IP range, permitted applications, trusted
MAC addresses, and local IP addresses. To learn more, click here.

Endpoint Security
The Endpoint Security module monitors the application on client computers. It allows/ restricts USB,
Block lists, White lists, and defines time restrictions for applications. To learn more, click here.

Privacy Control

The Privacy Control module lets you schedule an auto-erase of your cache, ActiveX, cookies, plugins,
and history. You can also securely delete your files and folders, where the files will be deleted directly
without any traces. To learn more, click here.

Administrator Password
Administrator Password lets you create and change a password for administrative login to the eScan
protection center and Two-Factor Authentication. To learn more, click here.

ODS/Schedule Scan
ODS/Schedule Scan provides you with various options like — checking for viruses, and making
settings for creating logs and receiving alerts. To learn more, click here.

MWL Inclusion List
The inclusion list contains the names of all executable files which will bind itself to MWTSP.DLL.

All other files are excluded. To learn more, click here.
MWL Exclusion List
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MWL Exclusion List contains the name of all executable files which will not bind itself to
MWTSP.DLL. To learn more, click here.

Notifications & Events
Notifications & Events allows to allow/restrict the alerts that are send to admin in case of any
suspicious activity or events. To learn more, click here.

Schedule Update
Schedule Update policy lets you schedule eScan database updates. To learn more, click here.

Tools
Tools policy let you configure eBackup setting. To learn more, click here.

Defining Policies Mac or Linux computers

You can define policies for the following modules of eScan Client on Mac or Linux OS:

File Anti-virus 2 %

The File Anti-virus module scans all the existing files and folders for any infection. It also lets you
report/disinfect/quarantine/delete infected objects. Moreover, it saves a copy of report file for future
reference, and displays attention messages. This option is available for both Linux and Mac
computers. To learn more, click here.

Endpoint Security Q e

The Endpoint Security module monitors the application on client computers. It allows/restricts USB,
block listing, white listing, and defines time restrictions. This option is available for both Linux and
Mac computers. To learn more, click here.

On Demand Scanning Q s

The On Demand Scanning module lets you define the categories to be scanned. For example, you can
scan only the mails or archives as per your requirement. This option is available for both Linux and
Mac computers. To learn more, click here.

Schedule Scan Q o

The Schedule Scan module lets you schedule the scan on the basis of time, what you want to scan and
what action to be taken in case of a virus and what you want to be excluded while scanning. For
example, you can create a schedule to scan the mails, sub directories and archives on a daily basis and
also define the action that needs to be taken in case a virus is found; you can also exclude the scan by
mask or files or folders. This option is available for both Linux and Mac computers. To learn more,
click here.

Schedule Update Q

The Schedule Update module lets you schedule updates for Linux Agents. To learn more, click here.
Administrator Password -~

The Administrator Password module for Linux lets you create and change password for administrative
login of eScan protection center. It also lets you keep the password as blank, wherein you can login to
eScan protection center without entering any password.

It lets you define uninstallation password which will be required before uninstalling eScan Client
from managed computers manually. The user will not be able to uninstall eScan Client without
entering uninstallation password. To learn more, click here.
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Web Protection -~~~
The Web Protection module for Linux feature is extremely beneficial to parents as it prevents kids
from accessing websites containing harmful or restricted content. Administrators can also use this

feature to prevent employees from accessing non-work-related websites during work hours. To learn
more, click here.

Network Security Q

Network Security module helps to set Firewall to monitor all incoming and outgoing network traffic
and protect your computer from all types of network based attacks. Enabling this features will
prevents Zero-day attacks and all other cyber threats. To learn more, click here.

0 Priority will be given to Policy assigned through Policy Criteria first, then the policy given

NOTE to a specific computer and lastly given to policy assigned to the group to which the computer
belongs.
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Creating Policy Template for a group/specific computer

To create a Policy template for a group, follow the steps given below:

1. Click Managed Computers.

2. Select the desired group and then click Policy Template.
Policy Template window appears.

Policy Templates

;‘ Refresh E Help

New Template | =) Properties L] Delete| |[Z}¢ Assign to Group(s) | |[5J# Assign to Computer(s) | |[Z}¢ Copy Template
D MName of Template Created On Modified On Assigned to Group(s) Assigned to Computer(s] -

Mar 22 2023 05:23:03 PM
» Jul 30 2024 01:31:47 PM

Aug 08 2023 04:45:49 PM

Jan 25 2022 12:50:52 PM

Jan 23 2024 12:58:05 PM

Ooo0oooo

L Jan 24 2024 12:54:25 PM

Jun 18 2024 02:30:28 PM

Jul 30 2024 02:04:08 PM Trail
Jan 04 2024 03:53:59 PM
Mar 02 2023 11:22:28 AM poc dema

Jan 23 2024 12:58:05 PM

Jan 31 2024 07:58:38 PM

3. Click New Template. New Templates screen appears displaying modules for Windows,

Linux, and Mac computers.

New Template

E Help

klect Rule-Sets

Enter Template Name:™

File Anti-Virus

Assign From | Select Policy

Mail Anti-Virus

Assign From | Select Policy

Anti-Spam

Assign From | Select Policy

Edit Web Protection

Assign From | Select Policy

FiraWall

Assign From | Select Policy

EndPaint Security

Assign From | Select Policy

4. Enter a name for Template.

o

Privacy Contral Edit
Assign From | Select Policy
— a
-
Administrator Password Edit 0ODE/Schedule Scan Edit

To edit a module, select it and then click Edit.

6. Click Save. The Policy Template will be saved.
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Configuring eScan Policies for Windows Computers

Each module of a policy template can be further edited to meet your requirements.

File Anti-Virus

The File Anti-Virus module displays following tabs to configure:
e Objects
e Options
o Blocked Files
e Folder Protection
e File Rights
e TSPM

Objects

The Obijects tab lets you configure following options:

File Anti-Virus k4 nelp

Objects Options Block Files Folder Protection File Rights TSPM

Actions in case of virus detection

Report only

B ® piginfect

Quarantine object
Delete object
#| Scan local removable disk drives

¥| Scan local hard disk drives

Scan network dnives
- Scan files of following types
B Exclude by mask

Mot a Virus List

o
B ¥ Exclude Files / Folders
v

B Scan compound objects

Enable code analyser

| Default || Advanced Setting || QK || Cancel

Actions in case of virus detection
This section lists the different actions that File Anti-Virus can perform when it detects virus infection.

Report only
Upon virus detection, eScan will only report the virus and won't take any action.

Disinfect [Default]
Upon virus detection, eScan will disinfect the object. This action has 3 additional options as below:
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o Make backup file before disinfection: It allows you to create a backup of an object before
its disinfection.

e Report only: If disinfection is not possible, eScan will only report the virus infection.

e Quarantine object: If disinfection is not possible, eScan will quarantine the object.

e Delete object: If disinfection is impossible, eScan will remove the object from the computer.

Quarantine object

If disinfection is impossible eScan will quarantine the object. By default, the quarantined files are
saved in C:\Program Files\eScan\Infected folder. You can select the Make backup file before
disinfection option if you would like to make a backup of the files before they are disinfected.

Delete object
If disinfection is impossible, eScan will remove the object from the computer.

Scan local removable disk drives [Default]
Select this option if you want eScan to scan all the local removable drives attached to the computer.

Scan local hard disk drives [Default]
Select this option if you want eScan to scan all the local hard drives installed on the computer.

Scan network drives [Default]
Select this option if you want eScan to scan all the network drives, including mapped folders and
drives connected to the computer.

Scan files of following types

Select this option if you want eScan to scan all files, only infectable files, and files by extension (Scan
by mask). eScan provides you a list of default files and file types that it scans by extension. You can
add more items to this list or remove items as per your requirements by clicking Add/Delete.

Exclude by mask [Default]

Select this checkbox if you want File Anti-Virus monitor to exclude all the objects in the Exclude by
mask list during real-time monitoring or scanning. You can add/delete a file or a particular file
extension by clicking Add/Delete.

Not a virus list [Default]

File Anti-Virus is capable of detecting riskware. Riskware refers to software originally not intended to
be malicious but somehow can pose as a security risk to critical operating system functions. You can
add the names of riskware, such as remote admin software, to the riskware list in the Not a virus list
dialog box by clicking Add/Delete if you are certain that they are not malicious. The riskware list is
empty by default.

Exclude Files/Folders [Default]

Select this checkbox if you want File Anti-Virus to exclude all the listed files, folders, and sub folders
while it is monitoring or scanning folders. The files/folders added to this list will be excluded from
only real-time scan as well as on demand scan. You can add or delete files/folders from the list of by
clicking Add/Delete.

Scan compound objects [Default]
Select this checkbox if you want eScan to scan archives and packed files during scan operations. By
default, Packed is selected. All the procedures will be followed.

Enable Code Analyzer
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Select this checkbox if you want eScan to scan your computer for suspicious objects or unknown
infections by using the heuristic analyzer. After selection, File Anti-Virus not only scans and detects
infected objects, but also checks for suspicious files stored on computer.

Options

The Options tab lets you configure following options:

File Anti-Virus g4 Help

Objects Options Block Files Folder Protection File Rights TSPM

¥ save report file
i ?| show pack info in the report

Show clean cbject info in the report

Enable Aute backup / Restore

Limit file size to (KB)

o ()

Proactive Behaviour Monitor

Display sttention messages

Enable Malware URL Filter

AL UL Y L Y YL Y

Ensble Ranscmware Protection

| Default || Advanced Setting I Ok || Cancel |

Save report file [Default]

Select this checkbox if you want eScan to save the reports generated by the File Anti-Virus module.
The report file logs information about the scanned files and the action taken by File Anti-Virus when
an infected file was found during the scan.

Show pack info in the report [Default]
Select this checkbox if you want File Anti-Virus to add information regarding scanned compressed
files, such as .zip and .rar files to the Monvir.log file.

Show clean object info in the report

Select this checkbox if you want File Anti-Virus to add information regarding uninfected files found
during a scan operation to the Monvir.log file. You can select this option to find out which files are
not infected.

Limit size to (Kb) (avpM.rpt)

Select this checkbox if you want File Anti-Virus to limit the size of the Monvir.log file and avpM.rpt
file. To modify the limit, enter the log file size in field.
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Enable Auto backup/Restore [Default]

Selecting this checkbox lets you back up the critical files of the Windows® operating system and then
automatically restores the clean files when eScan finds an infection in any of the system files that
cannot be disinfected. You can configure the following settings:

¢ Do not backup files above size (KB) [Default]: This option lets you prevent File Anti-Virus
from creating backup of files that are larger than the file size that you have specified.

¢ Minimum disk space (MB) [Default]: The Auto-backup feature will first check for the
minimum available space limit defined for a hard disk drive. If the minimum defined space is
available then only the Auto-backup feature will work, if not it will stop without notifying.
You can allot the Minimum disk space to be checked from this option. By default, the
minimum disk space is 500 MB.

Limit file size to (KB) [Default]
This checkbox lets you set a limit size for the objects or files to be scanned. The default value is set to

20480 Kb.

Proactive Behavior Monitor [Default]

Selecting this checkbox enables File Anti-Virus to monitor the computer for suspicious
applications/programs and block them on a real-time basis when they try to execute. Selecting this
checkbox enables below options to configure:

e Ask user for action
This option allows user to receive the confirmation prompt before Proactive Behavior
Monitor blocks the suspicious application/program. Select Yes, to proceed with the blocking
of application and No to cancel the blocking.

o White List
Whitelisting allows you to select the files from the database that you want to exclude from
being blocked. To whitelist a file/folder, click Whitelist and then click Add from DB.

Display attention messages [Default]
When this option is selected, eScan displays an alert consisting the path and name of the infected

object and the action taken by the File Anti-Virus module.

Enable Malware URL Filter

This option lets you enable a Malware URL filter where eScan blocks all URLSs that are suspected to
be malwares. You can exclude specific websites by whitelisting them from the eScan pop up
displayed when you try to access the site.

Enable Ransomware Protection[Default]

This option lets you enable Ransomware Protection on the system where eScan blocks any suspected
ransomware activities performed on system. With the technology called PBAE (Proactive Behavior
Analysis Engine) eScan monitors the activity of all processes on the local computer and when it
encounters any activity or behavior that matches a ransomware, it raises a red flag and blocks the
process.
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Block Files

The Block Files tab lets you configure settings for preventing executables and files, such as
autorun.inf, on network drives, USB drives, and fixed drives from accessing your computer.

File Anti-Virus g Help

Objects Options Block Files Folder Protection File Rights TSPM

Disable Autoplay on USE and Fixed Dnives

Deny access of executables on USE Drives
User defined whitelist

File Name I—I;d:

Deny access of executables from Network
User defined whitelist

Folder Name Include Subfolder Add

L4 Deny Access of following files

Quaranting Access-denied files

File Name Add
Delete
Remaoveall

%esysdirde* . EXE@

| Default || Advanced Setting || OK

Cancel |

You can configure the following settings:

Disable AutoPlay on USB and Fixed Drives
Selecting this option will disable AutoPlay when a USB/Fixed Drive is connected.

Deny access of executables on USB Drives
Select this checkbox if you want eScan to prevent executables stored on USB drives from being
accessed.

Deny access of executable from Network
Select this checkbox if you want eScan to prevent executables on the client computer from being
accessed from the network.

User defined whitelist

This option is enabled after selecting the Deny access of executable from Network checkbox. You
can use this option to enter the folders that need to be whitelisted so that executables can be accessed
in the network from the folders mentioned under this list. To add files, click Add.
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Add Folder

|C:"-,Dcu:uments and Settings\Rernya' My Docurnents

¥ Indude Subfalder

Add Cancel

Enter the complete path of the folder to be whitelisted on the client systems. You can either whitelist
the parent folder only or select the Include subfolder option to whitelist the subfolders as well.

Deny Access of following files [Default]
Select this checkbox if you want eScan to prevent the files in the list from running on the computers.

Quarantine Access-denied files
Select this checkbox if you want eScan to quarantine files to which access is denied.
1. You can prevent specific files from running on the eScan client computer by adding them to
the Block Files list. By default, this list contains the value %sysdir%\\*. EXE@. Click Add.
2. Enter the full name of the file to be blocked from execution on the client systems.
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Folder Protection
The Folder Protection tab lets you protect specific folders from being modified or deleted by adding
them to the Folder Protection list. It lets you configure the following setting:

File Anti-Virus {4 Help
Objects Options Block Files Folder Protection File Rights TSPM
#| Protect files in following folders from modification and deletion
Folder Name Include Subfolder ‘ Add
Delete
RemowveAl
| Default || Advanced Setting || OK || Cancel |

Protect files in following folders from modification and deletion [Default]

Selecting this checkbox enables File Anti-Virus module to protect files in specific folders from being
modified or deleted on the client systems. Click Add. Enter the complete path of the folder to be
protected on the client systems. You can either protect the parent folder only or select the Include
subfolder option to protect the subfolders as well.

www.escanav.com
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File Rights

The File Rights tab restricts or allows for remote or local users from modifying folders, subfolders,
files or files with certain extensions.

File Anti-Virus k4 Help

Objects Options Block Files Folder Protection File Rights TSPM

XE

oom

Allow Modification for following Files

Y TEMP%a

2% WINDIR%\TEMP)

Enable eScan Local File Rights

Do not allow local users to modify the following files

File / Folder Name Include Subfolder ":_C_

Allow Modification for following Files
| nd M

| Default || Advanced Setting || oK

| Cancel |

Enable eScan Remote File Rights
Select this checkbox to allow/restrict the remote users to make any modifications to the files and
folders.

Do not allow remote users to modify the following local files
The files/folders added to this list cannot be modified by the remote users.

Allow modification for following files
The files added to this list can be modified by the remote user.

Enable eScan local file rights
Select this checkbox to allow/restrict the local users to make any modifications to the files/folders.

Do not allow local users to modify the following files
The files/folders added to this list cannot be modified by the local users.

Allow modification for files
The files/folders added to this list can be modified by the local users.
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TSPM

eScan's TSPM (Terminal Service Protection Module) detects brute force attacks, identifies suspicious
IP addresses/hosts and blocks the access attempts from them to prevent future attacks. The IP
addresses and hosts from the attacks are banned from initiating any further connections to the system.
It also detects and stops attempts of attackers who try to uninstall security applications from systems
and alerts administrators about the preventive measures initiated by TSPM.

File Anti-Virus 4 Help
Objects Options Block Files Folder Protection File Rights TSPM
Enable Terminal Service Protecticn Module
whiteListed IPs Add
Delete
| Default || Advanced Setting || (o] || Cancel

Enable Terminal Service Protection Module
Select this checkbox to activate TSPM module.

o Allow only whitelisted IPs: Select this option to allow only whitelisted IPs to connect to the
endpoints.

To add a list of IP addresses to be excluded from being blocked by TSPM, click Add. Add IP
window appears.

Add TP

1P Address™: I:I .

Ok | | Cancel (*) Mandatery Fields
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Advanced Settings

Clicking Advanced Settings lets you configure advanced settings for console.

Advanced Setting

Name Value

Disable Reload Password (2=Disable/1=Enable)

Display Print Job events

IPAddress Change Allowed (2=Dizable/1=Enable)

Enable Time Syncronization

Clear Quarantine folder after Days specified 28

Clear Quarantine Folder after Size Limit specified in MB

Exclude System PID from Scanning

Disable Virtual Key Board Shortcut key

Show eScan Tray Menu

Show eScan Tray Icon

Show eScan Desktop Protection Icon

Enable eScan Remote Support in Non-Administrator mode

Define Virus Alert Time (in seconds) 20

Show Malware URL Warning

ok

Disable Reload Password (2=Disable/1=Enable)

This option lets you enable or disable password for reloading eScan. After enabling, the user will be
asked to enter reload password if user attempts to reload eScan. This is the administrator password for
eScan Protection Center.

Display Print Job events (1 = Enable/0 = Disable)
This option lets you capture events for the Print Jobs from Managed Computers.

IP Address Change Allowed (2 = Disable/1 = Enable)
This option lets you enable/disable IP Address Change by the user on their computer.

Enable Time Synchronization (1 = Enable/0 = Disable)
This option lets you enable/disable time synchronization with internet. Active internet connection is
mandatory for this feature.

Clear Quarantine folder after Days specified
This option lets you specify number of days after which the Quarantine folder should be cleared on
Managed Computers.

Clear Quarantine Folder after Size Limit specified in MB
This option lets you specify size limit for the Quarantine folder. If the defined size limit exceeds, the
Quarantine folder will be cleared on Managed Computers.

Exclude System PID from Scanning (1 = Enable/0 = Disable)
This option lets you exclude system process ID (Microsoft assigned System PIDs) from scanning on
Managed Computers.

Disable Virtual Key Board Shortcut key (1 = Enable/0 = Disable)
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This option lets you disable shortcut for using Virtual Keyboard on Managed Computers.

Show eScan Tray Menu (1 = Show/0 = Hide)
This option lets you Hide or Show eScan Tray menu on Managed Computers.

Show eScan Tray Icon (1 = Show/0 = Hide)
This option lets you hide or show eScan Tray Icon on Managed Computers.

Show eScan Desktop Protection Icon (1 = Show/0 = Hide)
This option lets you hide or show eScan Protection icon on Managed Computers.

Enable eScan Remote Support in Non-Administrator mode (1 = Enable/0 = Disable)

This option lets you enable/disable eScan Remote Support in Non-Administrator Mode. eScan will
not prompt for entering Administrator Password to start eScan Remote Support from Managed
Computers.

Define Virus Alert Time (in seconds)
This option lets you define time period in seconds to display Virus Alert on Managed Computers.

Show Malware URL Warning (1 = Show/0 = Hide)
This option lets you show or hide Malware URL warning messages on Managed Computers.

Protect Windows Hosts File (1 = Allow/0 = Block)
Use this option to Allow/Block modifications to Windows Host Files.

Search for HTML Scripts (1 = Allow/0 = Block)
Use this option to Allow/Block search for html script (infection) in files. This option will have impact
on system performance.

Show Network Executable block alert (1 = Show/0 = Hide)
This option lets you show/hide Network executable block alerts on Managed Computers.

Show USB Executable Block Alert (1 = Show/0 = Hide)
This option lets you show/hide USB executable block alerts on Managed Computers.

Show eScan Tray Icon on Terminal Client (1 = Show/0 = Hide)
This option lets you show/hide eScan Tray Icon on Terminal Clients on Managed Computers.

Enable eScan Self Protection (1 = Enable/0 = Disable)
This option lets you Enable/Disable eScan Self Protection on Managed Computers, if this feature is
enabled, no changes or modifications can be made in any eScan File.

Enable eScan Registry Protection (1 = Enable/0 = Disable)
This option lets you Enable/Disable eScan Registry Protection. User cannot make changes in
protected registry entries if it is enabled on Managed Computers.

Enable backup of DLL files (1 = Enable/0 = Disable)
This option lets you Enable/Disable backup of DLL files on Managed Computers.

Integrate Server Service dependency with Real-time monitor (1 = Enable/0 = Disable)
This option lets you Integrate Server Service dependency with real-time monitor.

Send Installed Software Events (1 = Enable/0 = Disable)
This option lets you receive Installed Software Events from Managed Computers.

Enable Cloud (1 = Enable/0 = Disable)
This option lets you Enable/Disable eScan Cloud Security Protection on Managed Computers.
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Enable Cloud Scanning (1 = Enable/0 = Disable)
This option lets you Enable/Disable Cloud Scanning on Managed Computers.

Remove LNK (Real-Time) (1 = Enable/0 = Disable)
This option lets you Enable/Disable Removal of LNK on real-time basis.

Whitelisted AutoConfigURL
This option lets you whitelist AutoConfigURLs. Enter comma separated URLS that need to be
whitelisted.

Disable Add-ons/Extension blocking (1 = Enable/0 = Disable)
Selecting this option disables Add-ons and Extension blocking.

Include files to scan for archive (Eg: abc*.exe)
This option lets you add file types that needs to be when archive scanning enabled.

Block Date-Time Modification (1 = Enable/0 = Disable)
This option lets you block the modification of the system date and time.

Allow CMD-Registry for Date-Time blocking (Depends upon Block Date-Time Modification) (1
= Enable/0 = Disable)
Selecting this option lets you block date-time modification from the CMD-Registry.

Domain list for exclusion of Host file scanning (e.g. abc.mwti)
Selecting this option lets you add the list of domains to be excluded from host file scanning.

Disable Pause Protection and Open Protection center on Right Click (Set 192 for disable)
This option disables Pause Protection and Open Protection center on Right Click if you set it to 192.

Enable Share Access Control (1 = Enable/0 = Disable)
It enables Share Access Control. Network Shares ReadOnly Access and Network Shares NoAccess
options will work only if this option is selected.

0 Only if it is enabled the setting "NetworkSharesReadOnlyAccess" and
NOTE | "NetworkSharesNoAccess" will be referred

List of comma-separated servers and/or shares and/or wildcards which needs to be given NO
ACCESS e.g. \\192.168.1.1\temp or \\192.168.1.1\temp\*.doc or *.doc (Work only when "Enable
Share Access Control is set)

Selecting this option lets you add the List of comma-separated servers and/or shares and/or wildcards
that should not be accessible.

List of comma-separated servers and/or shares and/or wildcards which needs to be given READ
ONLY ACCESS e.g. \\192.168.1.1\temp or \192.168.1.1\temp\*.doc or *.doc (Work only when
"Enable Share Access Control™ is set)

Selecting this option lets you add the List of comma-separated servers and/or shares and/or wildcards
that should be given only view access and not be editable.

Whitelist IP Address (Depends on IP Address Change Allowed) (E.G 192.168.1.* You can put
comma-separated list)
Selecting this option lets you add the list of IP addresses separated by commas to whitelist them.

Block Access to Control Panel (1 = Enable/0 = Disable)
Selecting this option lets you block the user from accessing the control panel.
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Enable logging of sharing activity from suspected malware system (WSmbFilt.log on client
system) (1 = Enable/0 = Disable)

Enabling this option directs eScan to log any sharing activity performed by suspected malware
system. By default, this feature is enabled.

Allow Uninstallers (1 = Enable/0 = Disable)
Selecting this option lets you enable/disable use of third party uninstallers.

Block Renaming of Hosts files (1 = Enable/0 = Disable)
Selecting this option lets you enable/disable block Hostname renaming.

Restricted Environment enabled (1 = Enable/0 = Disable)
Selecting this option lets you enable/disable restrict environment settings.

Block eternal blue (wannacry) exploits (1 = Enable/0 = Disable)
Selecting this option lets you block eternal blue (wannacry) exploits. By default, this option is
enabled.

Enable Winsock Protection (Require Restart) (1 = Enable/0 = Disable)
This option lets you Enable/Disable protection at the Winsock Layer.

Block Registry Editor (1 = Enable/ 0 = Disable)
This option lets you Enable/Disable block Registry Editor.

Allow RDP (1=Enable/0=Disable)
This option lets you Enable/disable RDP.

Block Powershell
This option lets you enable/disable Powershell.
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Mail Antivirus

Mail Anti-Virus is a part of the Protection feature of eScan. This module scans all incoming and
outgoing emails for viruses, spyware, adware, and other malicious objects. It lets you send virus
warnings to client computers on the Mail Anti-Virus activities. By default, Mail Anti-Virus scans only
the incoming emails and attachments, but you can configure it to scan outgoing emails and
attachments as well. Moreover, it lets you notify the sender or system administrator whenever you
receive an infected email or attachment. This page provides you with options for configuring the
module.

Mail Antivirus Settings u Help

® Start Stop

Scan Options

— Block Attachments Typgs————————————— Action
Add ®) Disinfect Delete
PRETTY*,EXE Delete
MAWVI= EXE Ld Quarantine Infected Files
KAK.HTA Advanced
FIX200%.EXE
MINE.*
TRY*.EXE
SUPP=.EXE
THE_FLY.*
YZK.EXE v
— Port Settings
Fort Settings for eMail
Qutgoing Mail{SMTF)
Incoming Mail{POP3)
Scan Qutgoing Mails

| Default /| Ck || Cancel |

Scan Options
This tab lets you select the emails to be scanned and action that should be performed when a security
threat is encountered during a scan operation. This tab lets you configure following settings:

Block Attachments Types

This section provides you with a predefined list of file types that are often used by virus writers to
embed viruses. Any email attachment having an extension included in this list will be blocked or
deleted by eScan at the gateway level. You can add file extensions to this list as per your
requirements. As a best practice, you should avoid deleting the file extensions that are present in the
Block Attachments Types list by default. You can also configure advanced settings required to scan
emails for malicious code.

Action
This section lets you configure the actions to be performed on infected emails. These operations are as

follows:
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Disinfect [Default]

Select this option if you want Mail Anti-Virus to disinfect infected emails or attachments.
Delete

Select this option if you want Mail Anti-Virus to delete infected emails or attachments.

Quarantine Infected Files [Default]
Select this option if you want Mail Anti-Virus to quarantine infected emails or attachments. The
default path for storing quarantined emails or attachments is —

C:\Program Files\eScan\QUARANT. However, you can specify a different path for storing
quarantined files, if required.

Port Settings for email
You can also specify the ports for incoming and outgoing emails so that eScan can scan the emails
sent or received through those ports.

Outgoing Mail (SMTP) [Default: 25]
You need to specify a port number for SMTP.

Incoming Mail (POP3) [Default: 110]
You need to specify a port number for POP3.

Scan Outgoing Mails
Select this option if you want Mail Anti-Virus to scan outgoing emails as well.
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Advanced

Clicking Advanced displays Advanced Scan Options dialog box. This dialog box lets you configure
the following advanced scanning options:

Advanced Scan Options

I:I Delete all Attachments in eMail if Disinfection is not possible
Delete entire eMail if Disinfection is not possible

I:I Delete entire eMail if any Virus is found

GQuarantine Blocked Attachments

Delete entire eMail if any Blocked Attchement is found

I:I Quarantine eMail if Attachments are not Scanned

I:I Quarantine Attachments if they are Scanned
Exclude Attchements (White List)

| | Add

| Sawve | | Cancel |

Delete all Attachments in email if disinfection is not possible

Select this option to delete all the email attachments that cannot be cleaned.

Delete entire email if disinfection is not possible [Default]

Select this option to delete the entire email if any attachment cannot be cleaned.

Delete entire email if any virus is found

Select this option to delete the entire email if any virus is found in the email or the attachment is
infected.

Quarantine blocked Attachments [Default]

Select this option to quarantine the attachment if it bears extension blocked by eScan.

Delete entire email if any blocked attachment is found [Default]

Select this option to delete an email if it contains an attachment with an extension type blocked by
eScan.

Quarantine email if attachments are not scanned

Select this checkbox to quarantine an entire email if it contains an attachment not scanned by Mail
Anti-Virus.

Quarantine Attachments if they are scanned

Select this checkbox if you want eScan to quarantine attachments that are scanned by Mail Anti-
Virus.

Exclude Attachments (White List)

This list is empty by default. You can add file names and file extensions that should not be blocked by
eScan. You can also configure eScan to allow specific files even though if the file type is blocked. For
example, if you have listed *.PIF in the list of blocked attachments and you need to allow an
attachment with the name ABC, you can add abcd.pif to the Exclude Attachments list. Add D.PIFing
*.PIF files in this section will allow all *.PIF to be delivered. MicroWorld recommends you to add the
entire file name like ABCD.PIF.
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Anti-Spam
Anti-Spam module filters junk and spam emails and sends content warnings to specified recipients.
Here you can configure the following settings:

Anti-Spam g4 Help

®/ Start Stop

—advanced

#| send Original Mail to User

Do not check content of Replied or Forwarded Mails

Check Content of Qutgoing mails Phrases

Spam Filter Configuration

#| Check for Mail Phishing

#| Treat Mails with Chinese/Korean character set as SPAM

#| Treat Subject with more than 5 whitespaces as SPAM

#| Check content of HTML mails

#| Quarantine Advertisement mails Advanced

Mail Tagging Options
Do not change email at all.

Both subject and body is changed. [Spam] tag is added in Subject. Actual spam content is embedded
in Body.

"¥-MailScan-Spam: 17 header line is added. Actual spam content is embedded in Body.
® Only [Spam] tag is added in Subject. Body is left unchanged.

"¥-MailScan-Spam: 17 header line is added. Body and subject both remain unchanged.

| Default I OK 1 Cancel [

Advanced
This section provides you with options for configuring the general email options, spam filter
configuration, and tagging emails in Anti-Spam.

Send Original Mail to User [Default]

This checkbox is selected by default. eScan delivers spam mail to your inbox with a spam tag. When
an email is tagged as SPAM, it is moved to this folder. Select this checkbox, if you want to send
original email tagged as spam to the recipient as well.

Do not check content of Replied or Forwarded Mails
Select this checkbox, if you want to ensure that eScan does not check the contents of emails that you
have either replied or forwarded to other recipients.

Check Content of Outgoing mails
Select this checkbox, if you want Anti-Spam to check outgoing emails for restricted content.
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Phrases

Click Phrases to open the Phrases to Check dialog box. This dialog box lets you configure
additional email related options. In addition, it lets you specify a list of words that the user can either
allow or block.

User specified whitelist of words/phrases (Color Code: GREEN)
This option indicates the list of words or phrases that are present in the whitelist. A phrase added to
the whitelist cannot be edited, enabled, or disabled.

User specified List of Blocked words/phrases: (Color Code: RED)
This option indicates the list of words or phrases that are defined in block list.

User specified words/phrases disabled: (Color Code: GRAY)
This option indicates the list of words or phrases that are defined to be excluded during scans. The
options in the Phrases to Check dialog box are disabled by default.

Action List
e Add Phrase: Option to add phrase to quarantine or delete the mail.
e Edit Phrase: To modify existing phrase added in list.
e Enable Phrase: By default, it is enabled. After being disabled, you can use this option to
enable it.
o Disable Phrase: Disable existing phrase added in list.
e  Whitelist: This will allow email to deliver to inbox when phrase is found in the email.
e Block list: This will delete email when it contains the phrase.
e Delete: Delete the phrase added in list.

Spam Filter Configuration
This section provides you with options for configuring the spam filter. All options in this section are
selected by default.

Check for Mail Phishing [Default]
Select this option if you want Anti-Spam to check for fraudulent emails and quarantine them.

Treat Mails with Chinese/Korean character set as SPAM [Default]

When this option is selected, emails are scanned for Chinese or Korean characters. This check is
based on the research data conducted by MicroWorld's various spam email samples collected from
around the globe. From these samples, it was observed that spammers often use Chinese or Korean
characters in their emails.

Treat Subject with more than 5 whitespaces as SPAM [Default]

In its research, MicroWorld found that spam emails usually contain more than five consecutive white
spaces. When this option is selected, Anti-Spam checks the spacing between characters or words in
the subject line of emails and treats emails with more than five whitespaces in their subject lines as
spam emails.

Check content of HTML mails [Default]
Select this option if you want Anti-Spam to scan emails in HTML format along with text content.

Quarantine Advertisement mails [Default]
Select this option if you want Anti-Spam to check for advertisement types of emails and quarantine
them.
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Advanced

Clicking Advanced displays Advanced Spam Filtering Options dialog box. This dialog box lets you
configure the following advanced options for controlling spam.

Advanced Spam Filtering Options

Enable Mon Intrusive Learning Pattern (NILP) check
Enable eMail Header check

Enable ¥-Spam Rules chack

[ Enable Sender Policy Framework [SPF) chack
Enable Spam URI Realtime Blacklist {SURBL) check

|_| Enable Real-time Blackhals List {REL) chack

— REBEL Sarvers — Auto-Sparm Whitelist
bl.spameop.net | Delats | *@analytics.bounces.goog | Dielats |
b.barracudacentral.org B ———————— F@ircho.co.in B ————————
| Remaowve All | =@ vm.wonage.com | Remaove All |
| Save | | Cancel |

Enable Non- Intrusive Learning Pattern (NILP) check [Default]

Non-Learning Intrusive Pattern (NILP) is MicroWorld's revolutionary technology that uses Bayesian
Filtering and works on the principles of Artificial Intelligence (Al) to analyze each email and prevents
spam and phishing emails from reaching your inbox. It has self-learning capabilities and it updates
itself by using regular research feeds from MicroWorld servers. It uses an adaptive mechanism to
analyze each email and categorize it as spam or ham based on the behavioral pattern of the user.

Enable email Header check [Default]
Select this option if you want to check the validity of certain generic fields likes From, To, and CC in
an email and marks it as spam if any of the headers are invalid.

Enable X Spam Rules check [Default]

X Spam Rules are rules that describe certain characteristics of an email. It checks whether the words
in the content of emails are present in eScan's database. This database contains a list of words and
phrases, each of which is assigned a particular score. The Spam Rules Check technology matches X
Spam Rules with the mail header, body, and attachments of each email to generate a score. If the
score crosses a threshold value, the mail is considered as spam. Anti-Spam refers to this database to
identify emails and takes action on them.

Enable Sender Policy Framework (SPF) check

SPF is a world standard framework adopted by eScan to prevent hackers from forging sender
addresses. It acts as a powerful mechanism for controlling phishing mails. Select this checkbox if you
want Anti-Spam to check the SPF record of the sender's domain. However, your computer should be
connected to the Internet for this option to work.
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Enable Spam URI Real-time Blacklist (SURBL) check [Default]

Select this option if you want Anti-Spam to check the URLSs in the message body of an email. If the
URL is listed in the SURBL site, the email will be blocked from being downloaded. However, your
computer should be connected to the Internet for this option to work.

Enable Real-time Blackhole List (RBL) check

Select this option if you want Anti-Spam to check the sender's IP address in the RBL sites. If the
sender IP address is blacklisted in the RBL site, the email will be blocked from being downloaded.
However, your computer should be connected to the Internet for this option to work.

RBL Servers

RBL is a DNS server that lists IP addresses of known spam senders. If the IP of the sender is found in
any of the blacklisted categories, the connection is terminated. The RBL Servers list contains
addresses of servers and sites that maintain information regarding spammers. You can add or delete
address in the list as per your requirement.

Auto Spam Whitelist

Unlike normal RBLSs, SURBL scans emails for names or URLs of spam websites in the message
body. It terminates the connection if the IP of the sender is found in any of the blacklisted categories.
This contains a list of valid email addresses that can bypass the above Spam filtering options. It thus
allows emails from the whitelist to be downloaded to the recipient's inbox. You can add or delete
address in the list as per your requirement.

Mail Tagging Options
Anti-Spam also includes some mail tagging options, which are described as follows:

Do not change email at all
Select this option if you want to prevent Anti-Spam from adding the [Spam] tag to emails that have
been identified as spam.

Both subject and body are changed: [Spam] tag is added in Subject: Actual spam content is
embedded in Body

This option lets you identify spam emails. When you select this option, Anti-Spam adds a [Spam] tag
in the subject line and the body of the email that has been identified as spam.

"X MailScan Spam: 1" header line is added: Actual spam content is embedded in Body
This option lets you add a [Spam] tag in the body of the email that has been identified as spam. In
addition, it adds a line in the header line of the email.

Only [Spam] tag is added in Subject: Body is left unchanged [Default]
This option lets you add the [Spam] tag only in the subject of the email, which has been identified as
spam.

"X MailScan Spam: 1" header line is added: Body and subject both remain unchanged
This option lets you add a header line to the email. However, it does not add any tag to the subject line
or body of the email.
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Web Protection

Web Protection module scans the website content for specific words or phrases. It lets you block
websites containing pornographic or offensive content. Administrators can use this feature to prevent
employees from accessing non-work related websites during preferred duration.

Web Protection 4 Help
® otart Stop Start Phishing Filter Start Malware URL Filter
Filtering Options Scanning Options Define Time-Restriction
— Status
&) Active Block Web Access
Filter Categories... B alow B Block Site Names
playboy.com
LCategory Name Type Status
Pornography Block ¥ Customize
Gambling Block ¥ Customize
Alechal Block ¥ Customize
Violence Block ¥ Customize
Drugs Block ¥ Customize
Rafings block category Block ¥ Customize i
jad \—IDEJEtE | Add || Delete || Save
— Filtering Options
Add sites rejected by the filter to Block category

| Default || Advanced Setting || oK 1 Cancel |

You can configure the following settings:

Filtering Options
This tab has predefined categories that help you control access to the Internet.

Status

This section lets you allow or block access to specific websites based on Filter Categories. You can
set the status as Active or Block web access. Select the Block Web Access option if you want to
block all the websites except the ones that have been listed in the Filter Categories. When you select
this option, only Filtering Options and Pop-up Filter tabs are available.

Filter Categories
This section uses the following color codes for allowed and blocked websites.

Green
It represents an allowed websites category.

Red

It represents a blocked websites category. The filter categories used in this section include categories
like Pornography, Gambling, Chat, Alcohol, Violence, Drugs, Ratings_block_category, Websites
Allowed, etc. You can also add or delete filter categories depending on your requirement.
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Category Name

This section shows the Words/Phrases list. It lists the words or phrases present in the selected
category. In addition, the section displays the Site Names list, which lists the websites belonging to
the selected category. You can also add or delete filter categories depending on your requirement.

Filtering Options

This section includes the Add sites rejected by the filter to Block category checkbox. Select this
option if you want eScan to add websites that are denied access to the Block category database
automatically.

Scanning Options
This tab lets you enable log violations and shutdown program if it violates policies. It also lets you
specify ports that need monitoring.

Web Protection E Help

® Start Stop Start Phishing Filter Start Malware URL Filter

Filtering Options Scanning Options Define Time-Restriction

Actions Port Setting
|7 L4 Log Violations |7Internet Access (HTTP Port)

Shutdown Program in 30 Secs, 50,80580,3125,6555,4450,58

| Cefault || Advanced Setting || [s114 1 Cancel |

Actions
This section lets you select the actions that eScan should perform when it detects a security violation.

Log Violations [Default]
This checkbox is selected by default. Select this option if you want Web Protection to log all security
violations for your future reference.

Shutdown Program in 30 Secs
Select this option if you want Web Protection to shut down the browser automatically in 30 seconds
when any of the defined rules or policies is violated.

Port Setting
This section lets you specify the port numbers that eScan should monitor for suspicious traffic.

Internet Access (HTTP Port)

Web browsers commonly use the port numbers 80, 8080, 3128, 6588, 4480, and 88 for accessing the
Internet. You can add port numbers to the Internet Access (HTTP Port) box to monitor the traffic on
those ports.
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Define Time Restriction
This section lets you define policies to restrict access to the Internet.

Web Protection |4 Help

® Start Stop Start Phishing Filter Start Malware URL Filter

Filtering Options Scanning Options Define Time-Restriction

Enable Time Restrictions for Web Access

000102030405 0607 0809 101112010203 04 0506 07 0809 10 11 12
Sunday
Monday
Tuesday
Wednesday
Thursday
Friday

Saturday

Active Inactive Block Web Access

| Default || Advanced Setting || oK I Cancel |

Enable Time Restrictions for Web Access

Select this option if you want to set restrictions on when a user can access the Internet. By default, all
the fields appear dimmed. The fields are available only when you select this option.

The time restriction feature is a grid-based module. The grid is divided into columns based on the
days of the week vertically and the time interval horizontally.

Active
Click Active and select the appropriate grid if you want to keep web access active on certain days for
a specific interval.

Inactive
Select this option if you want to keep web access inactive on certain days for a specific interval.

Block Web Access
Select this option if you want to block web access on certain days for a specific interval.

Phishing and Malware URL Filter

Under Web Protection eScan also provides options to enable Phishing and Malware filters which will
detect and prevent any phishing attempts on the system and block all malware attacks.

To enable the filters, select Start and then select the respective checkboxes.

Web Protection u Help

Start ® Stop Start Phishing Filter Start Malware URL Filter'l
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Advanced Setting

Ignore IP address from Web-scanning

Select this option to enter IP address form Web-Scanning.

Enable Unknown Browsers detection

Select this option to enable/disable unknown browser detection.

Enable allowing of WhiteL.isted Site during BlockTime

Select this option to enable/disable white listed site during block time.

Enable Online Web-Scanning Module

Select this option to enable/disable online web-scanning module.

Disable Web Warning Page

Select this option to enable/disable web warning page.

Enable HTTPS Popup

Select this option to enable/disable HTTPS Popup.

Show External Page for Web blocking (Page to be define under External Page)
Select this option to enable/disable external page for web blocking.

External Page Link for Web blocking (Depends on Show External Page)
Select this option to enter external page link for web blocking.

Force inclusion of Application into Layer scanning (MW Layer)

Select this option to enter Force inclusion of Application into Layer scanning.
Enable HTTP Popup (1 = Enable/0 = Disable)

Select this option to enable/disable HTTP pop-ups.

Ignore Reference of sub-link

Select this option to enable/disable Ignore Reference of sub-link.

Allow access to SubDomain for Whitelisted sites (Only HTTP Sites)
Select this option to enable/disable access to SubDomain for Whitelisted sites.
Allow access to SubDomain for Whitelisted sites (Only HTTPS Sites)
Select this option to enable/disable access to SubDomain for Whitelisted sites.
Enable logging of visited websites

Select this option to enable/disable logging of visited websites.

Block EXE download from HTTP Sites (1 = Enable/0 = Disable)

Select this option to enable/disable block download of .exe files from HTTP websites.
Block HTTP Traffic only on Web Browser

Select these options to enable/disable block HTTP Traffic on Web Browser.
Allow website list (Depends on ""Block HTTP Traffic only on Web Browser'")
Select this option to enter to block HTTP Traffic on Web Browser.

Block Microsoft EDGE Browser (1 = Enable/0 = Disable)

Select this option to enable/disable blocking Microsoft Edge browser.

Enable Web Protection using Filter driver (1 = Enable/0 = Disable)

Select this option to enable/disable web protection using filter driver.

Force Disable Web Protection using Filter driver (1 = Enable/0 = Disable)
Select this option to force enable/disable web protection using filter driver.
WEFP Exclude IP List (1 = Enable/0 = Disable)

Select this option to enable/disable excluding IP list from Web Filter Protection.

An SO 27001 Certified Company WWW,escanav.com



of LU
NORLD

Firewall

Firewall module is designed to monitor all incoming and outgoing network traffic and protect your
computer from all types of network based attacks. eScan includes a set of predefined access control
rules that you can remove or customize as per your requirements. These rules enforce a boundary
between your computer and the network. Therefore, the Firewall feature first checks the rules,
analyzes network packets, and filters them on the basis of the specified rules. When you connect to
the Internet, you expose your computer to various security threats.

Fire Wall E Help

@ allow Al O Limited Filter O Interactive Filter

Zone Rule Expert Rule Trusted MAC Address Local IP List Application Rule

Marne IP Address/Host Harme Type Zone
Allaw Local Metwark 192,162, %% IP Range Trusted
| Add Host Hame || Add 1P | #dd IP Range |

Show Application Alert

Default Rules [ Advanced Setting ] [ (5134 ] [ Cancel ]

The Firewall feature of eScan protects your data when you:

» Connect to Internet Relay Chat (IRC) servers and join other people on the numerous
channels on the IRC network.

* Use Telnet to connect to a server on the Internet and then execute the commands on the
server.

* Use FTP to transfer files from a remote server to your computer.

»  Use Network Basic Input Output System (NetBIOS) to communicate with other users on
the LAN connected to the Internet.

» Use a computer that is a part of a Virtual Private Network (VPN).

» Use a computer to browse the Internet.

» Use a computer to send or receive email.

By default, the firewall operates in the Allow All mode. However, you can customize the firewall by
using options like Limited Filter for filtering only incoming traffic and Interactive Filter to monitor
incoming and outgoing traffic. The eScan Firewall also lets you specify different set of rules for
allowing or blocking incoming or outgoing traffic. These rules include Zone Rules, Expert Rules,
Trusted Media Access Control (MAC) Address, and Local IP list. This page provides you with
options for configuring the module. You can configure the following settings to be deployed to the
eScan client systems:

Allow All — Clicking Allow All disables the eScan Firewall i.e. all the incoming and outgoing
network traffic will not be monitored/filtered.

Limited Filter — Clicking Limited Filter enables eScan Firewall in limited mode which will monitor
all incoming traffic only and will be allowed or blocked as per the conditions or rules defined in the
Firewall.
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Interactive Filter — Clicking Interactive Filter enables eScan Firewall to monitor all the incoming
and outgoing network traffic and will be allowed or blocked as per the conditions or rules defined in
the Firewall.

Following tabs are available:

e Zone Rule

e ExpertRule

e Trusted MAC Address
e Local IP List

e Application Rule

Ignore Zone Rules & Local IP List — This option allows you to override the Zone Rule
configuration that has whitelisted IP ranges. It also overrides the Local IP list that consists of trusted
local IP addresses. By selecting this checkbox, all the IP addresses listed under Zone Rule and Local
IP List will be monitored by Firewall as per selected filter type.

Zone Rule

This is a set of network access rules to make the decision of allowing/blocking of the access to the
system. This will contain the source IP address or source Host name or IP range either to be allowed
or blocked.

Buttons to configure a zone rule:

Add Host Name — This option lets you add a "host" in the zone rule. After clicking Add Host Name,
enter the HOST name of the system, select the zone (Trusted/Blocked) and enter a name for the zone
rule. Click OK to create the zone rule.

Add IP — This option lets you add an IP address of a system to be added in the zone rule. After
clicking Add IP, enter the IP address of the system, select the zone (Trusted/Blocked) and enter a
name for the zone rule. Click OK to create the Zone Rule.

Add IP Range — This option lets you add an IP range to be added in the zone rule. After clicking Add
IP Range, add the IP Range (i.e. a range of IP that the zone rules should be applied), select the zone
(Trusted/Blocked) and enter a name for the zone rule. Click OK to create the zone rule.

Modify — To modify/change any listed zone rule (s), select the zone rule to be modified and then click
Modify.

Remove - To remove any listed zone rule (s), select the zone rule and then click Remove.
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Expert Rule

This tab lets you specify advanced rules and settings for the eScan firewall. You can configure expert
rules on the basis of the various rules, protocols, source IP address and port, destination IP address
and port, and ICMP types. You can create new expert rules.

However, configure these rules only if you are familiar with firewalls and networking protocols.

* Source IP Address/Host Name

* Source Port Number

* Destination IP Address/Host Name
* Destination Port Number
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Buttons to configure an Expert Rule:
1. Add - Click Add to create a new Expert Rule. In the Add Firewall Rule Window:

Add Firewall Rule

—FRule Hame

— Rule Action

* permit Packet Ceny Packet

— Protocol

| TeP and UDP T

—Apply Rule on Interface

| Any Interface

| (] 4 | | Cancel

General tab
In this section, specify the Rule settings:

Rule Name — Provide a name to the Rule.
Rule Action — Action to be taken, whether to Permit Packet or Deny Packet.
Protocol — Select the network protocol (e.g. TCP, UDP, ARP) on which the Rule will be applied.

Apply rule on Interface — Select the Network Interface on which the Rule will be applied.
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Source tab

In this section, specify/select the location from where the outgoing network traffic originates.
Source IP Address

My Computer — The rule will be applied for the outgoing traffic originating from your computer.

Host Name — The rule will be applied for the outgoing traffic originating from the computer as per
the host name specified.

Single IP Address — The rule will be applied for the outgoing traffic originating from the computer as
per the IP address specified.

Whole IP Range — To enable the rule on a group of computers in series, you can specify a range of IP
address. The rule will be applied for the outgoing traffic from the computer(s) which is within the
defined IP range.

Any IP Address — When this option is selected, the rule will be applied for the traffic originating
from ANY IP address.

My Network — The rule will be applied for the outgoing traffic to the networked computer(s).

Source Port
Any — When this option is selected, the rule gets applied for outgoing traffic originating from any
port.

Single Port — When this option is selected, the rule gets applied for the outgoing traffic originating
from the specified/defined port.

Port Range — To enable the rule on a group of ports in series, you can specify a range of ports. The
rule will be applied for the outgoing traffic originating from the port which is within the defined range
of ports.

Port List — A list of port can be specified. The rule will be applied for the outgoing traffic originating
from the ports as per specified in the list.

o The rule will be applied when the selected Source IP Address and Source Port matches
NOTE | together.

Destination tab

In this section, specify/select the location of the computer where the incoming network traffic is
destined.

Destination IP Address

My Computer — The rule will be applied for the incoming traffic to your computer.

Host Name — The rule will be applied for the incoming traffic to the computer as per the host name
specified.

Single IP Address — The rule will be applied for the incoming traffic to the computer as per the IP
address specified.

Whole IP Range — To apply the rule on a group of computers in series, you can specify a range of IP
address. The rule will be applied for the incoming traffic to the computer(s) which are within the
defined IP range.

Any IP Address — When this option is selected, the rule will be applied for the incoming traffic to
ANY IP Addresses.
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My Network — The rule will be applied for the incoming traffic to the networked computer(s).

Destination Port
Any — After selecting this option, the rule will be applied for the incoming traffic to ANY port.

Single Port — After selecting this option, the rule will be applied for the incoming traffic to the
specified/defined port.

Port Range — To enable the rule on a group of ports in series, you can specify a range of ports. The
rule will be applied for the incoming traffic to the port which is within the defined range of ports.

Port List — A list of port can be specified/added. The rule will be applied for incoming traffic
originating from the ports as per specified in the list.

0 The rule will be applied when the selected Destination IP Address and Destination Port
NOTE | matches together.

Advanced tab
This tab contains advance setting for Expert Rule.

Add Firewall Rule

General Source Destination Advanced

Enakble Advanced ICMP Processing
— ICMP Type

In Qut

Destination Unreachable

Echo Reply (ping)

Echo Request (ping)

Information Reply

Information Request

Farameter Problem

Redirect

Source Quench

[TTL Exceeded

The packet must be from/to a trusted MAC address

Log information when this rule applies

oK || cCancel |

Enable Advanced ICMP Processing - This is activated when the ICMP protocol is selected in the
General tab.

The packet must be from/to a trusted MAC address — When this option is selected, the rule will
only be applied on the MAC address defined/listed in the Trusted MAC Address tab.

Log information when this rule applies — This will enable to log information of the Rule when it is
applied.

Following are additional buttons the Expert Rule tab provides:
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Modify — Clicking Modify lets you modify any Expert Rule.
Remove — Clicking Remove lets you delete a rule from the Expert Rule.

Shift Up and Shift Down — The UP and DOWN arrow button will enable to move the rules up or
down as required and will take precedence over the rule listed below it.

Enable / Disable— These buttons lets you enable or disable a particular selected rule from the list.

www.escanav.com
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Trusted MAC Address

This section contains the information of the MAC address of the system. A MAC address is a
hardware address that uniquely identifies each node of a network. The Trusted MAC address list will
be checked along with the Expert Rule only when "The packet must be from/to a trusted MAC
address" option is checked and the action will be as per specified in the rule. (Refer to the Advance
Tab of the Expert Rule).

Buttons (to configure the Trusted MAC Address)
Add — To add a MAC address click on this button. Enter the MAC address to be added in the list for

e.g. 00-13-
Edit — To modify/change the MAC Address, click Edit.
Remove — To delete the MAC Address, click Remove.

Clear All — To delete the entire listed MAC Address, click Clear All.

Local IP List

This section contains a list of Local IP addresses.

Firewall ij Help

& Allowe Al Limited Filter Interactive Filter

Zone Rule Expert Rule Trusted MAC Address Local IP List Application Rule

# Show Application Alert

| Default Rules || Advanced Setting || 0K 1 Cancel |

Add - To add a local IP address, click Add.

Remove — To remove a local IP address, click Remove.

Clear All — To clear all local IP addresses, click Clear All.

Default List — To load the default list of IP addresses, click Default List.
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Application Rule

In this section you can define the permissions for different application. The application can be set to
Ask, Permit or Deny mode.

Fire Wall i vele

allow All * Limited Filter Interactive Filter

Zone Rule Expert Rule Trusted MAC Address Local IP List Application Rule

Drescription Path ACCEss

|ﬁpp|icati0n

I| Add || Rermowve || Clear All

# shaw Application Alert

| Default Rules || Advanced Setting || Ok || Cancel

Defining permission for an application
To define permission for an application:
1. Click Add.
2. Add New Application window appears.

Add New Application

Application narne with path

Ask * parmit Ceny

| (o] 4 || Cancel |

3. Enter the application name with path and select permission.
4. Click OK.
The permission for the application will be defined.

Removing permission of an application
Select an application and then click Remove. The application will no longer have the permission.

An 1SO 27001 Certified Company www.escanav.com



Other Buttons:

e Clear All - This option will clear/delete all the information stored by the Firewall cache.

e Show Application Alert — Selecting this option will display an eScan Firewall Alert
displaying the blocking of any application as defined in the Application Rule.

o Default Rules - This button will load/reset the rules to the Default settings present during the
installation of eScan. This will remove all the settings defined by user.

e Advanced Settings: This button allows you to configure below mentioned advanced settings:
o Disable Trojan Rule: It allows you to disable the blocking of programs that are either

Trojan malware or follow Trojan rule.

o Block Portscan: It allows you to block the scanning of network ports.
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Endpoint Security

Endpoint Security module protects your computer or Computers from data thefts and security threats
through USB or FireWire® based portable devices. It comes with Application Control feature that lets
you block unwanted applications from running on your computer. In addition, this feature provides
you with a comprehensive reporting feature that lets you determine which applications and portable
devices are allowed or blocked by eScan.

EndPaint Security i Help

O start ® stop

Application Control Device Control DLP

_ D Enable Application Control

Block List White List Define Time-Restrictions

Enter Application to Block

List of Blocked Applications

sk = Block

+ Custom Group Al This Group 1
Import
+ Computer Game Allowe This Group Delste

= Instant Messengers

o

|
=
]

roup

+ Music Video Players

o

|
=
]

roup

+ P2P Applications

I

1
=
=
[n]

roup

Default Advanced Setting | oK | | Cancel |

This page provides you with information regarding the status of the module and options for
configuring it.

e Start/Stop: It lets you enable or disable Endpoint Security module. Click the appropriate
option.

There are two tabs — Application Control, Device Control, and DLP which are as follows:
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Application Control

This tab lets you control the execution of programs on the computer. All the controls on this tab are
disabled by default. You can configure the following settings:

Enable Application Control
Select this option if you want to enable the Application Control feature of the Endpoint Security
module.

Block List

Enter Application to Block: It indicates the name of the application you want to block from
execution. Enter the full name of the application to be blocked.

List of Blocked Applications

This list contains blocked executables of applications that are predefined by MicroWorld. Each of the
applications listed in the predefined categories are blocked by default. In addition, you can also add
executables that you need to block only to the Custom Group category. If you want, you can unblock
the predefined application by clicking the Unblock link. The predefined categories include computer
games, instant messengers, music & video players, and P2P applications. The Allow This Group
checkbox in front of each group allows that entire group.

White List

Enable Whitelisting
Select this checkbox to enable the whitelisting feature of the Endpoint Security module.

Enter Application to whitelist
Enter the name of the application to be whitelisted.

White Listed Applications

This list contains whitelisted applications that are predefined by MicroWorld. Each of the applications
listed in the predefined categories are allowed by default. If you want to block the predefined
applications, select the Block option.

Define Time Restrictions

This option lets you enable/disable application control feature. This feature lets you define time
restriction when you want to allow or block access to the applications based on specific days and
between pre-defined hours during a day.

For example, the administrator can block computer games, instant messengers, for the whole day but
allow during lunch hours without violating the Application Control Policies.

Datewise Restrictions
This feature lets you define datewise restrictions when you want to allow or block access to the
applications based on specific dates and between pre-defined hours during that date.
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Device Control

The Endpoint Security module protects your computer from unauthorized portable storage devices
prompting you for the password whenever you plug in such devices. The devices are also scanned
immediately when connected to prevent any infected files running and infecting the computer.

Application Control Device Control DLP

r B Enable Device Control

— USB Setti
[ Block use Ports [ ask for Password
Use eScan Administrator Password
Use Other Password
Do Virus Scan Allow user to cancel scan
[ Read only - use Disable AutoPlay
D Record Files Copied To USB / CD D Record Files Copied To Local
D Record Files Copied To Network Ignore System Drive
D Scan Whitelisted USE Devices Remove Read Only access for Whitelisted USE Davice
Serial No. Device Name Description o
Edit
Delete
Prin
[ Disable web Cam [ Disable Blustaoth
D Diszble SD Cards D Disable Hotspot
—CD / DVD Setting:
[J Block € / DvD [ Read only - €D / DVD

You can configure the following settings:

Enable Device Control [Default]
Select this option if you want to monitor all the USB storages devices connected to your endpoint.
This will enable all the options in this tab.

USB Settings

This section lets you customize the settings for controlling access to USB storage devices.

Block USB Ports
Select this option if you want to block all the USB storage devices from sharing data with endpoints.
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Ask for Password

Select this option, if you want eScan to prompt for a password whenever a USB storage device is
connected to the computer. You have to enter the correct password to access USB storage device. It is
recommended that you always keep this checkbox selected.

e Use eScan Administrator: This option is available only when you select the Ask for
Password checkbox. Click this option if you want to assign eScan Administrator password
for accessing USB storage device.

e Use Other Password: This option is available only when you select the Ask for Password
checkbox. Click this option if you want assign a unique password for accessing USB storage
device.

Do Virus Scan [Default]
When you select this option, the Endpoint Security module runs a virus scan if the USB storage
device is connected. It is recommended that you always keep this checkbox selected.

Allow user to cancel scan
Select this option to allow the user to cancel the scanning process of the USB device.

Read Only — USB
Select this option if you want to allow access of the USB device in read-only mode.

Disable AutoPlay [Default]
When you select this option, eScan disables the automatic execution of any program stored on a USB
storage device when you connect the device.

Record Files Copied To USB
Select this option if you want eScan to create a record of the files copied from the system to USB
drive.

Record Files Copied To Network
Select this option if you want eScan to create a record of the files copied from managed computers to
the network drive connected to it.

Record Files Copied To Local

Select this option if you want eScan to create a record of the files copied from the one drive to another
drive of the system. Please note that if you have selected "Ignore System Drive" along with this option
no record will be captured if the files are copied from system drive (the drive in which OS is installed)
to another drive.

Ignore System Drive
Select this option in case of you do not want eScan to record files that are copied from system drive of
managed computers to either network drive or any local drive.

Whitelist

eScan provides a greater level of endpoint security by prompting you for a password whenever you
connect a USB drive. To disable password protection for a specific device, you can add it along with
its serial number to the whitelist. The next time you connect the device it will not ask for a password
but will directly display the files or folders stored on the device. This section displays the serial
number and device name of each of the whitelisted devices in a list. You can add devices to this list
by clicking Add. The Whitelist section displays the following button:

Scan Whitelisted USB Devices
By default, eScan does not scan whitelisted USB devices. Select this option, if you want eScan to scan
USB devices that have been added to the whitelist.

An 1SO 27001 Certified Company WWw.escanav.com



Remove Read Only access for Whitelisted USB Device
Select this option to remove the read-only access for the whitelisted USB Device.

Add
Click Add to whitelist USB devices.
USB Whitelist window appears.

USB Whitelist

_ _ Client Date and -
Serial No. Device Mame Host Name Description
Time

No Record Found

| 0K || Cancel || Custom || Edit |

To whitelist a USB device, its details are required. If a USB device is connected to any eScan
installed endpoint, the USB details are sent to the server. The administrator will have to manually
whitelist the USB device.

To manually add a USB device in USB Whitelist without connecting to an endpoint, click Custom.

USB Whitelist

Serial No.

Device Name

Description

| Ok || Cancel |

Enter the USB details and then click OK. The USB device will be added and whitelisted.

Import
To whitelist USB devices from a CSV file, click Import.
Click Choose File to import the file with the list.

The list should be in following format:
Serial No 1, Device Name 1, Device Description 1 (Optional)
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Serial No 2, Device Name 2

E.g. SDFSD677GFQWS8N6CN8CBN7CXVB, USB Drive 2.5, Whitelist by
XyzDFRGHHRS54456HGDF3470MCNAK, Flash Drive 2.2

Disable Web Cam: Select this option to disable Webcams.
Disable SD Cards: Select this option to disable SD cards.
Disable Bluetooth: Select this option to disable Bluetooth.
Disable Hotspot: Select this option to disable Hotspot.

CD / DVD Settings

Block CD / DVD: Select this option to block all CD/DVD access.
Read Only - CD / DVD: Select this option to allow read-only access for CD/DVD.

o Click Default to apply default settings done during eScan installation. It loads and resets the
NOTE | values to the default settings.

An 1SO 27001 Certified Compan WWW,escanav.com
pany



DLP

The DLP tab lets you control attachment flow within your organization. You can block/allow all
attachments the user tries to send through specific processes that can be defined. You can exclude
specific domains/subdomains that you trust, from being blocked even if they are sent though the

blocked processes mentioned before.

Application Control Device Control DLP

Attachment Control Content Control

@ Attachment Allowed

[ attachment Blockad

Enter Process Mame : Eg. Thunderbird.exe

Add Delets

Blacklisted Process Ignore Whitelisted Sites only for Blacklisted process

| |prmp_-asna..e |un-mrmmismlme

Attachments will be allowed from below sites irrespactive of the above settings

Enter Site Name : Eg. Gmail.com,Yzhoo

Add Delets

Whitelisted sites

’7 I:I Attachment / Email report

www.escanav.com

7001 Certified Company



of LU
WORLD

Attachment Control
The Attachment Control tab lets you control attachment flow within your organization.

Attachment Allowed [Default]
Select this option if you want attachments to be allowed through all processes except a user specified
set of processes.

Attachment Blocked
Select this option if you want attachments to be blocked through all processes except a user specified
set of processes.

Enter Process Name

Enter the name of the processes that should be excluded from the above selection. Enter process name
and then click Add. To delete the added process, select particular process in Blacklisted Process
column and then click Delete.

Blacklisted Process
This will display a list of process you excluded when you selected the Attachment Allowed option.
eScan will block all attachments through this process.

Whitelisted Process
This will display a list of process you excluded when you selected the Attachment Blocked option.
eScan will allow all attachments through this process.

Ignore Whitelisted Sites only for Blacklisted process [Default]
Select this checkbox to ignore the whitelisted sites for process mentioned in Blacklist.

Enter Site Name

Enter the name of the websites through which attachments should be allowed irrespective of the above
settings. To add site, enter site name and then click Add. To delete the added whitelisted site, select
particular site in Whitelisted sites section and then click Delete.

Whitelisted Sites
The websites added above to be white listed are displayed in this list.

Attachment / Email report

Report for Attachment Allowed

This will list all the attachment allowed along with Application used to send attachment. E.g. Chrome,
Firefox, Outlook, Skype, Yahoo messenger, etc.

Report for all email (Including Attachment)
This will list all the email attachment uploaded along with Application used and subject of the email.
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Content Control

This tab enables the administrator to monitor & control the type of information which can be sent
outside of the endpoints.

® start O stop

Application Control Device Control DLP

Attachment Control Content Control

- Enable Blocking

@ Block L) Monitor

Content list -
Indian PAM Card

Indian Passport

Indian Voter 1D

Intarnational Bank Account Number (IBAN)

American Express - Credit Card

Mastercard - Credit Card .

Channels

r— Clipboard Protection
Chat Applications Allow Drag and Drop

D All Applications

r— Application File Access Protection
Password Protected Archives Password Protected Documents

Scan Archives

— Removable Storage Protection

D Removable Storage D Co/DVD

r Printer Protection

D Printers

Default | | Advanced Setting ” oK | | Cancel
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Enable Blocking
Select this option if you want to block all types of content, such as identity cards, personal details
connected to your endpoint. This will enable all the options on this tab.

Block:
Monitor:

Content List
Select this option to block sensitive information from all the listed documents like Credit/Debit Card,

Passport, Pan Card, and Driving License.

Channels
You can configure all types of channel, where you can transfer the content through this.

Clipboard Protection
o Chat Applications [Default]: Select this option to deny all chat applications from sharing the
data.
e Allow Drag and Drop [Default]: Select this option to allow the Drag and Drop function of
sensitive content.
o All Applications: Select this option to deny all the applications from sharing the data.

Application File Access Protection
e Password Protected Archives [Default]: Select this option to block all password protected
archives and from sharing it.
e Password Protected Document [Default]: Select this option to block all password protected
document and from sharing it.
e Scan Archives [Default]: Select this option to scan all the archives files.

Removable Storage Protection
o Removable Storage: select this option to deny all removable storage attached to the
computer from accessing the personal information.
e CD/DVD: Select this option to deny all CD/DVD access to confidential data.

Printer Protection
e Printers: Select this option to deny the use of networked printers to print the sensitive data.
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Advanced Settings
Clicking Advanced displays Advanced Settings.

Advanced Setting

HNams Value

Allowr Composite USE Device

Allow USE Modem

Enable Predefined USB Exclusion for Data Qutflow

Enable CO/DVD Scanning

Enable USE Whitelisting option on prompt for eScan clients o

Enable USE on Terminal Client

Enable Domain Password for USB

Show System Files Exacution Events

Allowr mounting of Imaging device i

Block File Transfer from IM 17

Allove WIFI Netwaork

Whitelisted WIFI SSID {Comma Separated)

Allows Netwark Printer

Whitelisted Network Printer list{Comma Separated)

Diszble Print Scrzen

Allow eToken Devices

Include File Extension for File Activity Monitoring {e.g EXE] -

Ok

Allow Composite USB Device (1 = Enable/0 = Disable)
Select this option to allow/block use of composite USB devices.

Allow USB Modem (1 = Enable/0 = Disable)
Select this option to allow/block use of USB modem.

Enable Predefined USB Exclusion for Data Outflow (1 = Enable/0 = Disable)
Select this option to enable/disable use of predefined USB.

Enable CD/DVD Scanning (1 = Enable/0 = Disable)
Select this option enable/disable scanning of CD/DVD.

Enable USB Whitelisting option on prompt for eScan clients (1 = Enable/0 = Disable)
Select this option to enable/disable USB Whitelisting option on prompt for eScan clients.

Enable USB on Terminal Client (1 = Enable/0 = Disable)
Select this option to enable/disable USB on terminal client.

Enable Domain Password for USB (1 = Enable/0 = Disable)
Select this option to enable/disable domain password for USB.

Show System Files Execution Events (1 = Enable/0 = Disable)
Select this option allow/block system files execution events.

Allow mounting of Imaging device (1 = Enable/0 = Disable)
Select this option to allow/block mounting of imaging devices.
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Block File Transfer from IM (1 = Enable/0 = Disable)
Select this option to allow/block file transfer from Instant Messengers.

Allow Wi-Fi Network (1 = Enable/0 = Disable)
Select this option to allow/block use of Wi-Fi networks.

Whitelisted WIFI SSID (Comma Separated)
Select this option to whitelist WIFI SSID. Enter the WIFI SSID in comma separated format.

Allow Network Printer (1 = Enable/0 = Disable)
Select this option to allow/block use of network printers.

Whitelisted Network Printer list (Comma Separated)
Select this option to whitelist network printer list. Enter the name of printers in comma separated
format.

Allow eToken Devices (1 = Enable/0 = Disable)
Select this option to allow/block use of eToken devices.

Include File Extension for File Activity Monitoring (e.g EXE)
Select this option to include File Extension for File Activity Monitoring.

Exclude File Extension for File Activity Monitoring (e.g EXE)
Select this option to exclude File Extension for File Activity Monitoring (e.g EXE).

Auto Whitelist BitLocker encrypted USB Devices (1 = Enable/0 = Disable)
Select this option to allow/block auto whitelist BitLocker encrypted USB devices.

Ask Password for whitelisted Devices only (1 = Enable/0 = Disable)
Select this option to allow/block ask password for whitelisted devices.

Disable Print Screen (1 = Enable/0 = Disable)
Select this option to enable/disable use of printer screen.

Block Software Installation/Uninstallation (1 = Enable/0 = Disable)
Select this option to enable/ disable for block software installation/uninstallation.

0 Click Default to apply default settings done during eScan installation. It loads and resets
NOTE | the values to the default settings.
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Privacy Control

Privacy Control module protects your confidential information from theft by deleting all the
temporary information stored on your computer. This module lets you use the Internet without leaving
any history or residual data on your hard drive. It erases details of the sites and web pages you have
accessed while browsing. This page provides you with options for configuring the module.

Privacy Control k4 Help

General Advanced

— Scheduler Options

You can set to run this Tool Automatically at Various times. Select the times you would like Auto Erase to run from the
Options Below.

Run at System Startup Run Everyday at 0:00 am | @'l

— Auto Erase Options

Clear Auto-Complete Memory Clear Last Search Menu Clear Cache
Clear Last Run Menu Clear Recent Documents Clear Cookies
Clear Temporary Folders Clear Files & Folders Clear Plugins
Clear Last Find Computer Clear Open/Save Dialog Box History Clear ActiveX
Clear Browser Address Bar History Empty Recycle Bin Clear History
Select All
| Default I OK I Cancel |

It consists following tabs:
e General
e Advanced

General tab
This tab lets you specify the unwanted files created by web browsers or other installed softwares that
should be deleted. You can configure the following settings:

Scheduler Options
You can set the scheduler to run at specific times and erase private information, such as the browsing
history from your computer. The following settings are available in the Scheduler Options section.

e Run at System Startup: It auto executes the Privacy Control module and performs the
desired auto-erase functions when the computer starts up.

e Run Everyday at: It auto-executes the Privacy Control module at specified times and
performs the desired auto erase functions. You can specify the time within the hours and
minutes boxes.
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Auto Erase Options

The browser stores traceable information of the websites that you have visited in certain folders. This
information can be viewed by others. eScan lets you remove all traces of websites that you have
visited. To do this, it auto detects the browsers that are installed on your computer. It then displays the
traceable component and default path where the temporary data is stored on your computer. You can
select the following options based on your requirements.

Clear Auto Complete Memory

Auto Complete Memory refers to the suggested matches that appear when you enter text in the
Address bar, the Run dialog box, or forms in web pages. Hackers can use this information to monitor
your surfing habits. When you select this checkbox, Privacy Control clears all this information from
the computer.

Clear Last Run Menu
When you select this option, Privacy Control clears this information in the Run dialog box.

Clear Temporary Folders

When you select this option, Privacy Control clears files in the Temporary folder. This folder contains
temporary files installed or saved by software. Clearing this folder creates space on the hard drive and
boosts the performance of the computer.

Clear Last Find Computer
When you select this option, Privacy Control clears the name of the computer for which you searched
last.

Clear Browser Address Bar History
When you select this checkbox, Privacy Control clears the websites from the browser's address bar
history.

Clear Last Search Menu
When you select this option, Privacy Control clears the name of the objects that you last searched for
by using the Search Menu.

Clear Recent Documents
When you select this checkbox, Privacy Control clears the names of the objects found in Recent
Documents.

Clear Favorites
When you select this checkbox, Privacy Control clears the names of the objects found in Favorites.

Clear Open/Save Dialog box History

When you select this checkbox, Privacy Control clears the links of all the opened and saved files.
Empty Recycle Bin

When you select this checkbox, Privacy Control clears the Recycle Bin.

NOGTE Use this option with caution as it permanently clears the recycle bin.

Clear Cache
When you select this checkbox, Privacy Control clears the Temporary Internet Files.

Clear Cookies
When you select this checkbox, Privacy Control clears the Cookies stored by websites in the
browser's cache.
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Clear Plugins
When you select this checkbox, Privacy Control removes the browser plug-in.

Clear ActiveX
When you select this checkbox, Privacy Control clears the ActiveX controls.

Clear History
When you select this checkbox, Privacy Control clears the history of all the websites that you have
visited.

In addition to these options, the Auto Erase Options section has below option as well.

Select All/ Unselect All
Click this button to select/unselect all the auto erase options.

Advanced tab

This tab lets you select unwanted or sensitive information stored in MS Office, other Windows files
and other locations that you need to clear.

Privacy Control k4 Help
General Advanced
MS Office =——————— — Windows Others
MS Word Temp files of Scan Disk Temp Files Windows Mediz Player Play List
MS Excel Clipboard Data Windows Media Player History
MS PowerPoint Start Menu Order History
MS FrontPage Registry Streams MRU (Most recently used)
MS Access Application Log
Select all
Default | | OK | | Cancel |
MS Office
The most recently opened MS office files will be cleared if these options are selected.
Windows
The respective unwanted files like temp files will be cleared.
Others

The unwanted files in the Windows media player will be cleared.

Select All/ Unselect All
Click this button to select/unselect all the options in Advanced tab.

0 Click Default to apply default settings, which are done during installation of eScan. It loads
NOTE | and resets the values to the default settings.

Policy Details also lets you do the following for Windows Operating System.
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Administrator Password

Administrator Password policy in eScan Enterprise EDR - Cloud lets you create and change password
for administrative login of eScan Protection Center and Two-Factor Authentication.

eScan Password

Select the option Set Password and define a password as per your choice. It also lets you keep the
password as blank, wherein you can login to eScan Protection Center without entering any password
for read-only access.

Add/Change Password u Help

eScan Password Two-Factor Authentication

Set Password Blank Password

Enter new Password

Confirm new Password

Fassword I case-sensitive

Use separate uninstall password

Enter uninstall password

Confirm uninstall password

Default || Advanced Setting || QK [| Cancel

Below are the mandatory criteria for strong password creation:

Password length: The password length should be of minimum 8 characters.

Lowercase: The password must contain at least 1 letter in Lowercase (a-z).

Uppercase: The password must contain at least 1 letter in Uppercase (A-Z).

Numeric: The password must contain at least 1 digit (0-9).

Special character: The password must contain at least 1 special character ($ @ ! % *#? _ &).
Password match: Both the entered passwords should be matching.

Additionally, there is an option to set an uninstall password. An uninstall password prevents
unauthorized uninstallation of eScan client from the endpoint. Upon selecting Uninstall option, eScan
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asks for uninstall password before proceeding further. To set an uninstall password, select checkbox
Use separate uninstall password.

Two-Factor Authentication

Your default system authentication (login/password) is Single-Factor Authentication which is
considered less secure as it may put your organization's data at high risk of compromise. The Two-
Factor Authentication, commonly known as 2FA, adds an extra layer of protection to your basic
system logon. The 2FA feature requires personnel to enter an additional passcode after entering the
system login password. So, even if an unauthorized person knows your system credentials, the 2FA
feature secures a system against unauthorized access.

With the 2FA feature enabled, the system will be protected with basic system login and eScan 2FA.
After entering the system credentials, eScan Authentication screen will appear as shown in the below
image. The personnel will have to enter the 2FA passcode to access the system. A maximum of three
attempts are allowed to enter the correct passcode. If the 2FA login fails, the personnel will have to
wait for 30 seconds to log in again. Read about managing 2FA license.

e

s, eScan Authentication

| #1 @ Two-Factor Authentication

of DIGITAL
WORLD

Enter your passcode:

eSgan

WWW.escanav.com
Copyright MicroWorld

Wed, 04 Aug 2021 01:17:00 PM UTC

To enable the Two-Factor Authentication feature, follow the steps given below:

1. Inthe eScan web console, go to Managed Computers.
2. Click Policy Templates > New Template.

o You can enable 2FA for existing policy templates by selecting a template > Properties.
NOTE | And then continue with the steps below:

3. Select Administrator Password checkbox and then click Edit.
4. Click Two-Factor Authentication tab.
Add/Change Password window appears.
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Add/Change Password u Help

eScan Password Two-Factor Authentication

Enable Two-Factor Authentication

ROP Safe Mode Local Logon Unlock

Use eScan Administrator Password
Use Other Password

Use Online Two-Factor Authentication

Default Advanced Setting oK Cancel

5. Select the checkbox Enable Two-Factor Authentication.
The Two-Factor Authentication feature gets enabled.

Login Scenarios
The 2FA feature can be used for all the following login scenarios:

RDP

RDP stands for Remote Desktop Protocol. Whenever someone takes remote connection of a client's
system, the personnel will have to enter system login credentials and 2FA passcode to access the
system.

Safe Mode
After a system is booted in Safe Mode, the personnel will have to enter system login credentials and
2FA passcode to access the system.

Local Logon
Whenever a system is powered on or restarted, the personnel will have to enter system login
credentials and 2FA passcode to access the system.

Unlock
Whenever a system is unlocked, the personnel will have to enter login credentials and 2FA passcode
to access the system.

Password Types

If the policy is applied to a group, the 2FA passcode will be same for all group members.
The 2FA passcode can also be set for specific computer(s).

You can use following all password types to log in:

Use eScan Administrator Password
You can use the existing eScan Administrator password for 2FA login. This password can be set in
eScan Password tab besides the Two-Factor Authentication tab.
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Use Other Password
You can set a new password which can be combination of uppercase, lowercase, numbers, and special

characters.

Use Online Two-Factor Authentication
This option can be enabled for all users or for particular user according to the requirement.
To learn more about adding user and enabling the 2FA, click here.

NOOTE Users can be added via Settings > Two-Factor Authentication > Users for 2FA option.

To use this feature, follow the steps given below:
1. Install the Authenticator app from Play Store for Android devices or App Store for iOS
devices.
2. Open the Authenticator app and tap Scan a barcode.
Select the checkbox Use Online Two-Factor Authentication.
4. Go to Managed Computers and below the top right corner, click QR code for 2FA.
A QR code appears.
5. Scan the onscreen QR code via the Authenticator app.
A Time-based One-Time Password (TOTP) appears on smart device.
6. Forward this TOTP to personnel for login.

@
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Advanced Setting
Clicking Advanced Setting displays Advance setting.

Advanced Setting

Marne Malue
Enable Autornatic Download 17
Enable Manual Download 17
Enable Alternate Cownload 17
Set Alternate Download Interval(In Hours) &

Disable download from Internet for Update

R,
Agents

Stop Auto change for download from Internet for -
Update Agents L
Enable Download of AntiSparm update first on -
cliznts :
Mo password for pause protection o

Enable Automatic Download (1 = Enable/0 = Disable)
It lets you Enable/Disable Automatic download of Antivirus signature updates.

Enable Manual Download (1 = Enable/0 = Disable)
It lets you Enable/Disable Manual download of Antivirus signature updates.

Enable Alternate Download (1 = Enable/0 = Disable)
It lets you Enable/Disable download of signatures from eScan (Internet) if eScan Server is not
reachable.

Set Alternate Download Interval (In Hours)
It lets you define time interval to check for updates from eScan (Internet) and download it on
managed computers.

Disable download from Internet for Update Agents (1 = Enable/0 = Disable)
Selecting this option lets you disable Update Agents from downloading the virus signature from
internet.

Stop Auto change for download from Internet for Update Agents (1 = Enable/0 = Disable)

This option is used when an Update Agent didn't find the primary server to download virus signature,
then it tries to get virus signature from internet, so to stop Update Agent from downloading from
internet this option is to be set to 1(one).

Enable Download of Anti-Spam update first on clients (1 = Enable/0 = Disable)
Normally while updating a system for virus signatures, we first download the anti-virus signature and
then anti-spam signature. This option lets you first download Anti-spam updates on clients.
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No password for pause protection

Selecting this option lets you pause the eScan protection without entering password.

Download Signature Updates from Internet and policy from Primary Server (1= Enable/0
Disable)

Selecting this option lets you download Signature Updates from Internet and policy from Primary
Server.

Change ICON to eScan (1= Enable/0=Disable)
Selecting this option will allow you to change the icon of the eScan.

Stop Patch Notification (1= Enable/ 0 = Disable)
This option allows you to enable/disable the patch notification option.

Set IPONLY (1=Enable/0=Disable)
Select enable/disable to set the IP ONLY option.

Enable HTTPS Download (1=Enable/0=Disable)
This option allows you to enable/ disable the HTTPS Download option.

Show Protection Center in Read Only Mode (Applicable only on icon Click)
Select enable/ disable to show Protection Center in Read Only Mode option.

Enable Policy REAPP (1=Enable/0=Disable)
Select this option to enable Policy REAPP option.

Disable Policy REAPP REG Only (1=Enable/0=Disable)
Select this option to disable the Policy REAPP REG only option.

Enable Win Patch download (1=Enable/0=Disable)
Select this option to enable Win Patch Download option.

Enable ALL Win Patch Download (1=Enable/0=Disable)
Select this option to enable ALL Win Patch Download option.
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ODS/Schedule Scan

ODS (On Demand Scanning)/Schedule Scan provides you with various options like — checking for
viruses, and making settings for creating logs and receiving alerts. You can also create task in the
scheduler for automatic virus scanning.

0 Click Default to apply default settings, which are done during installation of eScan. It loads
NOTE | and resets the values to the default settings.

It consists following tabs:
e Options
e Scheduler

ODSfSchedule Scan E Help
Options Scheduler
Virus Check | | Alert

In the case of an infection: | Automatic W |
Priority of scanner: | Mormal (normal runtime) i |
File types: | Automatic type recognition W |
D Use separate exclude list for ODS: Add [ Delete
Limit CPU Usage | Enabla for ODS anly v |
CPU Percentage Value :

| Default | | Advanced Setting || Save | | Cancel

Options

Options tab lets you make the settings for checking viruses and receiving alerts. There are two tabs —
Virus Check and Alerts. You can do the following activities:

e Virus Check

o Alerts
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Virus Check
It lets you configure the settings for checking viruses.
To set Virus Check:

1. Specify the following field details:
o In the case of an infection: Select an appropriate option from the drop-down list. For
example, Log only, Delete infected file, and Automatic [Default]. If the option
Automatic is selected, eScan will quarantine the infected file. In this case, if the
action Delete object is selected in File Anti-Virus module, the object will be deleted.
e Priority of scanner: Select an appropriate option from the drop-down list. For
example,
o High (short runtime)
o Normal (normal runtime) [Default]
o Low (long runtime)
o File types: Select an appropriate option from the drop-down list. For example,
\[Default\] Automatic type recognition and Only program files.
e Use separate exclude list for ODS: Select this option to add a list of file/folders that
should be excluded from scan.
o Limit CPU Usage: You can limit the CPU usage during the scan by selecting the
appropriate option from the drop-down list.
o Disable for all scan instances
o Enable for ODS only
o Enable for all scan instances
o CPU Percentage Value: Allocate the maximum threshold (in %) from the drop-
down for CPU usage during the scan.
2. Click Save.
Alerts tab

It lets you configure the settings for virus alert. You can also create a log of the infected viruses.
To set alerts,

1.

Under Alert section, Select the [Default] Warn, if virus signature is more than x day’s old
checkbox, and then enter the number of days in the x day’s old field, if you want to receive
alerts when virus signature exceeds the specified days. By default, value 3 appears in the
field.

Select the Warn, if the last computer analysis was more than x days ago checkbox, and
then enter the number of days in the x days ago field, if you want to receive alerts when last
computer analysis exceeds the specified days. By default, 3 appear in the field.

Under Log Settings section, select the [Default] Prepare Log checkbox, if you want to
prepare log of the infected files, and then select an appropriate option.

Click Save.

NOTE

Click Default to apply default settings, which are done during installation of eScan. It loads
and resets the values to the default settings.
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Scheduler

Scheduler tab lets you create/delete various tasks in the scheduler for automatic virus scanning.

0 Click Default to apply default settings, which are done during installation of eScan. It loads
NOTE | and resets the values to the default settings.

Clear All - This button will clear all the listed tasks.

Add Task
ODS/Schedule Scan E Help
Options Scheduler
Mame Schedule Mext start
Clear Al Add taszk Delete task Edit
| Default | | Advanced Setting || Save | | Cancel

Automatic Virus Scan window lets you do following activities:
a) Creating job
b) Setting analysis extent
c) Scheduling virus execution
d) Scheduling virus scan

a) Job
It lets you create the job details for virus scanning.

1. Click the Job tab.
2. Specify the following field details.
e Name: Enter a name for the task.
e Active [Default]: Select this checkbox, if you want to allow the client to schedule the
task.
e Start in foreground [Default]: Click this option if you want to view scanning
process running in front of you.
When this option is selected, the Scan only when idle option becomes unavailable.
e Start in background: Click this option if you want scanning process to run in the
background. By default, Do not quit if virus is detected option is selected. When

you select this option, the Quit drop-down list becomes unavailable.
3. Click Save.
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b) Analysis Extent
It lets you configure analysis extent settings for virus scanning.

Automatic virus scan E Help

Job Analysis extent Schedule Virus scan

Scan Startup
Scan memory, registry and services
¥| Secan local hard drives

¥ Sean System Drive
¥| Scan Data Drives

Scan network drives

i
[i]
II.

Cancel |

1. Click the Analysis Extent tab.

Select the Scan Startup option, if you want to scan all startup entries.

3. Select the Scan memory, registry and services option, if you want to scan memory,
registry and services.

4. Select the [Default] Scan local hard drives option, if you want to scan local hard drives.

5. Select Scan network drives option, if you want to scan network drives. Users should
note that scanning a network drive may affect system performance.

6. Click Save.

N
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¢) Scheduling
It lets you schedule the date and time of execution for virus scanning.

Automatic virus scan u Help

Job  Analysis extent Schedule Virus scan

— Execute
%2 Once Weaekly
Hourly Maonithly
Diaily With system startup

— Date and time

12:00 pm [E]

09/26/2019

| Save | | Cancel |

1. Click Schedule tab.

2. Under Execute section, select an appropriate option. For example, [Default] Once, weekly,
hourly, and so on.

3. Under Date and time section, click the calendar icon. The calendar appears.

4. Select an appropriate date from the calendar.

0 Click the left < and right > sign to navigate to the previous or next month and year from the
NOTE | calendar respectively.

5. Click the Time icon. The Timer appears.

6. Click the AM tab to view the before noon time and PM tab to view the afternoon time, and
then select an appropriate time from the list.

7. Click Save.
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d) Virus Scan

It lets you schedule virus scanning.

lAutomatic virus scan

EHelp

Job Analysis extent Schedule

Virus scan

In the case of an infection:
Priority of scanner:

File types:

Automatic
MNormal {normal runtime)

Automatic type recognition

Log Settings
Ld Prapare Log
®! Only infection to be logged

Full lag

1. Click the Virus Scan tab.
2. Specify the following field details:
o In the case of an infection: Select an appropriate option from the drop-down list. For
example, Log only, Delete infected file, and [Default] Automatic.
e Priority of scanner: Select an appropriate priority from the drop-down list.
o File types: Select an appropriate option from the drop-down list. For example,
[Default] Automatic type recognition and Only program files.

3. Under Log Settings section, select the [Default] Prepare Log checkbox, if you want to prepare
log of the infected files, and then click an appropriate option.
4. Click Save.

Delete Task — Clicking Delete Task lets you delete the particular task from the list.
Edit — Clicking Edit lets you edit the properties of the particular task from the list.

Advanced Settings

Autorun System Scanning if System not scanned for days defined
This option let you define days for autorun system scanning if system is not scanned.

Ignore Battery Status
Select this option to Ignore Battery Status.

Scan USB when All Drive option selected
Select this option to scan USB when all drive options are selected.

Remove LNK
This option lets you Enable/Disable Removal of LNK.

Start Background Scan in System Mode
Select this option to start background scan in system mode.

www.escanav.com
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Enable Scan Caching
This option lets you Enable/Disable scanning of cache.

Check for Corrupted Files
Select this option to check for corrupted files.

Scan in low Priority Mode
It lets you Enable/Disable the scan in low priority mode on the computer.

Enable Unhiding of USB Files & Folder
This option let you enable/disable unhiding USB files & folders.

Enable Missed schedule scan JOB’s to run
This option let you enable/disable missed schedule scan JOB’s to run.
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MWL (MicroWorld WinSock Layer)

eScan's "MicroWorld-WinSock Layer" (MWL) is a revolutionary concept in scanning Internet traffic
on a real-time basis. It has changed the way the world deals with Content Security threats. Unlike the
other products and technologies, MWL tackles a threat before it reaches your applications. MWL is
technically placed above the WinSock layer and acts as a "Transparent Gatekeeper" on the WinSock
layer of the operating system. All content passing through WinSock has to mandatorily pass through
MWL, where it is checked for any security violating data. If such data occurs, it is removed and the
clean data is passed on to the application.

MWL Inclusion List

Inclusion List contains the name of all executable files which will bind itself to MWTSP.DLL. All
other files are excluded.

0 Click Default to apply default settings, done during eScan installation. It loads and resets
NOTE | the values to the default settings.

You can do the following activities.
* Adding files to Inclusion List
* Deleting files from Inclusion List
* Removing all files from Inclusion List

MWL Inclusion List ij Help

telnet.exe | Add |

) | Delete |
msimn.exe

| Removeall |
outlook.exe
eudora.exe

winpm-32.exe
phoenix.exe
thebat.exe
jrew.exe
Jre.exe

inetinfo.exe -

| Default || ok || Cancel

Add files to Inclusion List

To add executable files to the Inclusion List, follow the steps given below:
1. Enter the executable file name and then click Add.
The executable file will be added to the Inclusion List.
2. Click OK.
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Delete files from Inclusion List
To delete executable files from the Inclusion List, follow the steps given below:
1. Select executable files, and then click Delete.
A confirmation prompt appears.
2. Click OK.
The executable file will be deleted from the Inclusion List.

Remove all files from Inclusion List

To remove all executable files from the Inclusion List, follow the steps given below:
1. Click Remove All.
A confirmation prompt appears.
2. Click OK.
All executable files will be removed from the Inclusion List.

MWL Exclusion List

MWL (MicroWorld WinSock Layer) Exclusion List contains the name of all executable files
which will not bind itself to MWTSP.DLL.

o Click Default to apply default settings, which are done during installation of eScan. It loads
NOTE | and resets the values to the default settings.

You can do the following activities:
« Adding files to Exclusion List
« Deleting files from Exclusion List
« Removing all files from Exclusion List

MWL Exclusion List E Help
INETINFO.EXE | Add |
| Delete |

WHTTPD32.DLL
| Removeall |

NS-ADMIN.EXE

NS-SLAPD.EXE

TCPSVCS.EXE

SVCHOST.EXE

ESERV.EXE

DOWNLOAD.EXE

RP.EXE

SPOOLER.EXE -

Default || Ok || Cancel
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Adding files to Exclusion List
To add executable files to the Exclusion List:
1. Enter the executable file name and then click Add.

The executable file gets added to the Exclusion List.
2. Click OK.

Deleting files from Exclusion List

To delete executable files from the Exclusion List:
1. Select the appropriate file checkbox, and then click Delete.
A confirmation prompt appears.
2. Click OK.
The executable file gets deleted from the Exclusion List.

Removing all files from Exclusion List
To remove all executable files from the Exclusion List:
1. Click Remove All.
A confirmation prompt appears.
2. Click OK.
All executable files get removed from the Exclusion List.
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Notifications and Events

Notifications & Events i vele

Notifications Events

—Warning Notification Settings

r— Wirus Alarts r— Warning Mails

A T
Show Alert Dialog-box | GE0m | | o

— Mail Server Settings ~ Delete Mails From User

SMTP Mail Server [ | Add

SMTP Port

Authentication(Opt.)

Authentication
Password{Opt.)

User | | RemoveAll

Attachment Removed Warning To Sender
Attachment Remowed Warning To Recipient
Virus Warning Te Sender

Wirus Warning To Recipient

D Content Warning To Sender

Content Warning To Recipient

| attram.snd

#Lines starting with # are comment lines.
#This file specifies warning sent to Mail-Sender by
#a5can when it deletes attachments.

The attachment(s) that you sent with the following mail
was deleted by eScan {not delivered to the recipient)

The Mail came from @ %f
The Mail recipient  : %t
Subject of the Mail : %s
Message-ID %
Recsived : %ar A

| Default || Advanced Setting || ok || Cancel

Notifications

Notifications tab lets you configure the notification settings. It lets you send emails to specific
recipients when malicious code is detected in an email or email attachment. It also lets you send alerts
and warning messages to the sender or recipient of an infected message. You can configure the
following settings:

Virus Alerts [Default]
This section contains Show Alert Dialog box option. Select this option if you want Mail Anti-Virus
to alert you when it detects a malicious object in an email.

Warning Mails
Configure this setting if you want Mail Anti-Virus to send warning emails and alerts to a given sender
or recipient. The default sender is postmaster and the default recipient is postmaster.

Attachment Removed Warning to Sender [Default]

Select this checkbox if you want Mail Anti-Virus to send a warning message to the sender of an
infected attachment. Mail Anti-Virus sends this email when it encounters a virus infected attachment
in an email. The email content is displayed in the preview box.
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Attachment Removed Warning to Recipient [Default]
Select this checkbox if you want Mail Anti-Virus to send a warning message to the recipient when it
removes an infected attachment. The email content is displayed in the preview box.

Virus Warning to Sender [Default]
Select this checkbox if you want Mail Anti-Virus to send a virus warning message to the sender. The
email content is displayed in the preview box.

Virus Warning to Recipient [Default]
Select this checkbox if you want Mail Anti-Virus to send a virus warning message to the recipient.
The email content is displayed in the preview box.

Content Warning to Sender
Select this checkbox if you want Mail scanner to send a content warning message to the sender. The
email content is displayed in the preview box.

Content Warning to Recipient [Default]
Select this checkbox if you want Mail scanner to send a content warning message to the recipient. The
email content is displayed in the preview box.

Delete Mails from User

You can configure eScan to automatically delete emails that have been sent by specific users. For this,
you need to add the email addresses of such users to the Delete Mails From User field. The Add,
Delete, and Remove All buttons appear as dimmed. After you enter text in the Delete Mails From
User field, the buttons get enabled.

Events
Events tab lets you define the settings to allow/restrict clients from sending alert for following events:
* Executable Allowed
*  Website Allowed
* Cleaned Mail
* Application Stopped

* Application Started
By default, all events are selected.

Motifications & Events E Help

Motifications Events

— Do not allow client to send event for

Executable Allowed

WebSite Allowed

Cleaned Mail

Application Stopped

Application Started -

| Default || Advanced Setting || Ok || Cancel
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Advanced Settings

Advanced Setting

Name Value

Enable Caching of Unsent Events

Show "Secured by eScan’ on startup

Show eScan Splash window

Send Only Defined Event Ids

olgjoigjo

Enable Gaming Made

Enable Caching of Unseen Events (1 = Enable/0= Disable)
It lets you Enable/Disable automatic caching of unseen events.

Show 'Secured by eScan’ on startup (1 = Enable/0= Disable)
It lets you Enable/Disable the display of 'Secured by eScan' at the startup of the computers.

Show eScan Splash window (1 = Enable/0= Disable)
It lets you Enable/Disable display of eScan Splash Window.

Send Only Defined Event Ids
It lets you send only the defined events such as File Antivirus IDs, Mail Antivirus IDs, and more.

Enable Gaming Mode (1 = Enable/0 = Disable)
It lets you Enable/Disable the gaming mode on the computer.
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Schedule Update

The Schedule Update lets you schedule eScan database updates.

Schedule Update u Help
®/ putomatic Download Schedule Download
Daily
Weekly Mon Tue Wed Thu
Fni Sat Sun
Monthly 1 v
At 12:00 am
| Default || Advanced Setting || Ok || Cancel |

The updates can be downloaded automatically with Automatic Download option.

-OR-

The updates can be downloaded on a schedule basis with Schedule Download option. Select intervals

and time basis as per your preferences.

Advanced Settings

Set bandwidth limit for download (in kb/sec)
It lets you define bandwidth limit for download on managed computers, if you have limited internet

connection or other network issues.

Retry schedule download (Default retry interval is 15 minutes)
It lets you define time to retry for download updates (Default retry interval is 15 minutes) on managed

computers.
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Tools
The Tools lets you configure eBackup setting.
Taols E vele
EBackup
[EHAdd Backup Set| |[EpEdit Backup Set| | [ Delete Backup Set
Backup Hame MNext Start Created On
Ok [ e |
eBackup

Taking regular backup of your critical files stored on your computer is very important, as files may
get misplaced or damaged due to issues such as virus outbreak, modification by a ransomware or
another user. This feature of eScan allows you to take backup of your important files stored on your
computer such as documents, Photos, media files, music files, contacts, and so on. It allows you to
schedule the backup process by creating tasks. The backed up data is stored in an encrypted format in
a folder secured by eScan's real-time protection. You can create Backup jobs by adding files, folders
to take a backup either manually or schedule the backup at a defined time or day.

With eBackup feature you can:
o Create, schedule, edit, and delete backup jobs as per requirement.
e Take a backup of specific folder(s)/file extension(s) on local endpoint, external drives or
network drive.
e Exclude specific folder(s)/file extension(s) from being backed up.
e Add specific file extensions to be backed up along with regular backup as per requirement.
e Save the backup data in external hard drive or local drive.

The eBackup option has following tabs to configure:

Job
Using this tab you can schedule the eBackup task.
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Add Backup Set E Help

Job Backup Source and Exclusion Backup location

Active
Name
|
—Schaduler
— Execute
@ Once [:] Weekly
[:] Hourly [:] Monthly
O Daily O with system startup
—Date and time

[J set Restore Password

MNote* : Password can be set only while adding new job.

| Save | | Cancel

Active
Select this option to set the configuring eBackup option as active.

Scheduler

This option allows you to schedule the eBackup to repeat the process such as Once, Hourly, Daily,
Weekly, Monthly, or with system startup.

Date and time

This option allows you to select the day, time, and date for running the scheduled eBackup task.

Set Restore Password
Select this option to set a password for restoring backup file on the computer.
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Backup Source and Exclusion
This tab allows to include and exclude the folder and files for backup.

E Help

Add Backup Set

Job Backup Source and Exclusion Backup location

r Backup Source

Add

Folder
Delete

Edit

r Folder Settings
Add File Types for Backup

r FilefFolder Exclusion

Office Documents Customize Add File/Folder
O il ® Folder O Exclude by mask
All Files
| Add
Delete
File/Folder Type |
RemoveAl

| Save | | Cancel

Backup Source
This option allows you to add the folder path(s) on which the backup has to be performed. Apart from

that you can select the document types to be backed up from these particular folders.

Folder Settings
Add File Type for Backup: Select the type of files for backup. By default, Office Documents

option is selected.
File/Folder Exclusion: In this section, you can exclude a specific folder or a file format from

getting backed up. You can add, delete, and remove the files for the same.

www.escanav.com
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Backup Location
This tab allows to define the storage location for the backup created.

Add Backup Set E Help

Job Backup Source and Exclusion Backup location

Local/Network Google Drive DropBox  OneDrive

Stara backup on Local/MNetwork drive

Local Drive Settings
Destination Path for Backed up Files. UserNams Passward

Nate : Only Drive name or full UNC path is Allawed.
Eg: 1. "c:\"
2. "\\182.168.0.96\external\backup”

| Save | | Cancel

Local/Network
Administrator can save the backup set in the Local/Network Drive by providing the path of the drive

and Username and password for the network drive.

Network storage of backup set will be available in the trial period. To continue the use of
0 this feature user need to avail the license for the same.

In case of system crash or hardware failure, user can recover the created data backup, so
el storing the backup in the network drive, mapped drive, or NAS drive would be useful in

such scenarios.

www.escanav.com
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Google Drive
Administrator can save the backup set in the Google Drive by selecting the appropriate Gmail account
and password for the same.

Add Backup Set i Hele

Job Backup Source and Exclusion Backup location

Local /Network Google Drive DropBox OneDrive

[ sStore backup on Google Drive.

—Google drive setting:

Select gmail account :

Refrash token :

Check Storage Login

Remove gmail account ¢

Mark for deletion Unmarl

Mate: the selected email will be permantly deleted only after saving the palicy.

Note: To store backup on the Google Drive, select the appropriste Google account. If you have a Google account, click "Login”. Additionally, the "Login” button
also lets you create an account if you want to use account other than your existing accounts.

Save |[ cancel

To store backup on the Google Drive, select the appropriate Google account. If you have
0 a Google account, click "Login". Additionally, the "Login" button also lets you create
NOTE an account if you want to use account other than your existing accounts.
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DropBox

Administrator can save the backup set in the DropBox by selecting the appropriate DropBox account
and password for the same.

Add Backup Set

i Help

Job Backup Source and Exclusion Backup location

Local f Network Google Drive DropBox OneDrive

[ Store backup on DropBox.

[~ DropBox satting

Select DropBox account :

Refresh token :
Check Storage
Remove dropbox account @

Mark for deletion Unmark

*Note: the selected email will be permantly deletad only after saving the palicy.

Mote: To store backup on the DropBox, select the appropriate DropBox account. If you have 2 DropBox account, click "Login™. Additionally, the "Login” button
also lets you create an account if you want to use account other than your existing accounts.

save || cancel |

9 To store backup on the DropBox, select the appropriate DropBox account. If you have a
NG DropBox account, click "Login". Additionally, the "Login" button also lets you create an
account if you want to use account other than your existing accounts.
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OneDrive
Administrator can save the backup set in the OneDrive by selecting the appropriate OneDrive account
and password for the same.

Add Backup Set i Hele

Job Backup Source and Exclusion Backup location

Local / Network Google Drive DropBox OneDrive

[J Store backup on OneDrive.

[~ OneDrive Setting:

Select OneDrive account :

Refrash token :

Remove onedrive account :

*Note: the selected email will be permantly deleted only after saving the palicy.

Note: To store backup on the OneDrive, select the appropriate OneDrive account. If you have a OneDrive account, click "Login”. Additionally, the "Login" button
also lets you create an account if you want to use account other than your existing accounts.

9 To store backup on the OneDrive, select the appropriate OneDrive account. If you have
NOTE OneDrive account, click "Login". Additionally, the "Login™ button also lets you create an
account if you want to use account other than your existing accounts.

Add Backup Set
To create a Backup Set:
1. Go to Managed Computers.
2. Click Policy Templates > New Template.

You can add the backup set for existing Policy Templates by selecting a Policy Template
NOTE and then clicking Properties. Then, follow the steps given below:

w

Select Tools checkbox and then click Edit.

Click Add Backup Set.

Add Backup Set window appears.

In Job tab, enter a name.

In the Scheduler section, select a preferred interval for backup execution.

Click Backup Source and Exclusion tab and configure the same accordingly.
Click Backup Location tab, select the appropriate option to save the backup file.
Click Save.

The Backup Set will be created.

s

© ooNo U

0 By default, Active option is selected. If Active option is not selected, a Backup Set
NOTE | will be created but eScan won't backup data.

Edit Backup Set
To edit a Backup Set:
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1. Select a Backup Set.

Click Edit Backup Set.

3. After making the necessary changes, click Save.
The Backup Set will be edited and saved.

N

Delete Backup Set
To delete a Backup Set:
1. Select a Backup Set.
2. Click Delete Backup Set.
A confirmation prompt appears.
3. Click OK.
The Backup Set will be deleted.
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Configuring eScan Policies for Linux and Mac
Computers

eScan lets you define settings for File Anti-Virus, Endpoint Security, On Demand scanning and
Schedule Scan module for Linux and Mac computers connected to the network. Click Edit to
configure the eScan module settings for computers with respective operating systems.

A g

[ File anti-virus iy =it [ Endpeint Sacurity @) [ Edit
Assign From Aszign From

D On Demand Scanning @} ‘_, Edit I:I Schedule Scan @) ‘_ Edit
Assign From Assign From

[ schedule Update [ Edit [ administrator password A Edit
Assign From Assign From

[ web Protection @ Edit [ Metwork Security @ Edit
Assign From Aszign From

Icons next to every module displays that the settings are valid for the respective operating
systems only.

NOTE | It lets you define settings for Scanning; you can also define action to be taken in case of an
infection. It also lets you define the number of days for which the logs should be kept as
well as create list for Masks, Files or Folders to be excluded from scanning.

www.escanav.com
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File Anti-Virus (&)

File Anti-¥irus B [l 4 Help

In the caze of an infection: | Dizinfect (if not pozsible, quarantineg) V| ‘

Scan Settings
|:| Archives B ‘ |:| Mails"‘
Packed® ‘_, |:| Croszs file systern @)
|:| Follow symbolic link s @

Display attention messages
Murmber of days log should be kept | 265

|:| Exclude by mask ‘_.

Add

Delate

Rermaovesll

|:| Exclude Files [ Foldersa ‘_
Add

Celete

Rernaoveall

Add Directory for realtime scan @

| | Add

[Clihorme Delete

|| itrap Rermovesll

Default || Ok, || Cancel |

Actions in case of infection [Drop-down]
It displays a list of actions eScan should take, in case of virus detection.

File Anti-Wirus @ i

In the caze of an infection: Dizinfect [if not poszible, quarantine] ¥
Log only

Cizinfect [if not possible, log)

Dizinfect [if not poszible, delete file)

Archives @y ‘_ Dizinfact [if not pazsible, quarantineg)
Delete
i Packed ‘- Quarantine

Follow syrnbolic links @
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By default, Disinfect (if not possible, quarantine file) option is selected. Following are the types of
actions:
e Log Only: This option indicates or alerts the user about the infection detected (No Action is
taken; only logs are maintained).

o Disinfect (if not possible, log): This option tries to disinfect and if disinfection is not possible
it logs the information of only the infected object.

o Disinfect (if not possible, delete file): This option tries to disinfect and if disinfection is not
possible it deletes the infected object.

o Disinfect (if not possible, quarantine file): This option tries to disinfect and if disinfection is
not possible it quarantines the infected object.

e Delete: This option deletes the infected object.
e Quarantine: This option quarantines the infected object.
Scan Settings

e Mails - It indicates scanning the mail files. By default, it is selected. Select this checkbox if
you want eScan real-time protection to scan mails.

e Archives - It indicates the archived files, such as zip, rar, and so on. Select this checkbox if
you want eScan real-time protection to scan archived files.

e Packed - It indicates the compressed executable. Select this checkbox if you want eScan real-
time protection to scan packed files.

e Cross File System that facilitates scanning of files over cross-file systems.

e Follow Symbolic Links: scans the files following the symbolic links.

Exclude by Mask (file types) - Select this option if you want eScan real-time protection to exclude
specific file extensions.

Exclude Folders and files - Select this option if you want eScan real-time protection to exclude
Folders and files from scanning. eScan lets you add; Remove any or all Added Files or Folders
whenever required.

Add Directory for Real-Time Scan - If you want eScan to perform real-time scan on any of the
directories add them in this list.

You can restore default eScan settings by clicking Default.
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Endpoint Security (&)

The Endpoint Security module lets you centrally manage all endpoints on your network and closely
monitor all USB activities in real-time. With eScan USB control, you can prevent data theft by
blocking all except your trusted USB storage devices and Stop your files from being taken away on
thumb drives, iPod, mp3 players and portable USB hard drives.

Application Control

The Application Control tab allows to block the execution of application or package.

Endpoint Security E Help

® start 0 stop

Application Control Device Control File Integrity Monitor

- D Enable Application Control

Enter &pplication/Package to Block
root

List of Blocked Applications/Packages

Application/Package Mame Add

Deleta

Remaowe All

Default | | oK || Cancel

Enable Application Control
Select the checkbox to enable the application control feature.

Enter Application/Package to block

Enter the application or package name to add them in the list of application/packages blocked.
To delete the application/package, select the specific app/package and click Delete.

To delete all the application from the list, click Remove All.

An ISO 27001 Certified Company
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Device Control
The Device Control tab enables you to allow/block the access to the USB devices and the CD/DVD in
client computers.

Endpoint Security i Help

® start O stop

Application Control Device Control File Integrity Monitor

mal

[ Enable Device Cantral

USB Contral
Allow All Block All Ask Password

Use Escan Administrator Password

Use Other Password

Blacklist

Block Blacklisted USE Devices

i S— pre—

Import

Monitor to USE @} Autoscan to USB

—CD / DVD Settings f§}

) Block co / DVD () Read only - cD / DVD [ pisatle

| Default | | O | | Cancel |

Enable Device Control: Select this checkbox to configure the Device Control settings.
e USB Control: This option lets you allow, block, or set password for the USB device
connected to the endpoint. It has following options:
o Allow All: Select this option to allow all the connected USB devices.
o Block All: Select this option to block all the connected USB devices.
o Ask Password: Select this option to set password for the connected USB devices.
This will ask password before allowing USB devices to connect to the system. You
can either set a password or use the administrator password using the options Use
Other Password and Use Escan Administrator Password respectively.
o Blacklist: This option lets you add USB devices to the blacklist. You can add, delete, modify
USB devices using the following options:
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o Add: Use this button to enter USB serial number, name, and description of the USB
devices in order to blacklist it.

UsE Whitelist

Serial Mo,

Device Name

Description

I |
o | Coma )

Import: It allows you to blacklist multiple USB devices at once using CSV file.
Edit: It allows you to edit the details of the USB devices.

Delete: It allows you to remove the USB device from the list.

Remove All: It allows you to remove all the USB devices from the list.

Print: It allows you to print the USB device list along with their details.

O O O O O

e Whitelist: This option lets you add USB devices to the whitelist. You can add, delete, modify

USB devices using the following options:
o Add: Use this button to enter USB serial number, name, and description of the USB

devices in order to whitelist it.

UsE Whitelist

Serial Mo,

Device Mame

Description

o | [ )

Import: It allows you to whitelist multiple USB devices at once using CSV file.
Edit: It allows you to edit the details of the USB devices.

Delete: It allows you to remove the USB device from the list.

Remove All: It allows you to remove all the USB devices from the list.

Print: It allows you to print the USB device list along with their details.

O O O O O

e Monitor to USB: Select this checkbox to monitor all the USB devices connected to the
endpoints.

e Autoscan to USB: Select this option to auto-scan all the USB devices connected to the
endpoints.
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CD/DVD Settings
This option lets administrator to block, allow, and disable the CD/DVD settings. You have following
options to configure:
e Block CD/DVD: This option blocks CD/DVD inserted in the computer.
¢ Read Only CD/DVD: This option allows limited (only reading) access to the user for the
data stored in inserted CD/DVD.
o Disable: This option disables the configured settings for CD/DVD.

File Integrity Monitor

Endpoint Security E Help

® start ) stop

Application Control Device Control File Integrity Monitor

— B3 Ensble FIm [ |

File Integrity Check Alert l:l Create New Baseline

Enter Directory Mame
| | Add

Directories Name Delete
O] sib Remove All
[ rete
[] tbin
(] sbin
| Defaule || oK I Cancel

Enable FIM
Select this checkbox to enable the File Integrity Monitor option.

e File Integrity Check Alert: This checkbox will check the file integrity and alert the admin
accordingly.

o Create New Baseline: This checkbox will create a baseline for the selected directories and
the FIM will begin monitoring changes for the selected directories.

Enter Directory Name
Enter the directory name to add it to the integrity monitoring.

You can also select the directory name from the pre-defined list in the below table to add them to
monitoring.

To delete a specific directory from monitoring, select the directory, and click Delete.
To remove all the directory from monitoring, click Remove All.

Default
This button will reset all the settings of the window to their default values.
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ODS Settings (&) %
With ODS Settings you can define actions in case of infection, you can also define list of files by
mask, Files or Folders to be excluded from Scanning. It also lets you configure settings for various

other Scan options like Include Sub directories, Mails, Archives Heuristic Scanning etc. by selecting
respective options.

0DS Settings [ | 4 Help
In the case of an infection: | Disinfect (if not possible, quarantine) |
Prigrity of scanner: | Mormal (normal runtime) Vl
D Exclude by mask
Add
Delete
Ramovedl
I:I Exclude Files / Folders
Add
Delete
RemoveAl
— Scan Options
Include sub directories D Mail=s
Hewristic Archives
I:l Cross filesystem Packad
I:I Follow symbalic links Memory Scan
| Default | | oK || Cancel |

Actions in the case of infection [Drop-down]
It indicates a type of action which you want eScan real-time protection to take, in case of virus

detection.
In the case of an infection: Disinfect (if not possible, gquarantine) W
Priority of scanner: Disinfect (if not possible, log}

Disinfect (if not possible, delete file)
Disinfect (if not possible, Rename File)
|:| Exclude by mask Disinfect (if not possible, quaranting)
Delete Infected File
Rename Infected File
| Quarantine

| T

By default, Disinfect (if not possible, quarantine file) option is selected. Following actions can be
taken:

e Log Only: It indicates or alerts the user about the infection detected.
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o Disinfect (if not possible, log): It tries to disinfect and if disinfection is not possible it logs
the information of only the infected object.

o Disinfect (if not possible, delete file): It tries to disinfect and if disinfection is not possible it
deletes the infected object.

o Disinfect (if not possible, Rename file): It tries to disinfect and if disinfection is not possible
it renames the infected object.

o Disinfect (if not possible, quarantine): It tries to disinfect and if disinfection is not possible
it quarantines the infected object.

o Delete Infected File: It deletes the infected object.
¢ Rename Infected File: It renames the infected object.

e Quarantine: It quarantines the infected object.

Priority of Scanner — You can select the priority of scanning as High (short runtime), Normal
(normal runtime), or Low (long runtime).

e High (short runtime) — Has a short runtime.
e Normal (normal runtime) — Has a normal runtime.
e Low (long runtime) — Has a long runtime.

Exclude by Mask — Select this checkbox if you want eScan real-time protection to exclude specific
files, and Remove any or all Added Files whenever required.

Exclude Files / Folders — Select this checkbox if you want eScan real-time protection to exclude
Folders and files from scanning. eScan lets you add; Remove any or all Added Files or Folders
whenever required during On Demand Scanning.

Scan options
e Include Sub Directories [Default] — This option ensures eScan scans all the sub directories
recursively under every directory and not only the first level of directories.

o Heuristic [Default] — Heuristic scanning is almost identical to signature scanning, which
instead of looking for specific signatures looks for certain instructions or commands within a
program/application. This results in the detection of potentially malicious function in
program/application.

o Cross File System — that facilitates scanning of files over cross-file systems.
o Follow Symbolic Links — scans the files following the symbolic links.

e Mails — It indicates scanning the mail files. Select this checkbox if you want eScan real-time
protection to scan mails.

e Archives [Default] — It indicates the archived files, such as zip, rar, and so on. Select this
checkbox if you want eScan real-time protection to scan archived files.

o Packed [Default] — It indicates the compressed executable.

e Memory / Services [Default] — This option ensures eScan scans the system's memory for any
infection from malwares.

You can restore default eScan settings by clicking Default.
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Schedule Scan (& #

Schedule Scan ‘_. E Help
| Marne Schedule Type Schedule ©n |
Clear All Delete tazk Edit
[ Save ] [ Cancel ]

It lets you add a task for scheduling a scan.
Adding a task - It lets you schedule and define options for Analysis extent and the files or folders to

be scanned.

Automatic Virus Scan

Schedule
E Help

lAutomatbc viris scan

Marme

Schedule Analysis extent Yirus scan

-A K
Executea
® cnce O weekly
# M O Manthly
O paily

Date and tirme

Manth : Date : |21 %/ [12:00 pra | (@7

Save Cancel

www.escanav.com
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Using this tab you can define the task name and schedule it as desired. You can schedule the scan
once, weekly basis, every hour, monthly or daily. It also lets you schedule virus scan at desired date
and time.

Analysis Extent

Automatic wirus scan E Help

Marme

Schedule Analysis extent Yirus scan

—Scan Options @

Include sub directories L] mails

Heuristic Archives

) cross filesystem Packed

| Follow symbolic links Mernory Scan B
Save | Cancel |

Using this tab you can define the scan options for Linux and Mac computers connected to the
network.
¢ Include sub Directories [Default] — This option lets you include sub directories while
conducting an automatic scan.

e Heuristic Scan [Default] — Heuristic scanning is almost identical to signature scanning,
which instead of looking for specific signatures looks for certain instructions or commands
within a program/application. This results in the detection of potentially malicious function in
program/application.

o Cross File System - facilitates scanning of files over cross-file systems.
e Follow symbolic links - scans the files following the symbolic links.

e Mails - It indicates scanning the mail files. By default, it is selected. Select this checkbox if
you want eScan real-time protection to scan mails.

e Archives [Default] - It indicates the archived files, such as zip, rar, and so on. Select this
checkbox if you want eScan real-time protection to scan archived files.

o Packed [Default] - It indicates the compressed executable. Select this checkbox if you want
eScan real-time protection to scan packed files.

e Memory / Services [Default] - This option will only scan the memory of the system.
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Virus Scan
Iutomatic virus scan E Help
Marme

Schedule Analysis extent VYirus scan

In the case of an infection: @ [ | Disinfect [if not possible, quaranting] W |
Priority of scanner: # ‘. | Marmal [normal runtime) V|
(] Exxcude by maszk @ ‘_.
Add
Delata
Removesl|
I:I Exclude Files f Folders a ‘_
Add
Delata
Removesl|

Save | Cancel |

Actions in case of Infection [Drop-down]
It displays a list of actions eScan should take, in case of virus detection. By default, Disinfect (if not
possible, quarantine file) option is selected. Following are the types of actions:

e Log Only: Itindicates or alerts the user about the infection detected.

o Delete Infected File: Infected objects are deleted with this option.
e Rename Infected File: This option allows you to rename the infected files.

e Quarantine: Infected objects are quarantined with this option.

o Disinfect (if not possible, log): It tries to disinfect and if disinfection is not possible it logs
the information of only the infected object.

o Disinfect (if not possible, delete file): It tries to disinfect and if disinfection is not possible it
deletes the infected object.

¢ Disinfect (if not possible, quarantine): It tries to disinfect and if disinfection is not possible
it quarantines the infected object.

o Disinfect (if not possible, Rename file): It tries to disinfect and if disinfection is not possible
it renames the infected object.
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Exclude by Mask - Select this checkbox if you want eScan real-time protection to exclude specific
files, and then add the directories and files that you want to exclude by clicking Add. eScan lets you
Remove any or all Added Files whenever required.

Exclude Files / Folders - Select this checkbox if you want eScan real-time protection to exclude
Folders and files from scanning. eScan lets you add; Remove any or all Added Files or Folders
whenever required.

Schedule Update a)

This module lets you schedule the updates for Linux computers.

Schedule Update E Help

) Automatic Download

Start at 12:00 pm Every hours(s)
~ ® scheduls Downlozd
® onee O Weekly
)] Hourly @] Manthly
o Daily

Date and time
|7 Month:[1 w|Date:[1 v |12:00am  |[@¥]

| Default | | ok || Cancel |

e The updates can be downloaded automatically with Automatic Download option.
e The updates can be downloaded on a schedule basis with Schedule Download option. Select
intervals and time basis as per your preferences.
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Administrator Password (&)

Administrator Password lets you create and change password for administrative login of eScan
protection center for Linux computers. It also lets you keep the password as blank, wherein you can
login to eScan protection center without entering any password. It also lets you define uninstallation
password which will be required before uninstalling eScan Client from managed computers manually.
The user will not be able to uninstall eScan Client without entering uninstallation password.

Add /Change Password E Help

eScan Password

() get password ® plank password

Enter new Pazzwaord

Confirm new Passward

Password is case-sensitive

) use separate uninstall password

Ermter uninstall passward

Confirm uninstall password

| Default || QK || Cancel |

To Add/Change eScan administrator password:

Set Password
Click this option, if you want to set password.

Blank Password

Click this option, if you do not want to set any password for login.

When you click this option, the Enter new Password and Confirm new Password fields become
unavailable.

Enter new Password
Enter the new password.

Confirm new Password
Re-enter the new password for confirmation.

Use separate uninstall password
Click this option, if you want to set password before uninstallation of eScan Client.

Enter uninstall Password
Enter the uninstallation password.

Confirm uninstall Password
Re-enter the uninstallation password for confirmation.
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After filling all fields, click OK. The Password will be saved.

Web Protection ‘&

Web Protection module lets you block websites containing pornographic or offensive material for
Linux computers. This feature is extremely beneficial to parents because it prevents kids from
accessing websites containing harmful or restricted content. Administrators can also use this feature to
prevent employees from accessing non-work-related websites during work hours. You can configure
the following settings:

Start/Stop
It lets you enable/disable Web-Protection module. Click the appropriate option.
Web Protection u Help
Start ® stop
Allow Block

Filter Categories... B slow W Block Site Names

Category Mame Type

Pornography Block ¥

Gambling Block ¥

Alcohal Block ¥

Violence Block ¥

Crugs Block ¥

Ratings block category Block v [[ ¥

Add || Delete Add || Delete || Save

0K || Cancel

You can configure the following settings.

Filtering Options
This tab has predefined categories that help you control access to the Internet.

Status

This section lets you allow or block access to specific websites based on Filter Categories. You can
set the status as Active or Block web access. Select the Block Web Access option if you want to
block all the websites except the ones that have been listed in the Filter Categories. When you select
this option, only Filtering Options and Pop-up Filter tabs are available.

Filter Categories
This section uses the following color codes for allowed and blocked websites.
e Green: It represents an allowed websites category.
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o Red: It represents a blocked websites category.
The filter categories used in this section include categories like Pornography, Gambling, Chat,

Alcohol, Violence, Drugs, Ratings block category, Websites Allowed, etc. You can also add
or delete filter categories depending on your requirement.

Category Name
This section shows the Words/Phrases list. It lists the words or phrases present in the selected

category. In addition, the section displays the Site Names list, which lists the websites belonging to
the selected category. You can also add or delete filter categories depending on your requirement.
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Network Security 4)

Network Security module helps to set Firewall configuration to monitor all incoming and outgoing
network traffic and protect your computer from all types of network based attacks. It also prevents the
Reverse Shell Exploits and blocks the Port Scan. Enabling this features will prevents Zero-day attacks

and all other cyber threats.

E Help

Network Security

Firewall Reverse Shell Block Port Scan

O allow All @ Limited Filter O Interactive Filter

Zone Rule  ExpertRule  Trusted MAC Address  Local IP List

Name 1F Address/Host Hame Type Zone
D Allow Local Network 132.168.%.% 192.168.0.1-192,158.254.2534 IP Range Trusted
| Add IP | | Add IP Range Modify Remove

D Enable Trojan Rule

Default | | Sava || Cancel
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Firewall

This tab is designed to monitor all incoming and outgoing network traffic and protect your endpoint
from all types of network based attacks. eScan includes a set of predefined access control rules that
you can remove or customize as per your requirements. These rules enforce a boundary between your
computer and the network. These rules include Zone Rules, Expert Rules, Trusted Media Access
Control (MAC) Address, and Local IP list.

Network Sacurity ) E Help
Firewall Reverse Shell Block Port Scan
O allow All @ Limited Filter O Interactive Filter

Zone Rule Expert Rule Trusted MAC Address Local IP List

Name 1P Address/Host Nama Type Zone
D Allow Local Metwork 192,168.%.* 192.168.0.1-152.158.254.254 IP Range Trusted
| Add IP || Add IP Range Modify Remove

D Enable Trojan Rule

| Default | | Save || Cancel |

You can configure the following settings to be deployed to the eScan client systems.
Allow All — Clicking Allow All disables the eScan Firewall i.e. all the incoming and outgoing
network traffic will not be monitored/filtered.

Limited Filter — Clicking Limited Filter enables eScan Firewall in limited mode which will monitor
all incoming traffic only and will be allowed or blocked as per the conditions or rules defined in the
Firewall.

Interactive — Clicking Interactive enables eScan Firewall to monitor all the incoming and outgoing
network traffic and will be allowed or blocked as per the conditions or rules defined in the Firewall.

Following tabs are available:
e Zone Rule
e Expert Rule
e Trusted MAC Address
e Local IP List

Zone Rule

This is a set of network access rules to make the decision of allowing/blocking of the access to the
system. This will contain the source IP address or source Host name or IP range either to be allowed
or blocked. The following buttons are available for configuring zone rule:

e Add IP —This option lets you add an IP address of a system to be added in the zone rule.
After clicking Add IP, enter the IP address of the system, select the zone (Trusted/Blocked)
and enter a name for the zone rule. Click OK to create the Zone Rule.

e Add IP Range — This option lets you add an IP range to be added in the zone rule. After
clicking Add IP Range, add the IP Range (i.e. a range of IP that the zone rules should be
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applied), select the zone (Trusted/Blocked) and enter a name for the zone rule. Click OK to
create the zone rule.

o Modify — To modify/change any listed zone rule(s), select the zone rule to be modified and
then click Modify.

¢ Remove - To remove any listed zone rule(s), select the zone rule and then click Remove.

Expert Rule

This tab lets you specify advanced rules and settings for the eScan firewall. You can configure expert
rules on the basis of the various rules, protocols, source IP address and port, destination IP address
and port, and ICMP types. You can create new expert rules.

Network Sacurity i Helo

Firewall Reverse Shell Block Port Scan

O allow &l @ Limited Filter O 1Interactive Filter

Zone Rule Expert Rule Trusted MAC Address Local IP List

Firawall Rule Rule Action Summary

D UDP Rule Permits UDP packets on Any Interface between "}

D ARP packet exchange - For mapping IP address to a hardware (MAC) address Permits ARP packets on Any Interface

D MetBios (LAN File Sharing) - Access files and folders on other computers, from your computer | Permits TCP and UDP packets on Any Interface be

[ | HetBios (LAN File Sharing) - Access files and falders an my computer, from other computers | Blocks TCP and UDP packets en Any Interface bet

D ICMP messages Permits ICMP packets on Any Interface between "

(] [1cMPVE messages Permits ICMPVE packets on Any Interface betwee

[ | oHEr/BOGTP packet exchange Permits UDP packets on Any Interface between "¢

D FTP Contrel - For downloading and uploading files Permits TCP packets on Any Interface between "F »

*
Madify Remove Shift up Shift down
Enable Dizable

D Enable Trojan Rule

[ Default |[[ save || cancel |

However, configure these rules only if you are familiar with firewalls and networking protocols.
* Source IP Address/Host Name
* Source Port Number
* Destination IP Address/Host Name
* Destination Port Number

The following buttons are available to configure an Expert Rule:
1. Add - Click Add to create a new Expert Rule. In the Add Firewall Rule Window:
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Add Firewall Rule

— Rule Name
| Rule1 |

— Rule Action

@ Permit Packet D Deny Packet

— Protocol

| TcP and UDP |

— Apply Rule on Interface

| Any Interface W |

' OK | | Cancel

General tab
In this section, specify the Rule settings:

Rule Name — Provide a name to the Rule.
Rule Action — Action to be taken, whether to Permit Packet or Deny Packet.
Protocol — Select the network protocol (e.g. TCP, UDP, ARP) on which the Rule will be applied.

Apply rule on Interface — Select the Network Interface on which the Rule will be applied.
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Source tab
In this section, specify/select the location from where the outgoing network traffic originates.

Firewall Rule

General Source Destination Advanced

— Source IP Address
[:] My Computer
[:] Single IP Address
i:] Whaole IP Range
O Any IP Address

@ My Network

— Source Port

@ Any
) sSingle Port
L) port Range

) port List

OK | | Cancel

Source IP Address:
My Computer — The rule will be applied for the outgoing traffic originating from your computer.

Single IP Address — The rule will be applied for the outgoing traffic originating from the computer as
per the IP address specified.

Whole IP Range — To enable the rule on a group of computers in series, you can specify a range of IP
address. The rule will be applied for the outgoing traffic from the computer(s) which is within the
defined IP range.

Any IP Address — When this option is selected, the rule will be applied for the traffic originating
from ANY IP address.

My Network — The rule will be applied for the outgoing traffic to the networked computer(s).

Source Port:
Any — When this option is selected, the rule gets applied for outgoing traffic originating from any
port.

Single Port — When this option is selected, the rule gets applied for the outgoing traffic originating
from the specified/defined port.

Port Range — To enable the rule on a group of ports in series, you can specify a range of ports. The
rule will be applied for the outgoing traffic originating from the port which is within the defined range
of ports.
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Port List — A list of port can be specified. The rule will be applied for the outgoing traffic originating
from the ports as per specified in the list.

9 The rule will be applied when the selected Source IP Address and Source Port matches
NOTE | together.

Destination tab

In this section, specify/select the location of the computer where the incoming network traffic is
destined.

Destination IP Address:

My Computer — The rule will be applied for the incoming traffic to your computer.

Single IP Address — The rule will be applied for the incoming traffic to the computer as per the IP
address specified.

Whole IP Range — To apply the rule on a group of computers in series, you can specify a range of IP
address. The rule will be applied for the incoming traffic to the computer(s) which is within the
defined IP range.

Any IP Address — When this option is selected, the rule will be applied for the incoming traffic to
ANY IP Addresses.

My Network — The rule will be applied for the incoming traffic to the networked computer(s).

Destination IP Port:
Any — After selecting this option, the rule will be applied for the incoming traffic to ANY port.

Single Port — After selecting this option, the rule will be applied for the incoming traffic to the
specified/defined port.

Port Range — To enable the rule on a group of ports in series, you can specify a range of ports.

Port List — A list of port can be specified/added. The rule will be applied for incoming traffic
originating from the ports as per specified in the list.

o The rule will be applied when the selected Destination IP Address and Destination Port
NOTE | matches together.

Advanced tab
This tab contains advance setting for Expert Rule.
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Add Firewall Rule

General Source Destination Advanced

Enable Advamnced ICMP Processing
— ICMP Type

In Cut

Destination Unreachable

Echo Reply {ping)
Echo Request {ping)

Information Reply

Information Request

Parameter Problam

Fedirect

Source Quench

TTL Exceaded

I:l The packet must be from/to a trusted MAC address

OK | | Cancel |

Enable Advanced ICMP Processing - This is activated when the ICMP protocol is selected in the
General tab.

The packet must be from/to a trusted MAC address — When this option is selected, the rule will
only be applied on the MAC address defined/listed in the Trusted MAC Address tab.

Use the following buttons in this tab as and when required:

Modify — Clicking Modify lets you modify any Expert Rule.

Remove — Clicking Remove lets you delete a rule from the Expert Rule.

Shift Up and Shift Down— The UP and DOWN arrow button will enable to move the rules up or
down as required and will take precedence over the rule listed below it.

Enable Rule/Disable Rule — These buttons lets you enable or disable a particular selected rule from
the list.

Trusted MAC Address

This section contains the information of the MAC address of the system. A MAC address is a
hardware address that uniquely identifies each node of a network. The Trusted MAC address list will
be checked along with the Expert Rule only when "The packet must be from/to a trusted MAC
address" option is checked and the action will be as per specified in the rule. (Refer to the Advance
Tab of the Expert Rule). The following buttons are available to configure the Trusted Mac Address:
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Add — To add a MAC address click on this button. Enter the MAC address to be added in the

list for e.g. D0-13-8% 27 s

Edit — To modify/change the MAC Address, click Edit.

Remove — To delete the MAC Address, click Remove.

Clear All — To delete the entire listed MAC Address, click Clear All.

Local IP List

This section contains a list of Local IP addresses.

Network Security B E Help

FireWall Reverse Shell Block Port Scan

O allow Al ® Limited Filter () Interactive Filter

Zone Rule Expert Rule Trusted MAC Address Local IP List

D FEBO0:0000:0000:0000:0000:0000:0000:0000

192.168.%.*

U
[Jhe7.x==
O

0000:0000:0000:0000:0000:0000:0000:0001

| Add Remove Claar all

D Enable Trojan Rule

Default | | Save | | Cancel |

Add — To add a local IP address, click Add.
Remove — To remove a local IP address, click Remove.
Clear All — To clear all local IP addresses, click Clear All.

Enable Trojan Rule
Select this checkbox, to enable the Trojan Rule.
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Reverse Shell

This tab allows you to block the reverse shell attacks by blocking the script languages that the
attackers use to initiate remote shell connection with the networked endpoint.

Network Security 8 E Help

FireWall Reverse Shell Block Port Scan

) start ® stop

D Enable White List

bash Delate
python Remaoweall

perl

D Enable Black List

apache Delete
apacheZ Remaoweall

httpd

| Default | | Save || Cancel

Start/Stop
It allows you enable/disable Network Security module.

After enabling this, you can configure the following settings:

Enable White List
Select this checkbox to whitelist the trusted script languages, such as bash, Python, Perl, and more.
You can add and delete the script languages from whitelisting.

e Add: To add a script language, select the language and click Add.
o Delete: To delete a script language, select a language and click Delete.
o Remove All: To remove all the whitelisted script language, click Remove All.

Enable Black List
Select this checkbox to blacklist the untrusted and risky script languages.

e Add: To add a script language, select the language and click Add.
o Delete: To delete a script language, select a language and click Delete.
e Remove All: To remove all the blacklisted script language, click Remove All.
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Block Port Scan

This tab allows admin to configure the port scan option.

Network Security [ E Help

FireWall Reverse Shell Block Port Scan

D Enable Block Port Scan
Excluded IP{Port Scan) Add
Delete
Removedl
| Default | | Save || Cancel |

Enable Block Port Scan
Select this checkbox to enable the port scan option. You can add and delete the IP addresses that need
to exclude from the port scan.

e Add: To add an IP, enter the IP address and click Add.

e Delete: To delete an IP, select the IP address and click Delete.

¢ Remove All: To remove all the excluded IP addresses, click Remove All.
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Assigning Policy Template to a group

There are two ways to assign the policy template to group:

Method 1
To assign a Policy to a group:
1. Inthe Managed Computers screen, click Policy Templates.

Policy Templates window appears.
2. Inthe Policy Templates window, select a policy template.

: Refresh E Help

Policy Templates

New Template | [ Properties Lj Delete| [ Assign to Group(s) | ¢ Assign to Computer(s) | [} Copy Template

D MName of Template Created On Modified On Assigned to Group(s) 1 to C |
app block Mar 22 2022 05:23:03 PM Jun 18 2024 02:30:28 PM DESKTOP-7MDMZ270

D Black All Jul 30 2024 01:31:47 PM Jul 20 2024 02:04:0% PM Trail

D Cloud Test Aug 08 2023 04:45:49 PM Jan 04 2024 03:53:59 PM

3. Click Assign to Group(s).
Select Group window appears.

E Help

Select Group

&=- |:] Managed Computers

| Ok | | Cancel

4. Select the group(s) and then click OK.
The policy will be assigned to the selected group(s).
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Assigning Policy Template to Computer(s)

To assign a policy template to computers:
1. Inthe Policy Templates window, select a policy.

;‘ Refresh E Help

Policy Templates

MNew Template [Z) Properties Lj Delete| [} Assign to Group(s) [=)p Assign to Computer{s) [= Copy Template
[] Mame of Template Created On Modified On Assigned to Group(s) i to C ) -
app block Mar 22 2022 05:23:03 PM Jun 18 2024 02:30:28 PM DESKTOP-7MDMZ270
[ Block Al Jul 30 2024 01:31:47 PM Jul 30 2024 02:04:08 PM Trail
[ | Cloud Test Aug 08 2023 04:45:49 PM Jan 04 2024 03:52:53 PM

2. Click Assign to Computer(s).

3. Assign Template to computer window appears.

Select Group E Help
- Managed Computers
ok | | Cancel

4. Click Managed Computers.
5. Select the computer(s) and then click OK.
The policy template will be assigned to the selected computers.
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Copying a Policy Template

To copy a Policy Template:
1. Inthe Policy Templates window, select a policy.

Policy Templates % Refresh [ Help

MNew Template [Z) Properties Lj Delete| [} Assign to Group(s) [=)p Assign to Computer{s) [= Copy Template

[] Mame of Template Created On Modified On Assigned to Group(s) i | to Ci ] -
app block Mar 22 2022 05:23:03 PM Jun 18 2024 02:30:28 PM DESKTOP-7MDMZ270

[ Block Al Jul 30 2024 01:31:47 PM Jul 30 2024 02:04:08 PM Trail

[ | Cloud Test Aug 08 2023 04:45:49 PM Jan 04 2024 03:52:53 PM

2. Click Copy Template.
New Template window appears displaying settings from the original template.

Enter a name for the template.
4. Make the necessary changes and then click Save.
The template will be copied.

w
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Report Templates

The Report Templates module lets you create template and schedule them according to your
preferences. The module also consists of pre-loaded templates according to which the report can be

created and scheduled.

Report Templates

% Refresh [ Help

New Ternplate ED Create Schedule | = Froperties || [ Delete

Template Name

Wirus Report 22 ‘;
Update Report 25 @ i
Scan Report 22 @ ‘_

Weh Protection Report 22 )

Applicstion Contral Report 25

#ttachment Control Report 28
Anti-5pam Report 28

Mail Anti-Virus Report 22

USE Control Report 18 M ‘_
Group Summary Report 20 ‘;
Hardware Report 22 #y [
Software Report 2 M ‘;

File Activity Report 55

Computers with Critical §tatus Report 22 @

| Asset Changes (Software] Report 25 ) ‘;
[
[

| Asset Changes (Hardware) Report 25 @) j

| Top 10 Summary Report 22 @ [

50 27001 Certified Company
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Creating a Report Template

To create a Report Template, follow the steps given below:
1. In the navigation panel, click Report Templates.
2. Click New Template.
New Template screen appears.

Report Templstes >New Template

Template Name

Mew Ternplate Marme 1% [Wew Template| |

Report Template

~Report Type

® virus Report 25 @

O Update Report 15 A [

) web Protection Report 25 @

) Group Summary Report =AL

) Hardware Report 22 A

2 scan Report 22 My

) Computers with Critical Status Report 22 @ "%

() Asset Changes (Hardware] Report 23 @ (%

O Anti-Sparn Report 24

O mail Anti-virus Report 22

O Usk conteol Report 28 M e

O application control Report 12

) attachment Contral Report 48

) software Report 52 @ [

) File Activity Repart =

) Asset Changes (Software) Report 25 M| [l

() Top 10 Summary Report 22 M [

Report Period & Sort By

[~ Date Options

' Taday () This week
) This Manth O This vear
) gince Installed ) pate Range
) Last Manth

[~ Sort By
® pate ) virus
) computer ) Action Taken

Optian
’7U Show only On Demand Scan Results

save || Cancel (*) Mandstary Fields

3. Enter a name for the template.
4. Select a report type.
Depending upon the report type, the additional setting varies.
5. After making the necessary selections/filling data, click Save.
The template will be created according to your preferences.

Creating Schedule for a Report Template

The Report Template module lets you create a new schedule for the report templates. To learn more,
click here.

Viewing Properties of a Report Template

To view the properties of Report Template, follow the steps given below:
1. Select the Report Template whose properties you want to view.
2. Click Properties. Properties screen appears.
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Properties uHeIp

Feport Termplates = sample Properties

General Report Period & Sort By

Report Mame

Report Mame : sample

Dretails

Selected Template Type;

Created: 5/29/2020 1:40:10 FM
Modified: 5/29/2020 1:40:10 PM

L 10 N 1

NOOTE Depending upon the Report Template enter, the Properties varies.

3. After making the necessary changes, click Save.
The Report Template's properties will be updated.

Deleting a Report Template

To delete a Report Template, follow the steps given below:
1. Select the template you want to delete.
2. Click Delete.
A confirmation prompt appears.
3. Click OK.
The Report Template will be deleted.

0 Default R Templ nn | .
NOTE efault Report Templates cannot be deleted
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Report Scheduler

The Report Scheduler module lets you create schedule, update and run the task according to your
preferences.

Creating a Schedule

To create a Schedule:
1. Inthe Report Scheduler screen, click New Schedule.
New Schedule screen appears.

Feport Scheduler = Mew Schedule

Report Hame

Mew Report Hame :* INew Report_1| I

Settings

r—Select a Template for creating a Report

# [ virus Report 22 A I

|¢| Wweb Protection Report 55

# () Anti-Spam Report 25

& (J Mail Anti-virus Report 22

- Application Control Report 25
|:| Attachment Control Report 25

USE Gontral Report 5 M ‘.
Update Report 55 @ ‘..

Group Surnrnary Repaort == a ‘..

Hardware Report 2 ‘..

Software Report 5m a ‘_ -

2. Enter a name for the report.
In the Settings section, select preferred templates.
4. In the Select Condition section, select a condition for groups or specific computers.

w

— Select Condition

®' Generste a Report for Groups
Generste a Report for a List of Computars

Select Target Groups

23] L_] Managed Computers

5. Inthe Send Report by email section, fill the required information to receive reports via email.
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Send Report by Email

Feport Sendar®: | =
Report Recipient®; |

Mail Server IP Address:

Mail Server Port:

|
|
Uszer Authentication: |
|

Password Authentication:

* For Exarnple! user@yourcornpany, corm

Add

Celete

Select the Report Format

| HTML page

6. Select the preferred report format.
7. In Report Scheduling Settings section, make the necessary changes.

Report Scheduling Settings

@ Enable Scheduler () Manual Start

@ Daily

() Weekly

) Monthly

) Last Day of Manth

@ ar |12:00 pm | (GMT+05:20) Chennai, Kolkata, Mumbai, New Delhi

8. Click Save.
New schedule will be created.

) 27001 Certified Company
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Viewing Reports on Demand

To view a report or a set of reports immediately:
1. Click Report Scheduler > View & Create.
New Schedule screen appears.

New Schedule

g Help

Report Scheduler = Mew Schedule

Settings

—5Select a Template for creating a Repart

B wirus Report 25 B
El- ¥ web Protection Repart 55

® Date

Computer
H Websites
Action Taken

Anti-Spam Report 55

Mail Anti-Wirus Report 25

Application Control Report 25

sk Control Report 25 [l

Update Report 25 @)

Select Condition

* Genarate a Report for Groups
Generate a Report for a List of Computers

Select Target Groups

B- ¥ CI Managed Cornputers

M 28 Roaming U
E g Users
| @3

- ¥ CI Linux / Mac

Create Schedule || Cancel || Wiew

:ary Fields

2. Select the Template options, the Condition and the Target Groups.

3. Click View.
4. A new window appears displaying the created report.

Clicking Create Schedule lets you create a new Schedule.

Managing Existing Schedules

The Report Scheduler module lets you manage the existing schedules.

Report Scheduler

EEB Start Task B Results B4 Properties a Delete Eﬂ MNew Schedule EED Wiew & Create

Schedule Name Report Recipient

Scheduler Type

¥ |Hardware
New Report

New Report_1

Manually Start
Manually Start

Automatic Scheduler
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Generating Task Report of a Schedule

To generate a task report, select the preferred report schedule name and then click Start Task.
A task window appears displaying the name of the report being generated.

Viewing Results of a Schedule

To see the results of a schedule and its time stamp, select the report schedule and then click Results.

Results screen appears.

Results(Hardware)

Report Scheduler =Results

Status Time

Completed 9/21/201%9 12:25:25 PM

Cancel

www.escanav.com
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Viewing Properties of a Schedule

To view the properties of a schedule:
1. Select a schedule.
2. Click Properties.
Properties screen appears.

Propertes E Help
Report Scheduler >Properties
General Schedule Settings Groups
Schedule Mame :* |New Report |
Created: [07/27/20 08101159 PM |
Status: |Task Completed |
Ok || Cancel (*]1 Mandatary Fields

The properties screen displays general properties and lets you configure Schedule, Settings and
Groups settings.

Deleting a Schedule

To delete a report schedule:
1. Select a schedule.
2. Click Delete.
A confirmation prompt appears.

Report Scheduler

Do wou want to Delete the Selected Taskis) 7

| Ok | | Cancel

3. Click OK.
The schedule will be deleted.
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Events and Computers

eScan Management Console maintains the record of all the events sent by the client computer.
Through the events & computers module, the administrator can monitor the Events and Computers;
the module lets you sort the computer with specific properties.

Events & Computers

E’w Settings m Edit Selection -

Bl L__J Events & Computers Events & Computers
& L_‘_J Events Status

L_;JE»' ents Status

#-| | Computers Selection - :
= L-‘-J P L‘JCDmputer Selecticn

#-[ | Software/Hardware Changes .
L-“-J L‘__JSDFtwarefHardware Changes

L;Jvinlatiﬂns

& L_‘__J Date / Time Viclations

Events Status

The Event Status subfolder is divided into following sections:
e Recent
e Critical
e Information

Recent
The Recent section displays both Information and Critical events.

Critical (X

The Critical section displays Critical events and immediate attention.

For example, Virus detection, Monitor disabled.

The Critical events can be filtered on the basis of date range and the report can be exported in .xIs
or .html format.

Information €
The Information section displays basic information events.
For example, Virus database update, Status.
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Computer Selection

The Computer Selection subfolder displays computers that fall under different categories. It lets you
select the computer and take the preferred action. You can also set the criteria for each section and
sort the computer accordingly.

m Settings m Edit Selection «

E‘I_-._I Events & Computers Computer Selection
- [L]] Events Status

", Computers with the "Critical Status”

E| '_ Computers Selection
I""I " 'L-lﬂurn puters with the Live Status

-}, Critical Status
T_‘-l Warning Status
'L-l Database are Outdatedd T‘}.Database are Dutdated
T‘I Many Viruses Detected

'L-l No eScan Antivirus Installed
T_‘-l Mot Connected for a long time
'L-l Mot Scanned for 2 long time 'LLN:-I: Connected for a long time
T‘I Protection is off

L. L Update Agent Status

L

|_.:] Software/Hardware Changes
I-‘.'_-] Viaolations 'L},UFdEtE Agent Status

T‘}.Curnputerﬁ with the "Warning Status"

'L}.Many Viruses Detected

'L}.Nc- eScan Antivirus Installed

'LLN:-I: Scanned for a long time

'L}Pn:\tecl:inn is off

The Computer Selection subfolder consists following sections:
o Computers with "Critical Status"
o Computers with ""Warning Status"
e Database are Outdated
e Many Viruses Detected
o No eScan Antivirus Installed
¢ Not Connected for a long time
e Not Scanned for a long time
e Protection is off
e Update Agent Status

This section displays computers marked with Critical status.

Computers with critical status
This section displays computers marked with Critical status.

Computers with warning status
This section displays computer with a warning status.

Database are Outdated
This section displays computers whose virus database is outdated.

Many Viruses Detected
This section displays the computers whose virus count has exceeded.

No eScan Antivirus Installed
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This section displays computers on which eScan is not installed.

Not connected for a long time
This section displays the computers which didn’t connect to the eScan server for the set duration.

Not scanned for a long time
This section displays the computers which weren’t scanned for the set duration.

Protection is off
This section displays the computers on which File Protection is disabled.

Update Agent Status
This section displays the status of computers assigned as Update Agent.

The additional settings vary depending upon the Computer Status.

Edit Selection

This drop-down menu allows to configure various option based on selected options. The following
options are present in the menu:

e Protection: This option displays the protection status of the selected computer.

Protection E Help

Computers Status Online

Protection is off

Close

e Events: This option displays the events that were performed in particular computer.

-
Events & Computers « Refresh EHelp

Recent Events | N = L

Dats Time User's nams Event Id Module Name Description

o 23-Jun-21 | 12:35:48 sessusiitaiis e | File Anti-Virus (1754) eScan Monitor | RegMame:[HKEY_USERS\S-1-5-21-1330870860-24495851308-37 5584587
o 23-Jun-21| 12:38:57 SsssustSaiie Sapie | Endpaint Security (102)  eScan EPS Executable launched.

o 23-Jun-21| 12:29:48  sessusetases S | File Anti-Virus (1754) eScan Monitor | RegMame:[HKEY_USERS\S-1-5-21-1320870860-2449851308-37588487
o 23-Jun-21 | 12:19:49 sesssetass Sapie | File Anti-Virus (1754) eScan Monitor | Reglame:[HKEY_USERS\S-1-5-21-1330870860-2449851308-373588487)
o 23-Jun-21 | 12:09:49 sessuastases Sapie | File Anti-Virus (1754) eScan Monitor | RegMamea:[HKEY_USERS\S-1-5-21-1230870860-2449851308-37 588487

o 23-Jun-21 11:55:48 S File Anti-Virus (1754) eScan Monitor RegMame:[HKEY_USERS\S-1-3-21-1330870860-2449851308-37588487|

o 23-Jun-21| 11:49:49 seseiSaiis Sapie | File Anti-Virus (1754) eScan Monitor | RegMame:[HKEY_USERS\S-1-5-21-1330870860-2445851308-37588487|

o 23-Jun-21 | 11:42:19 Sssusistaiis Sae | File Anti-Virus (1752) eScan Monitor QBMsgMgr Module

e Deploy/Upgrade Client: To learn about this option, click here.
e Check Connection: This option will verify if the client machine is online or offline.
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Connecting to Computer...m by S Ty
Connection : Successful

e Remove from Group: To learn about this option, click here.
e Force Download: To learn about this option, click here.

e On Demand Scanning: To learn about this option, click here.
¢ Send Message: To learn about this option, click here.

e Properties: To learn about this option, click here.
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Software/Hardware Changes

This subfolder displays all software/ hardware changes that occurred on computers. It consists
following sections:

e Software Changes
e Hardware Changes
e Existing System Info

Events & Computers

[ ED Settings | | @ Edit Selection =

i L;J Events & Computers Software/Hardware Changes
';- . L;J Events Status ';_ Softviare Chang es
& [] Computers Selection 7! Hardware Changes

+ L,:J Software/Hardware Changs | (| T Existing System Info
- L.;I Date / Time Vielations

Software Changes
This section displays software changes i.e. installation, uninstallation or software upgrades.

Hardware Changes

This section displays hardware changes that occurred on computers. For example, IP address. Hard
Disk, RAM etc.

Existing System Info
This section displays a computer's existing hardware information.
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Violations

Date/Time Violations
This subfolder consists Date/Time Violations that displays client computers whose users attempted to
modify date and time.

Events & Computers & Refresh EHE'P
|j!D Edit Gelection +
9 [] Events & Computars
= L-J P 4 Filter Criteria +  Export Option
[[L] Events Status
[ computers Salection e / Time Violations Events 1-90f9 l4page| 1 |of 1)l Rows parpaga:| 10 ¥
Bl (L] SoftwarefHardware Changes || Tirmne Machina Name [P Addrass User narme Event Id Module Mame Description
-7, Software Changes
=y ’ 3/6/2018  15:58:16 | ¢ 3 v s R Sl M e eScan Monitor Date/Tirme Modification Disabled
L Hardware Changas
5_._1‘“. Existing Systern Info ) 3/6/2018 15:58:04 LT T SWELLL 0 S e s LW eScan Maonitor DatefTirme Modification Disabled
E|L,_J violations } a/6/2018 15:52:02 oW 1 85 bbb Bl LM Sl S e L ebe eScan Monitor Date/Tirme Modification Disabled
L. Date £ Time Violati
By et ¢ Helime ’ 2/EF2018 14:50:16 We i . BE L b W e AR s R eScan Monitor DatefTime Modification Disabled
b 3/6/2018 12:30:35 Meeie % b 4 W e Sl S s LB eScan Monitor DatefTime Modification Disabled
J /62018 12:30:15 MEs i DEL LA T TR MR Bl SR s LB eScan Monitor DatefTime Maodification Disabled
b 37672018 1230015 MR 5 bast § W Sl e LB eScan Monitor | DatefTime Modification Disabled
) 3/6/2018 12:30:14 WA o BULAE T TR MR Bl S e (WL eScan Monitar DatefTime Madification Disablad
b 37672018 1230014 MR 5 bast § W Sl e LB eScan Monitor | DatefTime Modification Disabled

Settings

You can define the Settings for Events, Computer Selection and Software/Hardware changes by
clicking on the Settings option and defining the desired settings using the Tabs and options present on
the Events and Computer settings window.

Event Status Setting

Basically, events are activities performed on client's computer.

Events & Computers Setbings E Help

Events Status Computer Selection Software /Hardware Changes

Events

Events Hame
Mumber Of Records 1000

Save Close

On the basis of severity, the events are categorized in to the following types:
e Recent: It displays both critical and information events that occurred recently on managed
client computers.
o Information: It displays all informative types of events, such as virus database update, status,
and so on.

Perform the following steps to define event status settings:
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1. Select the appropriate Events Name.
2. Enter the number of events that you want to view in a list, in the Number of Records field.
3. Click Save. The settings get saved.

Computer Selection

Events & Computers Setlings E Help

Events Status Computer Selection Software /Hardware Changes

—Cormputers
Computers Status | Critical Status W

Check for eScan Mot Installed
Check for Monitor Status
Check for Not Scanned
Check for Database Mot Updated
Check for Hot Connected
Catabase Mot Updated frorm rore than days
Systern Mot Scanned from more than 7 days
Systern Mot Connected from rmore than 7 days
Number Of Records 1000

Fauve Close

The Computer Selection lets you select and save the computer status settings. This module lets you
perform the following activities:

Critical Status: It displays a list of computers that are critical in status as per the criteria's selected in
computer settings. Specify the details in following fields:
o Check for eScan Not Installed: Select this checkbox to view the list of client systems under
managed computers on which eScan has not been installed.
e Check for Monitor Status: Select this checkbox to view the client systems on which eScan
monitor is not enabled.
e Check for Not Scanned: Select this checkbox to view the list of client systems which have
not been scanned.
o Check for Database Not Updated: Select this checkbox to view the list of client systems on
which database has not been updated.
o Check for Not Connected: Select this checkbox to view the list of eScan client systems that
have not been communicated with eScan server.
e Database Not Updated from more than: Enter the number of days from when the database
has not been updated.
e System Not Scanned for more than: Enter the number of days from when the system has
not been scanned.
e System Not Connected for more than: Enter the number of days from when the client
system has not been connected to eScan server.
o Number Of Records: Enter the number of client systems that you want to view in the list.
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Warning Status: It displays the list of systems which are warning in status, as per the criteria's
selected in computer settings. Specify the following field details:

e Check for Not Scanned: Select this checkbox to view the list of client systems which has not
been scanned.

e Check for Database Not Updated: Select this checkbox to view the list of client systems on
which database has not been updated.

e Check for Not Connected: Select this checkbox to view the list of eScan client systems that
have not been communicated with eScan server.

e Check for Protection off: Select this checkbox to view the list of client systems on which
protection for particular module is inactive.

e Check for Many Viruses: Select this checkbox to view the list of client systems on which
maximum viruses are detected.

e Database Not Updated from more than: Enter the number of days from when the database
has not been updated.

e System Not Scanned for more than: Enter the number of days from when the system has
not been scanned.

e System Not Connected for more than: Enter the number of days from when the client
system has not been connected to eScan server.

o Number Of Virus: Enter the number of viruses detected on client system.

e Number Of Records: Enter the number of client system that you want to view in the list.

Database are Outdated: It displays a list of systems on which virus database is outdated. Specify the
following field details:
e Database Not Updated from more than: Enter the number of days from when the database
has not been updated.
¢ Number of Records: Enter the number of client system that you want to view in the list.

Many Viruses Detected: It displays a list of systems on which number of viruses exceeds the
specified count in computer settings. Specify the following field details:

o Number of Virus: Enter the number of viruses detected on client system.

e Number of Records: Enter the number of client systems that you want to view in the list.

No eScan Antivirus Installed: It displays the list of systems on which eScan has not been installed.
Specify the following field detail:
e Number of Records: Enter the number of client system that you want to view in the list.

Not Connected for a long time: It displays the list of systems which have not been connected from a
long time, as specified in computer settings. Specify the following field details:
e System Not Connected from more than: Enter the number of days from when the system
has not been connected.
o Number Of Record: Enter the number of client system that you want to view in the list.

Not scanned for a long time: It displays the list of systems which have not been scanned from a long
time, as specified in computer settings. Specify the following field details:
e System Not Scanned for more than: Enter the number of days from when the system has
not been scanned.
o Number of Records: Enter the number of client system that you want to view in the list.
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Protection is off: It displays the list of systems on which protection is inactive for any module, as per
the protection criteria's selected in computer settings. It shows the status as "Disabled" in the list.
Specify the following field details:

o Check for Monitor Status: Select this checkbox if you want to view the client systems on
which eScan monitor is not enabled.

e Check for Mail Anti-Phishing: Select this checkbox if you want to view the list of client
systems on which Mail Anti-Phishing protection is inactive.

o Check for Mail Anti-Virus: Select this checkbox if you want to view the list of client
systems on which Mail Anti-Virus protection is inactive.

e Check for Anti-Spam: Select this checkbox if you want to view the list of client systems on
which Anti- Spam protection is inactive.

e Check for Endpoint Security: Select this checkbox if you want to view the list of client
systems on which Endpoint Security protection is inactive.

o Check for FireWall: Select this checkbox if you want to view the list of client systems on
which FireWall protection is inactive.

e Check for Proactive: Select this checkbox if you want to view the list of client systems on
which Proactive protection is inactive.

o Check for Web Protection: Select this checkbox if you want to view the list of client
systems on which the Web Protection is inactive.

e Number of Records: Enter the number of client system that you want to view in the list.

Update Agent Status: It displays the list of systems that has been assigned as an Update Agent.
Specify the following in details:

e Number of Records: Enter the number of client system that you want to view in the list.

Steps to define computer settings

To save the computer settings, follow the steps given below:
1. Click Computers Selection tab.
2. Select a type of status for which you want to set criteria, from the Computer status drop-
down.
3. Select the appropriate checkboxes, and then enter field details in the available fields. For
more information, refer [Types and criteria of computer status] section.
4. Click Save. The settings will be saved.
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Software/ Hardware Changes Setting

You can configure these settings to receive updates on any Software, Hardware, and existing system
changes.

Ewvents & Computers Setbngs E Help

Events Status Computer Selection Software/Hardware Changes

— Updates

SoftwarefHardware Changes | Software Changes ¥

Murnber Of Days i days
Murmber Of Records 1000
Save [ Close

The Software/ Hardware Changes enable you to do the following activities:
Type of Software/Hardware Changes:

e Software changes

e Hardware changes

e Existing system info

To Change software/hardware settings, follow the steps given below:
1. Click the Software/Hardware Changes tab.
2. Specify the following field details:
e Software/Hardware Changes: Click the drop-down and select the changes made.
o Number of Days: Enter the number of days, to view changes made within the
specified days.
e Number of Records: Enter the number of client systems that you want to view in the
list.
3. Click Save. The settings get saved.

Performing an action for computer

To perform an action for a computer, follow the steps given below:
1. Select a computer.
2. Click Edit Selection drop-down. To learn more click here.
3. Click the preferred action.
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Asset Management

This module displays list of hardware configuration, software installed, software version number and
a Software report for Microsoft software installed on Managed Computers. The Asset Management
module consists following tabs:

e Hardware Report

e Software Report

e Software License

e Software Report (Microsoft)

Hardware Report

The Hardware Report tab displays hardware configuration of all Managed Computers.

=
Asset Management S Refresh g Help
Hardware Report Software Report Software License Software Report (Microsoft)
 Filter Criteria 4 Export Option
Computer Details 1-1000f839 14 (page| 1 |of 9 p M Rows perpage:| 100 ¥
Computer Name Group 1P Address User's name Operating System
2 Managed Computers Ll » Windows 2008 R2 Standard Edition 64-bit
] Managed Computers Windows 7 Professional 32-bit
-] Managed Computers | #m om ” Windows 7 Professional 64-bit
[T Managed Computers | % % v Windows 7 Professional 32-bit
= Managed Computers | =% o » Windows 10 Professional 64-bit
- Managed Computers | ™% % - Windows 7 Professional 32-bit
[T Managed Computers | 7% % ' Windows 10 Professional 64-bit

The tab displays following details of managed computers:
o Computer Name
o Group
e |P Address
e User’s name
e Operating System
e Service Pack
e OS Version
e OS Installed Date
o Internet Explorer
e Processor
e Motherboard
¢ RAM
e HDD
e Local MAC Adapter(s)
e  Wi-Fi MAC [Adapter]
o USB MAC [Adapter]
e PC Identifying Number
e Motherboard Serial No
e Network Speed
o Disk Free Space
e PC Manufacturer
e PC Model
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e MB Manufacturer

e Graphic Card Details
e Machine Type

o BitLocker Status

e Keyboard Vendor

e Software

To view the list of Software along with the version and installation dates, click View in Software

column.

Filtering Hardware Report

To filter the Hardware Report as per your requirements, click Filter Criteria field.
Filter Criteria field expands.

« Filter Criteria 4 Export Option
[—Filter Criteria
Select Al 2Add Asset Information
S e B P oy v
User name ] 05 Version F ]
Operating System ] P F
Matherboard R Local Adapter
RaM R Wifi Adapter = ]
(i V] B uss adaptr
& PC 1dentifyi * Include % Motherboard Serial No |:|
05 Type \:I HDD
1P Address R 05 Installed Date
Service Pack R Disk Free Space
PC Manufacturer ] BC Modal
M8 Manufacturer \:I Graphic Card Details I:I
Machine Type * -
Host Name ]
(%) View Al Ttams

Select the parameters you want to be included in the filtered report.

Include/Exclude

Selecting Include/Exclude for a parameter lets you include or exclude it from the report.

After making the necessary selections, click Search.

The Hardware Report will be filtered according to your preferences.

Exporting Hardware Report

To export the Hardware Report, click Export Option. Export Option field expands.

4 Filter Criteria
Export Option
’7 Excel PDF

Select the preferred format and then click Export. A success message appears with the link to
Open/Download the file.

+* Export Option

Export

® HTML

Q Exported Successfully Click here to Open/Download
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Software Report

The Software Report tab displays list of Software along with the number of computers on which they
are installed.

-
Asset Management % Refresh u Help

Hardware Report Software Report Software License Software Report (Microsoft)

& Filter Criteria 4 Export Option

Software Details 1 - 100 of 1000 {page| 1 |of 10 p M Rows per page:| 100 ¥

Software Name

5

mputer Count
1ClickDownloader

2007 Microsoft Office system

2ini Coundition Zero 1.1&Counter-Strike 1.6(build 2738)
3.5G Connect V3.1

3.75G Digiconnect v2.0.8.1884

3DP Chip Lite v17.05

[T T N S |._. I |

3DP Chip Lite v18.05

To view the computers on which the specific software is installed, click the numerical in Computer
Count column.
Computer list window appears displaying following details:

o  Computer Name

e Group

e IP Address

e Operating System

e Software Version

e Installed Date
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Filtering Software Report

To filter Software Report, click Filter Criteria field.
Filter Criteria field expands.

« Filter Criteria 4 Export Option

r— Filter Criteriz
* || Include V| Group By
* || Include V| |7 @ Software Name

|
|

Host Name |‘ || Include V|
|

Software Name

Computer Name

\J Computer Name

0S Type * Include w
I |

| search || Reset | {*) View All Items

The Software Report can be filtered on the basis of Software Name or Computer Name.

Software Name
Entering the Software name displays suggestions. Select the appropriate software.

Computer Name
Click the drop-down and select the preferred computer(s).

Host Name
Enter the Host Name displays suggestions. Select the appropriate key.

OS Type
Enter the OS type.

Group By
The results can be grouped by Software name, Computer name or Group.
If Group option is selected, the report can be filtered for a specific group.

After entering data in all fields, click Search.
The Software Report will be filtered according to your preferences.

Exporting Software Report

To export the Software Report, click Export Option.
Export Option field expands.

& Filter Criteria + Export Option
— Export Option

O Excel O poF ® HmL | Export | ‘ Export Detailed Report

Select the preferred option and then click Export.

OR

To export a detailed report, select the preferred option and then click Export Detailed Report.
A success message appears.

@ Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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Software License

The Software License tab displays list of Software Licenses of managed computers.

-,
Asset Management & Refresh Help

Hardware Report Software Report Software License Software Report (Microsoft)

4 Filter Criteria & Export Option
1-3of3 {page 1 of 1 )l Rows per page:
License Keay Software Hame Computer Count
il oz ditersar o plole b S Buga Windaws 10 Profeszional 32-bit - 1
LIS T ST TR | T e 31T windows 10 Professional 64-bit 42 1
Wit eprt cieb i g L gt g Windows ¥P Professional 32-bit :: 1

The log displays License Key, Software Name and Computer Count.
To see more details of the computer's license key installed, click the numerical value in License Key
or Computer Count Column.

Filtering Software License Report

To filter Software Report, click Filter Criteria field.
Filter Criteria field expands.

+ Filter Criteria 4 Export Option
r— Filter Criteria
Software License Key | * || Include |
Software Mame |' || Include Vl
Computer Name | * || Include W |
Host Name |‘ || Include Vl
1P Address |‘ ||Inc|ude Vl
05 Type |‘ || Include Vl
| Search || Reset | (*) View All tems

Software License Key
Entering the license key displays suggestions. Select the appropriate key.

Software Name
Entering the Software name displays suggestions. Select the appropriate software.

Computer Name
Click the drop-down and select the preferred computer(s).

Host Name
Enter the Host Name displays suggestions. Select the appropriate key.
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IP Address
Entering the IP address displays suggestions. Select the appropriate IP address.
OS Type
Enter the OS type.

Include/Exclude
Selecting Include/Exclude for a parameter lets you include or exclude it from the report.

After entering data in all fields, click Search.
The Software License Report will be filtered according to your preferences.

Exporting Software License Report

To export the Software License Report, click Export Option.
Export Option field expands.

« Filter Criteria * Export Option

— Export Option

Excel PDF ® HTML | Export | | Export Detailed Report | ¥ Windows 05 ¥ Microsoft Office

Select whether you want report for Windows OS and Microsoft Office.

Select the preferred option and then click Export.

OR

To export a detailed report, select the preferred option and then click Export Detailed Report.
A success message appears.

Q Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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Software Report (Microsoft)

The Software Report (Microsoft) displays details of the Microsoft Software installed on the
computers.

-
Asset Management < Refresh u Help

Report Report  Software License Software Report (Microsoft)

MS Office Software Report Microsoft OS5

& Filter Criteria & Export Option

1-23cf23 {page| 1 |of 1 } »I Rows perpage:| 100 ¥
Software Name Computer Count
Microsoft Office 38

Microsoft Office 2003 Web Components i
Microsoft Office 2007 Primary Interop Assemblies i3
Microsoft Office 2010 Primary Interop Assemblies

Microsoft Office 365 - en-us

(S

Microsoft Office Access database engine 2007 (English)

The tab consists following subtabs:
MS Office Software Report — It displays Microsoft software name and computer count.

Microsoft OS — It displays Operating System, Service Pack, OS version and computer count.

Filtering Software Report (Microsoft)

To filter Software Report (Microsoft), click Filter Criteria field.
Filter Criteria field expands.

Microsoft Office Info Microsoft 05

« Filter Criteria 4 Export Option
— Filter Criteria

Software Name Microsoft Office®

Computer Name | * | | Include w |

Host Name | * | | Include w |

| search || Reset

Software Name
Enter the preferred software name and click the drop — down.

Computer Name
Click the drop-down and select the preferred computer(s).

Group By
If Group option is selected, the report can be filtered for a specific group.

After entering data in all fields, click Search.
The Software Report (Microsoft) will be filtered according to your preferences.
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Exporting Software Report (Microsoft)

To export the Software Report (Microsoft), click Export Option.
Export Option field expands.

& Filter Criteria * Export Option

— Export Option

Excel PDF & HTML | Export | | Export Detailed Report |

Select the preferred option and then click Export.

OR

To export a detailed report, select the preferred option and then click Export Detailed Report.
A success message appears.

Q Exported Successfully Click here to Open/Download

Click the link to open/download the file.

Filtering Microsoft OS Report

To filter the Microsoft OS report, click Filter Criteria field.
Filter Criteria field expands.

Microsoft Office Info | Microsoft OS5
« Filter Criteria 4 Export Option
— Filter Criteria
Operating System | * | | Include |
Computer Hame | * | | Include |
Host Name | * | | Include w |
Service Pack | * | | Include » |
05 Version | * | | Include W |
| sSearch || Reset
|

Operating System
Entering the operating system name displays list of suggestions. Select the appropriate OS.

Computer Name
Click the drop-down and select the preferred computer(s).

Host Name
Enter the Host Name displays suggestions. Select the appropriate key.

Service Pack
Entering the service pack name displays list of suggestions. Select the appropriate Service Pack.
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OS Version
Entering the OS version displays list of suggestions. Select the appropriate OS version.

Include/Exclude
Selecting Include/Exclude for a parameter lets you include or exclude it from the report.

After filling all the fields, click Search.
The Microsoft OS report will be filtered according to your preferences.

Exporting Microsoft OS Report

To export the Microsoft OS Report, click Export Option.
Export Option field expands.

4 Filter Criteria * Export Option

— Export Option

Excel PDF * TML | Export | | Export Detailed Report

Select the preferred option and then click Export. A success message appears.

@ Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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User Activity

The User Activity module lets you monitor Print, Session, and File activities occurring on the client
computers. It also provides the reports of the running applications. It consists following submodules:
Print Activity

Session Activity Report

File Activity Report

Application Access Report

Print Activity

The Print Activity monitors and logs print commands sent by all computers. It also lets you filter the
logs on the basis of Computer name, Printer, and Username. Furthermore, the module lets you export
a detailed print activity report in XLS, PDF, and HTML formats. The log report generated consists of
Print Date, Machine Name, IP Address, Username, Printer Name, Document Name along with
number of Copies and Pages.

: -
Print Activity m settings & Refresh u Help
4 Filter Criteria 4 Export Option
1- 10 of 10 i{page| 1 of 1 ) »l Rowsperpage:| 10 ¥
Printer Mame Copies Pages
¥ 3 3
28 34
¥ 10 192

Viewing Print Activity Log
To view the Print log of a Printer, click its numerical value under Copies or Pages column.
Print Activity window appears displaying the details.

Print Activity >> S S0 S

IMachine Name : *(Include) Export To: | ---Select--- ¥
1-30f3 1«4page, 1 |of 1 ) Rowsperpage:| 10 ¥
Client Date Machine Name  IP Address User name Printer Name Document Name Copies Pages

18/09/19 1:33:43 PM 1

1
18/09/19 12:40:41 PM - . n 5
1

18/09/19 12:37:01 PM 1

Exporting Print Activity Log
To export this generated log:

1. Click the Export to drop-down.

2. Select a preferred format.

3. Click Export.
A success message appears.

Q Exported Successfully Click here to Open/Download
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4. Click the link to open/download the file.

Filtering Print Activity Log
To filter the print activity log, click Filter Criteria.
Filter criteria field expands.

« Filter Criteria

— Filter Criteria

4 Export Option

Computer Name = v | Include ¥ ST EY

. LI
Printer = Include ¥ Printer
User name = Include v User name

¥ Date Range
From (MM/DD/YYYY) 11/02/2019

To (MM/DD/YYYY) 11/02/2019

| Search || Reset |

(*) View All Items

Computer Name
Click the drop-down and select the preferred computer.

Printer
Enter the printer's name.

User Name
Enter the User's name.

Include/Exclude
Selecting Include/Exclude for a Machine or Printer lets you include or exclude it from the log.
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Date Range
To search the log between specific dates, select Date Range checkbox. Afterwards, click the calendar
icon and select From and To dates.

After filling all fields, click Search.
The Print activity log will be filtered and generated according to your preferences.

Group By
To view results by specific printer, select Printer, Date Range and then click Search.
To view results by specific user name, select User name, Date Range and then click Search.

Exporting Print Activity Report
To export the generated log, click Export Option.
Export Option field expands.

4 Filter Criteria + Export Option

Export Option
’7[:1 Excel O poF ® wmL [ Export | [ Export Detailed Report

Select the preferred option and then click Export.
OR
To export a detailed report, select the preferred option and then click Export Detailed Report.

A success message appears.

Q Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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Session Activity Report

This submodule monitors and logs the session activity of the managed computers. It displays a report
of the Operation type, Client Date, Computer name/IP, Group, IP address and Description. With this
report the administrator can trace the user Logon and Logoff activity along with remote sessions that
took place on all managed computers.

Viewing Session Activity Log
In the navigation panel, click User Activity > Session Activity Report.

The log displays list of session activities and type of operation performed. Options for Filtering or
Exporting the log in desired formats are also present on the same interface.

-
Session Activity Report & Refresh g Help
a Filter Criteria a Export Option
1-1006F 251 14 {page| 1 | of 3 b bl Rows per pege:| 100 ¥

Operation Type Clint Dat= Computer Name/Ip Groun 1P Address Dascription
Start up 18/09/13 7:21:44 BM Marketing Team

User Logon
Session LogOn 18/09/13 7:21:44 BM Marksting Team

User name:
Shut Down 18/09/1% 7:20:36 PM Support Department

User LogOff
Session LogOff 18/03/18 7:20:32 BM Support Department

User name:

User LogOff
Ssssion LogOff 18/09/13 7:13:01 PM Programming\Android

User name:
Shut Down 18/09/13 7:01:51 PM Production Dept

User LogOFf
Ssssion LogOff 18/09/13 7:01:45 PM Production Dept

User name:

Filtering Session Activity Log

To filter session activities, click Filter Criteria field.
Filter Criteria field expands.

w Filter Criteria 4 Export Option

— Filter Criteria

Computer Name - = |Include v ¥ 1P Address - Include ¥

Operation Type = |Include v ¥ Group - |-.o| Include ¥

CUCYICVIICS

Description

Date Range
From (MM/DD/YYYY) 09/19/2019
To (MM/DD/YYYY) 09/19/2019

Search Reset (=} view all Ttems

Filter Criteria lets you filter and generate the log according to your preferences. The checkbox
selected will be added as a column in the report.

Computer Name

Click the drop-down and select the preferred computers.

Operation Type
Click the drop-down and select the preferred activities.

Include/Exclude
Selecting Include/Exclude for a parameter lets you include or exclude it from the log.
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IP Address
Enter the IP address in this field.

Group
Enter the group's name or click El and select a group.

Date Range
To search the log between specific dates, select Date Range checkbox. Afterwards, click the calendar

icon and select From and To dates.

After filling all fields, click Search.

Exporting Session Activity Report

To export the generated log, click Export Option.
Export Option field expands.

& Filter Criteria +* Export Option

Export Option
’7 Excel PDF & HTML Export

Select the preferred option and then click Export.
A success message appears.

@ Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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File Activity Report

The File Activity module displays a report of the files created, copied, modified, and deleted on
managed computers. Additionally in case of a misuse of any official files can be tracked down to the
user through the details captured in the report. Select and filter the report based on any of the details
captured.

Viewing File Activity Log
In the navigation panel, click User Activity > File Activity Report.

The log displays list of files and the type of operation performed on them. Options for Filtering or
Exporting the log in desired formats are also present on the same interface.

1-100of 112848 {page| 1 |of |11285 b M Rows per page: | 10 ¥

Client Date Computer Name/lp Group IP Address User's name File Action Type Drive Type Source File Destinaticn File

4/20/201% 12:00:25 AM CREATE DRIVE_NETWORK | NewFile W \ImagesiGRO0D
4/20/2019 12:00:25 AM CREATE DRIVE_NETWORK  NewFile ! \ImagesiGROOD
4/20/201% 12:01:52 AM CREATE DRIVE_NETWORK | NewFile Wy \images\GROOO(
4/20/2019 12:01:52 AM CREATE DRIVE_NETWORK  NewFile Wy \images\GROOO(
4/20/201% 12:04:15 AM CREATE DRIVE_NETWORK | NewFile W \Images\GROOD!
4/20/2019 12:04:15 AM CREATE DRIVE_NETWORK NewFile W \Images\GRODD!

Filtering File Activity Log

To filter file activities, click Filter Criteria field. Filter Criteria field expands.

w Filter Criteria & Export Option
— Filter Criteria
¥ Computer Name = v |Include ¥ ¥ 1P Address - Include ¥
¥ User's name - Include v ¥ Group - o || Include v
¥ File Action Type = ~ |Include ¥ ¥ Drive Type = v | Include ¥
¥ Source File - Include ¥ ¥ Destination File - Include ¥
¥ application - Include ¥
¥ Date Range
From (MM/DD/YYYY) 09/18/2019
To (MM/DD/YYYY) 09/19/2010
| Search || Reset | (=) View All Items

Filter Criteria lets you filter and generate the log according to your preferences. The checkbox
selected will be added as a column in the report.

Computer Name

Click the drop-down and select the preferred computers.

Username
Enter the username of the computer.

File Action type
Click the drop-down and select a preferred file action.

Source File
Enter the source file's name.

Application
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Enter an application's name.

Include/Exclude
Selecting Include/Exclude for a parameter lets you include or exclude it from the log.

IP Address
Enter an IP address.

Group
Enter the group's name or click El and select a group.

Drive Type
Click the drop-down and select the drive type.

Destination File
Enter the file path.

Date Range
To search the log between specific dates, select Date Range checkbox. Afterwards, click the calendar
icon and select From and To dates.

Enable search by typing keywords on above fields
Select this checkbox to filter the report as per keyword for particular field.

After filling all fields, click Search.
The Activity Log will be displayed.
Exporting File activity Report

To export the generated report, click Export Option.
Export Option field expands.

4 Filter Criteria + Export Option

Export Option
|7 Excel PDF ® HTML Export

Select the preferred option and then click Export.
A success message appears.

Q Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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Application Access Report

The Application Access Report module gives the detailed view of all the applications accessed by the
computers in the Managed Computers.

Viewing Application Access Report

In the navigation panel, click User Activity > Application Access Report.
The log displays list of files and the type of operation performed on them. Options for Filtering or
Exporting the log in desired formats are also present on the same interface.

Application Activity Report & Refresh [ Help
& Filter Criteria 4 Export Option
1-200f29 14(page| L |of 1 ) p Rows per page:

Application Name Total Duration (DD:HH:MM:5S)

adb.exe 00:00:00:05

Adobe Acrobat 00:00:00:15

Adobe Acrobat 8.0 00:00:00:14

Adobe Acrobat Reader DC 00:00:10:17

Adobe Collaboration Synchronizer 20,12 00:00:00:23

Adobe RArCEF 00:00:24:08

Adobe Reader 00:01:21:46

Adobe Reader 5.3 00:00:06:35

Bullzip PDF Printar 00:00:00:27

CutePDF Application 00:00:01:06

EAgent 00:04:34:53

esupdateBD.exe 00:00:00:10

eTDS @nalyst Launcher 00:00:01:04

Firafox 00:00:33:43

Firafox Default Browser Agent 00:00:01:06

Firafox Software Updater 00:00:00:17

Goagle Chrome 00:15:59:19

Goagle Installer 00:00:00:23 A

By clicking on the duration present under Total Duration (DD:HH:MM:SS) column, you will get
the details of the computer name accessed the app and duration.

Application Name == Adobe Acrobat

Expart Te: Export
1-1of1 {page| 1 |of 1 } pl Rows per pags:

Computer Name Total Duration (DD:HH:MM:SS)

- 00:00:00:05

Again, if you click on the duration, you will get detailed view of the app accessed by the computer
along with the date, time, and application path.

Computer List >> &5 #0
Export To: Export
1-10f1 Hipage| 1 of 1 ) b Rows per page:

Application Name ~ Start Time End Time Total Duration {DD:HH:MM:SS) Application Path

Adobe Acrobat 03/12/20 10:37:38 AM 03/12/20 10:37:43 AM 00:00:00:05 C:\Program Files (x86)\Adobe\Acrobat 10.0\Acrobat\Acrobat.exe

You can export this report in PDF, CSV, and HTML format.
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Filtering Application Access Report

To filter file activities, click Filter Criteria field. Filter Criteria field expands.

-
Application Activity Report % Refresh [gg Help
= Filter Criteria 4 Export Option
—Filker Criteria
Group B
Application Name |* H Include vl T By
Computer Name * - C:) Application Name
) computer N
1P Address [= | [Tnclude ~] mputer Name

Date Range
From (MM/DD/YYYY) e
To (MM/DD/YYYY) =

(%) View Al Ttams

Filter Criteria lets you filter and generate the log according to your preferences. The checkbox
selected will be added as a column in the report.

Application Name
Entering the Application name displays suggestions. Select the appropriate application.

Computer Name
Click the drop-down and select the preferred computer(s).

IP Address
Click the drop-down and select the preferred IP Address.

Group By
The results can be grouped by Application name or Computer name.

Date Range
To search the log between specific dates, select Date Range checkbox. Afterwards, click the calendar
icon and select From and To dates.

After entering data in all fields, click Search. The Application Access Report will be filtered
according to your preferences.

Exporting Application Access Report

To export the generated report, click Export Option. Export Option field expands.
Select the preferred option and then click Export.
A success message appears.

Q Exported Successfully Click here to Open/Download

Click the link to open/download the file.
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Notifications

This module lets you configure notifications for different actions/incidents that occur on the server.
The Notifications module consists following submodules:

e Event Alert

e Unlicensed Move Alert

Event Alert

This submodule lets you enable email notifications about any event that occurs on the client
computers connected to the server.

Events Alert Settings

Enable email alert Motification

Enter Receipent Mail 1D :

I:l Send Information only in subject line

To enable the event alert:

1. In the navigation panel, click Notifications > Event Alert.
2. Select the checkbox Enable email alert Notification.
3. Select the events from the list for which you prefer an alert.

www.escanav.com
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Event Notification

Events Alert Settings

Enable email alert Motification

Enter Receipent Mail ID :

D Send Information only in subject line

r Select Event Ids
Select activities for which email alert is required

Event Id Description

130 CONSCTL_FILE_COPIED_TO_USB
100 ESCAN_DUMMY_EVENT

1 MWAY_FOUND_MALWARE

2 MWAY_FOUND_VIRUS_AND_DELETED

2 MWAY_FOUND_VIRUS_AND_CLEANED

4 MWAY_FOUND_ADWARE
MWAY_FOUND_ERROR

13 MWAV_FOUND_VIRUS_AND_REMAMED
7 MWAY_FOUND_ADWARE_AND_DELETED
& MWAY_LAST_COMPUTER_SCAN

Y MWAY_START

10 MWAY_SUMMARY

501 SCHED_MWAY_FOUND_MALWARE

50z SCHED_MWAY_FOUND_VIRUS_AND_DELETED

Qo000 oDoOoo0o0o00o0O0o0o0o0D .l

503 SCHED_MWAY_FOUND_VIRUS_AND_CLEANED
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4. Select the required hosts or group.

) all Hosts
@ Selected Hosts

Select Computers Computer Selected: 1

B O |:| Managed Computers

5. Click Save.
The Event Alert Settings will be saved.

Unlicensed Move Alert

This sub module lets you enable notification alert when a computer automatically moves to
Unlicensed Computers category based on the setting done (under events and computers) for the
computer which is not connected to the server for a long time.

Unlicense Move Motification

Unlicense Move Alert Settings

D Send notification for unlicensed computars.

Enter Receipent Mail ID :

Save Cancel

To enable the unlicensed move alert:
1. Inthe navigation panel, click Notifications > Unlicensed Move Alert.
2. Select the checkbox Send notification for unlicensed computers.
3. After selecting the checkbox, enter the Recipients Mail ID in the textbox.
4. Click Save.
The Unlicensed Move Alert Settings will be saved.

www.escanav.com
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Settings
The Settings module lets you to configure general settings using following submodules:

o \Web Console Settings: This submodule lets you define settings for web console timeout,
Dashboard Settings, Login Page settings, SQL Server Connection settings, SQL Database
compression settings.

o Two-Factor Authentication: This submodule lets you to add extra layer of protection to your
endpoints.

e Excluded Clients: This submodule lets you configure the client list to exclude it from auto
isolation.

Web Console Settings

Web Console Settings submodule lets you configure web console Timeout, Dashboard, Login Page,
SQL Server Connection, SQL Database compression, Password Policy Settings, and Delete Log
Settings.

Web Console Settings

Web Console Timeout Setting

[] Enable Timeout Setting

Automatically log out the Web Conscle after minutes

DashBoard Setting

Show Status for Last D days (1 - 263}

Logo Settings

Logo : 5

The logo neads to have the size 200 x 65px,
and needs to be in .png or .jpg (RGE Color) format.

Password Policy Sattings
days (30-130
Password Age : 0 = Password Mever Expires
days)
Password History : IZI {2-10 Passwords) 0 = Mo password history is maintained
Maximum Failed login attempts : IZI {3-10 timeas) 0 = Unlimitad failed attempts zallowed
Default

Mote: The abowe restrictions are not applicable to "Root” login.

| Save | | Cancel |

Web Console Timeout Settings

To enable web console Timeout, select Enable Timeout Setting option.

After selecting the checkbox, click the drop-down and select the preferred duration.
Dashboard Setting

This setting lets you set number of days for which you wish to View the Status, Statistics and
Protection Status Charts in the Dashboard. Enter the preferred number of days.
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Logo Settings

This setting allows you to add the organization logo in PNG or JPEG format. So the console and
reports will have the uploaded logo for customization.

To have the default eScan logo, click Default.

To have customized logo, click Change.

Password Policy Settings
This setting allows the admin to configure the password settings for other users.
o Password Age: Enter the preferred value (between 30-180); this will prompt user to reset the
password after specified number of days. Here, 0 indicates that password never expires.
o Password History: Enter the preferred value (between 3-10); this maintains the password
history for specified count. Here, 0 indicates, no password history is maintained.
¢ Maximum Failed login attempts: Enter the preferred value (between 3-10); this will restrict
the user from logging after specified attempts. Here, 0 indicates unlimited login attempts.
After making necessary changes, click Save. The web console Settings will be updated.
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Excluded Clients

The Exclude Client module lets you to configure the client list to exclude it from auto isolation.

Excluded Clients

Client(s) list excluded from Auto adding under Managed Group(s)

| Add

s Remove

1. You can add/remove clients list to exclude it from auto isolation in the below table. To do the
same, refer the following:
o Enter the host name, IP Address, or IP address range and click Add.
e To delete a particular client, select the client and click Remove.
2. After configuring accordingly, click Save. Excluded Client Settings will be saved.
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Two-Factor Authentication (2FA)

The system login password is Single-Factor Authentication which is considered less secured and it
may put your organization's data at high risk of compromise. The Two-Factor Authentication, also
more commonly known as 2FA, adds an extra layer of protection to your eScan web console login.

The 2FA feature mandates you to enter a Time-based One-Time Password (TOTP) after entering
eScan credentials. So, even if somebody knows your eScan credentials, the 2FA feature secures data
against unauthorized logins. Only administrator can enable/disable the 2FA feature. It can also be
enabled for added users.

To use 2FA login feature, you need to install the Authenticator app for Android devices from Play

Store or for iOS devices from App Store on your smart device. The Authenticator app needs camera
access for scanning a QR code. If a COD or BYOD policy restricts you from using device’s camera in
your organization, enter the Account Key in the Authenticator app.

Two-Factor Authentication

E Help

2FA Settings Manage Other Users Settings Users For 2FA

2
Download eScan Authenticator from : ’ '

Or Use below key

BF56E72D3BF56E72 @

Disable Two-Factor Authentication

Note: Ensure that the smart device's date-time matches with the system's date-time else T-OTPs generated by the app won't get
validated.

1)

NOTE

Ensure that the smart device's date and time matches with the system'’s date and time or
else TOTPs generated by app won't get validated.

[!)

We recommend that you save/store the Account Key in offline storage or a

IMPORTANT | paperback copy, in case you lose the account access.
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https://play.google.com/store/apps/details?id=com.escan.escanauthenticator&hl=en_IN
https://play.google.com/store/apps/details?id=com.escan.escanauthenticator&hl=en_IN
https://apps.apple.com/in/app/escan-authenticator/id1503185587

Enabling 2FA login

To enable 2FA login:
1. Go to Settings > Two-Factor Authentication.
2. Open the Authenticator app.
After basic configuration following screen appears on smart device.

&

Add an account

You can add an account selecting one of the following options:

m Scan a barcode

 1::: Enter a provided key

3. Select a preferred option. If you tapped Scan a barcode, scan the onscreen QR code via your
smart device. If you tapped Enter a provided key, enter the Account Key and then tap ADD.
After scanning the Account QR code or entering Account Key, the eScan server account gets
added to the Authenticator app. The app then starts displaying a Time-based One-Time
Password (TOTP) that is valid for 30 seconds.

Authenticator H

Account Added
536151 @

4. Click Enable Two-Factor Authentication.
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Verify T-OTP window appears.

Verify T-OTP
Tue, 13 July 2021
Enter T-OTP |
Verify T-OTP

5. Enter the TOTP displayed on smart device and then click Verify TOTP.
The 2FA login feature gets enabled.

6. To apply the login feature for specific users, click Manage Other User Settings tab. The tab
displays list of added users and whether 2FA status is enabled or disabled as shown below.

® ). 2rA Disabled
- 2FA Enabled

Two-Factor Authentication
2FA Settings Manage Other Users Settings Users For 2FA
User name 2FA Status User Specific QR Code
admin )
ayaz EX
corpteam E]
escan nepal E]
oliver View
pildemo )
root [ NA
test ]

7. To enable 2FA login for an added user, click the button to check icon.
The 2FA login for added users gets enabled. After enabling the 2FA login for users, whenever
they log in to eScan web console Verify TOTP window appears.

8. To view the QR Code of specific user, click View option in the User Specified QR Code
column.
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Disabling 2FA login
To disable 2FA login:

1. Go to Settings > Two Factor Authentication.
2. Click Disable Two-Factor Authentication.

Two-Factor Authentication i vele

2FA Settings Manage Other Users Settings Users For 2FA

:
Dounlosd sscan Authastiatecizem: [ @

Or Use below key

BFS56E72D3BF56E72 @

Disable Two-Factor Authentication

Note: Ensure that the smart device's date-time matches with the system's date-time else T-OTPs generated by the app won't get
validated.

Verify T-OTP window appears.

Two-Factor Authentication

Verify T-OTP

11:45:34 Av

Tue, 13 July 2021

Enter T-OTP |

Verify T-OTP

3. Enter the T-OTP and then click Verify T-OTP.
The 2FA feature gets disabled.

0 After disabling the 2FA feature and enabling it again, the 2FA login status will be reinstated
NOTE | for added users.
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Users For 2FA

This tab helps to add the users and apply 2FA to the endpoints via policy template. The users can be

added directly or from Active Directory.
il veld

Two-Factor Authentication

 Other Users Settings | | Users For 2FA

Created Date Assigned Policy Template LUser Specific OF Code
I:l Support 879/ 2023 10:54:35 AM - Wigw
O Added through import user BF26/2023 11:36:33 AM Miaw

Method 1: Adding user

To add users for the same, follow the below steps:
1. Go to Settings > Two-Factor Authentication > Users For 2FA.

2. Click Add User.

Add User window appears.

Add User

Username

Description

Ok | | Cancel |

3. Enter the Username and Description.
4. Click OK.

www.escanav.com

An 1SO 27001 Certified Company



Method 2: Importing Users
To import the users, follow the below steps:
1. Go to Settings > Two-Factor Authentication > Users For 2FA.

2. Click Import Users.
Import Users window appears.

Deleting Users
To delete the users, follow the below steps:

1. Go to Settings > Two-Factor Authentication > Users For 2FA.

2. Click Delete.
The Confirmation prompt appears.

1921685 % L0k | says

Do you want to delete user?

3. Click OK.
The user will be deleted.

www.escanav.com
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Administration

The Administration module lets you create User Accounts and allocate them Admin rights for using
eScan Management Console. In a large organization, installing eScan client on all computers may
consume lot of time and efforts. With this option, you can allocate rights to the other employees and
allow them to install eScan Client, implement Policies and Tasks.

The Administration module consists following submodules:

e User Accounts
e User Roles
e Audit Trail

User Accounts

For a large organization, installing eScan Client and monitoring activities may become a difficult task.
With User Accounts submodule, you can create new user accounts and assign Administrator role to
added users and reduce the workload. This submodule displays a list of users and their details like
Domain, Role, Session Log and Status.

User Accounts : Refresh u Help
[EaCreate New Account| {fjj Delete 1-1cf1 «page | 1 |of1 Rows per page: | 100 ¥
User name Full Name Domain Raole Session Log Status
root Administrator account created during installation Administrator View
[EaCreate New Account| {fj Delete 1-10f1 1« page | 1 |of1 Rows per page: | 100 ¥

Create New Account

To create a User Account:

1. Inthe User Accounts screen, click Create New Account.
Create User window appears.

Create User E Help

Account Type and Information

User name™: i

Password must have:

Full Nama*: = Minimum & characters g

= Atleast 1 Uppercase letter [A-Z] o
Confirm Password*:

= Atleast 1 digit [0-9]

[ J
| |
Password®: | sessnsnsRnane | o == e = ()
| |
| |

Email Address:* = Atleast 1 symbol [$@!1%*27_a]g#

For Example: user@yourcompany.com = Passwords must match.x

Account Role

Rale™: | Administrator bl

(%) andatory Fisids

2. After filling all the details, click Save.
The user will be added to the User Accounts list.

An ISO 27001 Certified Company WWw.escanav.com



Delete a User Account

To delete a user account:
1. Inthe User Accounts screen, select the user you want to delete.

User Accounts

[ &3 Create New .&ccount| ﬁ Delete|

¥ User name Full Name
root Administrator account created during installation
¥ sample user Sample User

| &3 Create New Account| a Delete|

2. Click Delete.
A confirmation prompt appears.

User Accounts

Do you want to delete the selected user account(s) ?

| Ok | | Cancel

3. Click OK.
The User Account will be deleted.
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User Roles

The User Roles submodule lets you create a role and assign it to the User Accounts with variable
permissions and rights as defined in the role being assigned to them. It can be an Administrator role
with set of permissions and rights, Group Admin Role or a Read only Role.

User Roles % Refresh [ Help

[ New Role ? Properties Delete

Role Mame Description

Administrator

You can re-define the Properties of the created role for configuring access to various section of eScan
Management Console and the networked Computers. It also lets you delete any existing role after the
task is completed by them. It allows the administrator to give permission to sub administrators to
access defined modules of eScan and perform installation/uninstallation of eScan Client on network
computers or define Policies and tasks for the computers allocated to them.

New Role

To add a user role:

1. Inthe User Roles screen, click New Role.
New Role form appears.

New Role

User Roles =New Raole

Role Details
New Rele Name :*
Description :

Select Group @

23} L_J Managed Computers

Ok

2. Enter name and description for the role.
3. Click Managed Computers and select the specific group to assign the role.
The added role will be able to manage and monitor only the selected group's activities.
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4. Click OK.
Permissions section appears displaying Main Tree Menu and Client Tree Menu tabs. The
Main Tree Menu consists of Navigation Panel Access permissions while the Client Tree
Menu consists the permissions for selected group(s) that the user is allowed to take further.

Properties E Help
User Roles > Properties
Role Details
New Role Name %
Description : l:l
Select Group :
Permissions
Main Tree Menu | | Client Tree Menu
Menu V’E-\r Congure
DashBoard D
Managed Computers
Report Templates D D
Report Scheduler D D
Ewents & Computers D D
Aszet Managament D
User Activity
Print Activity O
Session Activity Report D
File Activity Report O
Notifications
Event Alert D D
Unlicenze Mave Alert D D
Settings
Web Console Settings D D
Excluded Clients D D
Administration
User Accounts D D
User Roles D D
License D D
Policy Templatas

5. Select the checkboxes that will allow the role to view/configure the module.
6. After selecting the necessary checkboxes, click Save.
The role will be added to the User Roles list.
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View Role Properties

To view the properties of a role:
1. Inthe User Roles screen, select a role.
2. This enables Properties and Delete buttons.

User Roles

MNew Role | [}# Properties ﬁ Delete

Role Mams Description

Administrator

#|  Monitor Far viewing activities

3. Click Properties.
Properties screen appears. It lets you modify role description, permissions for accessing and
configuring modules and assign the role to other groups by clicking Select Group Tree.

Properties i velp
User Roles >Properties
Role Details
R ol iama o+
Select Grou :
Permissions
Main Tree Menu | | Client Tree Menu
o VEN’ Corigure
Dashaoard O
Managed Computers
Report Templatas O O
Raport Scheduler O O
Events & Computers O O
Asset Management O
User Activity
Print Activity O
Sassion Activity Report O
File Activity Report O
Matifications
Event Alert O O
Unlicensa Move Alert O O
Sattings
Web Consale Sattings O O
Excluded Clients O O
Administration
User Accounts O O
User Roles O O
License O O
Palicy Templates

4. To modify client configuration permissions, click Client Tree Menu.
Client Tree Menu
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Define the Actions that the created role can configure for the allocated group. The menu has
Action List, Client Action List, Select Policy Template, Policy Criteria, and Group Tasks.

User Roles >Properties
Role Details
Role Name i
Desaription i
Select Group
| select Group Tree
Permissions
Main Tree Menu | | Client Tree Menu
= Managed Computers [ Managed Computers/Escan 1 GemirEne
—_— Menu
Action List
Hew Sub Group
Remave Group
Greate Client Setup
Properties
Client Action List
Hous to Group
Remove fram Graup
Manage Add-on Li
Export
Show Installed Softnares
Greate OTP
Properties
Anti-Theft Options
Disable Anti-Theft
Select Policy Template
s I e 1

5. To let the role configure these actions, under the Configure column select the checkboxes of
corresponding actions.

6. Click Save.
The Role Properties will be updated accordingly.
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Delete a User Role

To delete a user role:

1. Inthe User Roles screen, select the user role you want to delete.

User Roles

Hew Role | [=}? Properties | ﬁ Delete |

Role Mams

Administrator

|#*| | Monitor

Far viewing activities

2. Click Delete.
A delete confirmation prompt appears.

Delete Role

Do vou want to delete the selected Role(s)?

| Ok | | Cancel

3. Click OK.
The User Role will be deleted.
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License

The License module lets you manage user licenses. You can add, activate, and view the total number
of licenses available for deployment, previously deployed licenses and remaining licenses with their
corresponding values. The module also lets you move the licensed computers to non-licensed
computers and vice versa. Here you can also view the number of Add-On licenses along with the
names. For example, as you can see here, there are 15 add-on licenses for eBackup feature. The
eBackup, 2FA, and DLP features are available through Add-On license(s).

-
License - Refresh E Help

Register Information

License Key(20 char) Activation Code(s0 char) Registration Status Contract Period Ends on Mo. of Users Add On License
Activate before 01-
Activate Now - 10

Jun-2020
EBackup+

Activated 20-Apr-2021 200 RMM+ DLP+
2FA

Activated 13-May-2021 200

To Add License Click Here

License EER - T

License in Use i32

MLicens= Remaining 268
Total License Size 400

Manage License

Adding and Activating a License

To add and activate a license:
1. Inthe License screen, click the Click Here link.

To Add License Click Here

Add License Key dialog box appears.

[8]74 | | Cancel

2. Enter the license key and then click OK.
The license key will be added and displayed in the Register Information table.

An 1SO 27001 Certified Company www.escanav.com



Moving Licensed Computers to Non-Licensed
Computers

To move licensed computers to non-licensed computers:

1. Inthe License statistics box, click Manage License.

License = [

License in Use 132
M License Remaining 258
Total Licenze Size 400

Manage License

Manage License window appears.

Manage License E Help

Licensed Computers / Devices (132) Filter Licenss ﬁ Mowe to Mon-License

Machine Name Group
e
,]l. i b
L]
e
L]
L] e i

I

i

]I

il

Non-Licensed Computers [ Devices (327) Filtar License ﬁ Move to License

Unlicenss
D Machine Name Group Description
Date Time

EI 31/03/2018

02:08:25

B 17/02/2018

11:10:01

E 15/02/2018

44.En.an

2. Under the Licensed Computers section, select the computer(s) that you want to move to Non-
Licensed Computers section.

3. Click Move to Non-License.

4. The selected computer(s) will be moved to Non-Licensed Computers section.
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Moving Non-Licensed Computers to Licensed
Computers

To move licensed computers to Non-Licensed Computers, follow the steps given below:
1. Inthe License statistics box, click Manage License.

License = [

License in Use 132
M License Remaining 258
Total Licenze Size 400

Manage License

Manage License window appears.

Manage License E Help
Licensed Computers (385) ﬁ Move to Non-License
Machine Name Group
-il Managed Computers
-i'l L Managed Computers
-il Managed Computers
-il ' - Managed Computers
-il | ' Managed Computers
-il ’ - Managed Computers .
Non-Licensed Computers (2) a Move to License
Machine Name Group Unlicense Date Time Description
-il - Managed Computers 13/09/2019 17:13:16
.i'l 44 - 0 Managed Computers 13/09/2019 17:13:16

2. Under the Non-Licensed Computers section, select the computer(s) that you want to move to
Licensed Computers section.

Click Move to License.

4. The selected computer(s) will be moved to Licensed Computers section.

o
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Contact Us

We offer 24/7 free online technical support to our customers through email and live chat. We also
provide free telephonic support to customers during our business hours.

Before you contact technical support team, ensure that your system meets all the requirements and
you have Administrator access to it. Also, ensure that a qualified person is available at the system in
case it becomes necessary to replicate the error/situation.

Ensure that you have the following information when you contact technical support:
e Endpoint hardware specifications
e Product version in use and patch level
o Network topology and NIC information
e Gateway, IP address and router details
e List of hardware, software and network changes if any carried out
o  Step-by-step description of error/situation
e Step-by-step description of troubleshooting if any attempted
e Screenshots, error messages and log/debug files

In case you want the Technical Support team to take a remote connection:
e |P address and login credentials of the system

Forums

Join the Forum to discuss eScan related problems with experts.

Chat Support

The eScan Technical Support team is available round the clock to assist you with your queries via
Live Chat.

Email Support

If you have any queries, suggestions and comments regarding our products or this User Guide, write
to us at support@escanav.com
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